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Abstract

In the forthcoming era of seamless mobility, people will have an easy, universal, uninterrupted access
to information, entertainment and communication ... when,where and how they want it. The ability
to provide a seamless transition across heterogeneous networks will enable a new level of customer
experience. This thesis contributes to the evolution of technology convergence by improving different
aspects of the vertical handover management to make seamless mobility a reality.

In the first part of the thesis, we address the role of user in the inter-system mobility management.
We show how users with their smart mobile terminals can overcome some obstacles and improve the
performance of vertical handovers. We propose a terminal-controlled handover management which
is built on the top of a new utility-based access network selection. The terminal is shown to be able
to control its radio interfaces to optimize the power consumption as well as to control the handover
initiation and handover preparation to ensure seamless services. We propose a new handover prediction
scheme to assist the handover preparation at the application level by the terminal itself.

In the second part of the thesis, we consider the role of network control in the inter-system mobility
management. We study a UMTS-WiMAX interworking solution including integration architecture,
handover procedure, inter-system measurement and required cell overlap for seamless handovers. We
examine the interworking and roaming solution across independent access networks using intermediary
entities. Last contributions include a new load definition and a new load balancing index in order to
hide the heterogeneity of different access technologies from load balancing process.

Key words:Heterogeneous wireless networks, interworking architecture, roaming, inter-system mo-
bility, always best connected, utility, load balancing, cell overlap planning, UMTS, LTE, WLAN,
WiMAX.
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Résumé

L’évolution des technologies réseaux sans fils et cellulaires associée au développement des ter-
minaux mobiles est en train d’ouvrir de nouvelles perspectives pour offrir aux utilisateurs un accès
universel et ininterrompu au réseau, aux informations et aux services. La capacité à fournir un ac-
cès ubiquitaire et une mobilité transparente à travers des réseaux hétérogènes permettra d’enrichir
l’expérience des usagers. Néanmoins, la mise en place de cetenvironnement pose des challenges de
recherche extrêmement importants que cette thèse a comme pour objectif d’aborder. Elle présente un
ensemble de solutions qui contribuent à l’évolution de la convergence de technologies en améliorant
différents aspects du handover vertical, de la synergie entre technologies cellulaires et sans fils afin que
la mobilité sans couture devienne une réalité.

La première partie de la thèse examine le rôle de l’utilisateur dans la gestion de la mobilité inter-
système. Nous montrons comment les utilisateurs avec leursterminaux mobiles intelligents peuvent
surmonter certains obstacles dans la gestion de handover vertical et améliorer ses performances. Une
solution de la mobilité contrôlée par le terminal d’usager aété proposée. Elle consiste en un nou-
veau mécanisme de sélection de réseaux d’accès avec de nouvelles fonctions d’utilité. Le terminal
est en mesure de contrôler ses interfaces radio pour optimiser la consommation d’énergie ainsi que de
contrôler l’initiation et la préparation de handover pour assurer des services sans interruption. Une nou-
velle méthode de prédiction du handover pour assister à la préparation d’un basculement sans couture
est proposée.

Dans la deuxième partie de la thèse, il s’agit d’aborder le rôle du contrôle du réseau dans la ges-
tion de la mobilité inter-système. Une solution d’interfonctionnement entre UMTS et WiMAX, qui
comprend l’architecture d’intégration, les procédures exactes de handover, la mesure inter-système et
le chevauchement nécessaire entre deux cellules avoisinantes pour assurer un handover sans couture
est proposée. Pour faciliter l’interfonctionnement et l’itinérance (roaming) entre différents réseaux
d’accès indépendamment et sans accords directes entre opérateurs, des plateformes intermédiaires ont
été proposées. Une contribution finale qui consiste à introduire une nouvelle définition de la charge et
un nouvel indice de l’équilibrage de charge qui permettent de définir une solution unifiée de répartition
de charge dans un contexte de réseaux hétérogènes.

Mots clés: Réseaux sans fils hétérogènes, architecture d’interfonctionnement, itinérance, mobil-
ité inter-système, always best connected, utilité, équilibrage de charge, chevauchement des cellules,
UMTS, LTE, WLAN, WiMAX.
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Introduction

Following the explosive growth of the Internet during the last two decades, the current unprece-
dented expansion of wireless technology promises an even greater effect on how people communicate,
interact and enjoy their entertainment. The growing advances in research and development of wire-
less communication technologies and the increasing capabilities of electronic devices are driving an
evolution towards ubiquitous services to mobile users. Wireless networks become increasingly in-
teroperable with each other and with the high-speed wired networks. This reflects a paradigm shift
towards new generations of mobile networks whereseamless mobilityacross heterogeneous networks
becomes fundamental. This generation is referred to as fourth generation (4G).

Future users will bealways best connectedthrough different available access networks when they
move from one place to another (at home, in the office, on the bus, on the train, in the shopping mall, in
the cafe...). For example, a video teleconference can transparently switch from an enterprise Wireless
Local Area Network (WLAN) to the traditional cellular environment when driving home and to the
fixed home network when arrived. In fact, users can access andmaintain a seamless connectivity
anywhere, anytimevia any access technologyowned byany operatorto useany available service.
Handovers between the technologies are transparent to users, allowing a simplified and seamless on-
the-move experience. In summary,’seamless mobility is predicated on enabling a user to accomplish
his or her tasks without regard to technology, type of media,or device, facilitating freedom of movement
while maintaining continuity of applications experience’[2].

This thesis contributes to the evolution of technology convergence by improving different aspects of
the inter-system handover management to make seamless mobility a reality. This thesis represents the
main contributions of the author’s research studies duringthe past three years.

Problem statement

The first seamless mobility application that has been commercial is the Unlicensed Mobile Access
(UMA) solution, allowing seamless handover between cellular and WiFi hot-spot for voice call ser-
vices. However, the UMA technology has some drawbacks. It does not ensure the Quality of Service
(QoS) of multi-service bearer and the handover between Universal Mobile Telecommunications Service
(UMTS) and WLAN has not been yet supported. This solution is only suitable for home or SOHO
(Small Office and Home Office) subscribers due to the access capacity limitations. Though the inter-
system mobility has attracted immense research and development effort from the research community
and standardization bodies, the seamless handover does notreally happen due to many issues.

Vertical handover, a term used to indicate the handover between two access nodes of two differ-
ent technologies, is an issue in heterogeneous networks since each technology has its own mobility
management solution. The mobile terminal must be capable ofadapting the service content and the
communication parameters each time it changes the access network. The two most considered perfor-
mance criteria for the handover design are latency and packet loss. Generally, multimedia applications,
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one of main services in 4G networks, require a short handoverlatency, low jitter and minimal packet
loss. Handover is required to be achieved seamlessly. It means that handover is transparent to users
experience: users do not recognize handover occurrences atthe application perception. Technically, it
means that the handover interruption delay should be very small (below 50ms) and the packet loss ratio
should be minor to not affect the service quality (tolerant loss ratio differs from different application
types). Users want to have a continuous and qualified serviceand they do not care about which access
technology they have connected.

In order to support the seamless handover from one technology to another, the access networks
involved should be integrated. The interworking between Third Generation Partners Project (3GPP)
and Third Generation Partnership Project 2 (3GPP2) networks and WLAN networks has been the
topic of much work within 3GPP/3GPP2 standardization bodies, a collaboration between groups of
telecommunications associations, to make a globally applicable 3G mobile phone system specifica-
tion within the scope of the International Telecommunication Union (ITU)’s International Mobile
Telecommunications-2000 (IMT-2000) project. The UMA solution mentioned above is also recognized
as a 3GPP Generic Access Network (GAN) standard. Despite some discussions about the competition
between Worldwide Interoperability for Microwave Access (WiMAX) and cellular networks, WiMAX
is keen to cooperate by interworking with 3GPP/3GPP2 networks to provide the maximum value to
operators allowing them to reach as many customers as possible and to best serve their customers.
Since WiMAX is different from WLAN in terms of radio coverage, QoS, capacity and security, the
3GPP-WiMAX interworking needs more research efforts. The interworking architecture of different
technologies must minimize changes to the existing infrastructure. In addition, most of the existing
interworking solutions deal with the integration between two access networks deployed by the same
operator or by two coordinated operators. An approach to facilitate a secure and seamless interworking
and roaming in multi-operator environment has not been addressed yet.

From the users’ perspective, they all expect future networks to offer more customized services at
higher quality levels. Users require an ease of use and also an ability to control their services according
to their preferences. With the increasing capabilities in devices, an obvious question is whether the
users’ terminal can control and manage the handover across different access technologies. Delegating
the handover control to the mobile terminal could be a solution for users to get what they really want.
However, such a terminal-controlled handover requires an interworking architecture where the the mo-
bility management becomes a service independent of access network operator domains. An intelligent
access network selection in the terminal is required to aid users to select the best access network. The
network selection relies on different access network characteristics, different constraints on terminal
capabilities, the mobility management policy, the user’s contexts and user preferences. An efficient
and pragmatic solution is required to solve trade-offs within the multi-criteria selection problem in
heterogeneous networks. The fact that the mobile terminal is equipped with one reconfigurable inter-
face or multiple radio interfaces should be taken into account when designing the vertical handover
procedure. The power consumption of multi-interface terminals becomes one of the critical issues due
to the limited battery capacity of portable devices. Optimizing the power consumption in the frame of
the handover management has not been sufficiently addressedin the literature.

The determination of the right handover triggering instantis difficult in heterogeneous networks
since many criteria (not only the link quality) should be taken into account in the decision algorithm. If
the handover is initiated too early, the ping-pong handoverproblem may occur. The ping-pong effect
causes the instability and service performance degradation. If the handover is initiated too late, mobile
terminals may not have enough time for making handover, which leads to connection drop. Despite
using different optimization techniques to determine the appropriate handover triggering instant, the
interruption may be still present. As the vertical handoverof an Software Defined Radio (SDR)-
enabled device is a hard handover (i.e., a new connection will be established after the old connection is
terminated), the handover interruption is inevitable. Also, the interruption occurs when the cell overlap
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area is too small for a multi-interface terminal to completethe handover on the target interface before
moving out of the serving cell coverage. The handover interruption time is very critical for real-time
applications, particularly for streaming services. The seamless video-on-demand streaming in wireless
networks for mobile users is a challenging task.

Objectives

In this thesis, we aim to address the different facets of the inter-system mobility management. The
interworking architecture between UMTS and WiMAX is one of the objectives of this thesis. We ad-
dress the UMTS-WiMAX vertical handover under the assumption that the dual-mode mobile device is
equipped with a single SDR interface which can switch from UMTS mode to WiMAX mode and vice
versa. To support seamless handover, the mobile device should be able to perform the inter-system
measurement without affecting the on-going communications and complete the handover decision be-
fore moving out of the serving cell coverage. The latter requires a sufficient overlap area between
adjacent cells. If the overlap area is unnecessarily large,it increases the operators’ building cost. If the
cell overlap area is too small, the network’s connection loss ratio is increased because mobile terminals
at the edge of a cell cannot receive support from neighboringcells in time to prepare the handover.

In the vision of open access networks where users can connectto any available access network of
any operator, a more flexible and open solution is required tointerwork the networks to offer real
global interworking and roaming facilities. To this end, weaim to design a Roaming Interwork-
ing Intermediary (RII) platform which support all combinations of different radio technologies in a
multi-operator environment. The RII will support secured roaming and seamless mobility across two
independentaccess networks.

We also aim to investigate the role of user terminals in the inter-system mobility management. The
users are in a strong position to control some parts of the handover process because their terminal can
access to information on device capabilities and user preferences, and, most importantly, to knowledge
of both serving and neighboring access networks. To enable acomplete terminal-controlled handover
procedure, we analyze the following aspects under the control of the user terminal: access network
selection, handover initiation, multiple radio interfacemanagement and handover preparation. The
coordination of these steps within a mobility management architecture is needed to provide a seamless
terminal-controlled vertical handover.

In the converged network trend, the complementary characteristics of different access technologies
promote their interworking. The resources of the interworked networks can be viewed as a shared
resource pool. Balancing the traffic load across the integrated networks is both a motivation and a
challenge. An efficient load balancing will lead to best utilization of the pooled resources and thereby
to improve the user satisfaction level. In fact, the load balancing is related to the mobility management
since it involves the users’ network selection and the network-controlled vertical handover enforce-
ment. The load balancing problem will be also analyzed in this thesis.

In short, the objective of the thesis is to optimize the inter-system mobility management, mainly
between 3GPP and WLAN/WiMAX networks, by addressing the following aspects: interworking and
roaming architecture, access network selection, inter-system measurement, required cell overlap, han-
dover initiation, handover prediction-based adaptive streaming application and load balancing. The
ultimate goal is to explore different directions to achievethe seamless mobility in the future converged
4G networks and propose efficient solutions.
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Methodology

The inter-system handover is a process involving the management of network entities and end-user
terminals. In order to satisfy the objectives outlined above, two different visions, one from user termi-
nal side and one from network side, are employed to approach the inter-system mobility management
issue. In the user-controlled vision, end-users are not anymore passive to enjoy services offered by
their network operators. They can use their smart terminalsto take over the control of the inter-system
mobility management across’multi-homing’ networks (or open access networks) as well as to han-
dle handover optimizations to ensure the seamless services. This part contributes to the migration
trend from the network-centricity towards terminal-centricity. In the second approach, we address
the important role of the network control in the inter-system mobility management and the handover
optimizations. With a global view on user requests, its loadvalues, available resources, roaming agree-
ments with interworked networks..., the network can also control the handover to ensure the seamless
mobility for mobile users.

Outline

The following figure highlights the structure of this thesiswhich is organized as follows:

IntroductionIntroduction

Chapter 1: State of the artChapter 1: State of the art

Chapter 2Chapter 2

Chapter 3Chapter 3

Chapter 4Chapter 4

Chapter 5Chapter 5

Chapter 6Chapter 6

Chapter 7Chapter 7

ConclusionsConclusions

Part I
user-control

Part II
net.-control

SDR interface

multi- interface

both

Figure 1: Organization of the thesis’ chapters

• Introduction

This chapter outlines the motivation and the scope of the work.

• Chapter 1: Foundation of Mobility Management in 4G WirelessHeterogeneous Networks

In Chapter 1, we review the evolution of wireless mobile communication systems with a view
to adopting the technology convergence as the core of the 4G concept. The motivations of the
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4G networks are briefly identified. We address the main interworking architecture approaches
proposed in the literature and in the standardization activities. The basic handover procedure
and existing mobility management solutions are then reviewed and discussed. This chapter gives
readers an overview of the active research initiatives in the area of mobility management in
heterogeneous networks and identify the challenges behindthe provisioning of seamless services
during mobility.

Part I: User-controlled approach: In this part, we address the seamless handover management from
the terminal perspective and investigate the role of the user in the mobility management. We
show how users with their smart terminals can overcome some obstacles in the vertical han-
dover management and how the performance can be improved under the user-centric terminal-
controlled approach.

• Chapter 2: Utility-based Access Network Selection

In Chapter 2, we first review the existing utility models including the single-criterion utility
form and aggregate utility form used in access network selection and resource management
problems. The limitations of the existing models are unveiled. We build up the utility theory and
propose new single-criterion and multi-criteria utility forms to best capture user satisfaction and
sensitivity in varying access network characteristics. This utility-based access network selection
model is used in Chapter 3.

• Chapter 3: Terminal-controlled Mobility Management Framework

In Chapter 3, we propose a terminal-controlled mobility management framework. The solution
is devoted to mobile devices equipped with multiple radio interfaces. The proposed mobil-
ity management consists of a policy-based power-saving interface management coupled with
a user-centric network selection solution, an adaptive handover initiation algorithm and a han-
dover execution. It gives a complete solution from the architecture design to handover signaling
exchanges and seamlessness optimization techniques.

• Chapter 4: Handover Prediction-Assisted Seamless Media Streaming

In Chapter 4, we address seamless media streaming during horizontal and vertical handovers in
heterogeneous networks. The solution is based on the terminal-controlled pre-buffering adjust-
ment policy, running at the terminal side to maintain the appropriate amount of media content in
the buffer. A practical handover prediction scheme is proposed to assist the right pre-buffering
boosting decision.

Part II: Network-controlled approach: In this part, we address the seamless handover from the net-
work perspective and highlight the crucial role of network control in the inter-system mobility
management. We investigate how the network can assist and improve handover measurement,
handover preparation, traffic load balancing, and securitymanagement.

• Chapter 5: Interworking Architecture Design

In Chapter 5, we first address the proposed UMTS-WiMAX interworking architecture and the
corresponding handover sequence charts. Second, we propose an RII functional entity to fa-
cilitate the interworking and roaming in a multi-operator environment. The solution allows a
secured and seamless handover across two access networks oftwo independent operators.
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• Chapter 6: Inter-system Measurement and Required Cell Overlap

In Chapter 6, we address two important conditions for seamless handover between UMTS and
WiMAX systems: inter-system measurement and required celloverlap. We investigate the possi-
bility to make the UMTS-WiMAX inter-system measurement through a single reconfigurable ra-
dio interface terminal without affecting on-going sessions. We analyze the minimum cell overlap
required to support seamless handovers between two adjacent cells within the same technology
or different technologies in the UMTS-WiMAX networks.

• Chapter 7: Load Balancing over Heterogeneous Wireless Packet Networks

In Chapter 7, we first highlight the limitations of the existing load balancing approaches and
then address a new load balancing algorithm. The main contribution in this Chapter is to define
a new load metric and a new balancing objective which makes itpossible to reconsider the load
balancing problem as a classic optimization problem. The proposed approach aims to hide the
heterogeneity of different access technologies from the load balancing process.

• Conclusions

This final chapter provides a summary of the thesis, discusses open issues and further research
directions.



Chapter 1

Foundation of Mobility Management in
4G Wireless Heterogeneous Networks

In telecommunications, just like any other field of human endeavor, fashions come and fashions go.
No sooner is one technology safely out of the laboratory thanattention turns to the next new

innovation. Over the last few years, 4G has been slowly taking shape as the next big development in
wireless communications.

Alun Lewis, Independent telecommunications writer and consultant

This chapter presents a tracking of the evolution of mobile communication systems from the 1G
analog communication networks to the 4G broadband converged networks. We address the 4G concept
and provide an overview of the main approaches for interworking different technologies in the 4G het-
erogeneous environment. A basic handover procedure is presented and different mobility management
approaches are discussed.

1.1 Evolution of mobile communication systems

1.1.1 Cellular technology evolution

Over the past 25 years, the evolution of the Internet and the advances of wireless technologies have
made a tremendous impact on lifestyles around the world. Together, these two factors have changed
the way people communicate, work, and get their entertainment.

With the introduction of cellular communications, we saw anincreasing demand for wireless ser-
vices. The growth was so rapid that by 2002, we witnessed a major shift in network usage:for the first
time in the history of telecommunications, the number of mobile subscribers exceeded the number of
fixed lines. And that trend continues. According to the ITU, by September 2005, the number of mobile
subscribers exceeded 2 billion. According to Global mobileSuppliers Association (GSA)’s statistics
1, at the end of the first quarter of 2007, the number of mobile subscribers in the world exceeded
2.8 billion. Although the history of cellular networks has been rather brief, it has already seen three
generations, and the fourth is emerging.

In mobile communication systems, there has been a paradigm shift every decade. The first genera-
tion (1G) systems in the 1980s were the original analog mobile voice networks. The second generation

1GSA is an organization dedicated to the promotion of the Global System for Mobile communication (GSM) mobile
phone standard worldwide.
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(2G) systems that emerged in the 1990s are based on digital technologies for mobile voice and data
traffic. The third generation (3G) systems, firstly introduced in 2001 in Japan, are characterized by
high-speed digital mobile voice, data and multimedia services. The pre-fourth generation (pre-4G)
systems, a stepping-stone to 4G, will be commercialized around 2010. A full 4G is expected to be
commercial around 2012. The evolution path of the mobile communication systems is depicted in
Figure 1.1.
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Figure 1.1: Wireless Technology Evolution Path

1G

1G systems, which initially debuted in Japan in 1979, are analog transmission systems. The key 1G
standards included Advanced Mobile Phone System (AMPS), Total Access Communication System
(TACS), Japanese Total Access Communication System (JTACS), and Nordic Mobile Telephone (NMT).
1G was indeed a major innovation in the telecommunication history. However, it was prone to the
problems of quality of transmissions, security and inefficient utilization of the spectrum and capacity
of available frequencies.

2G

2G networks introduced digital circuit-switched technology which uses the spectrum in a more
efficient way. 2G networks are currently serving the vast majority of mobile subscribers and will
remain in the market for a long time. It is likely that, in 2015, 2G will still be widely deployed [3]. The
major 2G cellular standards are GSM, IS-136 and CdmaOne.

• GSM uses Time Division Multiple Access (TDMA) and FrequencyDivision Duplex (FDD).
GSM has become the world’s fastest-growing communicationstechnology of all time and the
leading global mobile standard.

• IS-136, known as Digital Advanced Mobile Phone System (D-AMPS), uses TDMA and Time
Division Duplex (TDD). It is deployed throughout America, particularly in the United States
and Canada. IS-136 is a digital overlay that is interoperable with the analog AMPS infrastructure
(i.e., use AMPS for signaling to reserve resources). IS-136allows data rates up to 30Kbps.

• CdmaOne refers to the original ITU IS-95 using Code DivisionMultiple Access (CDMA) that
was first standardized in 1993. Today, there are two versionsof IS-95, called IS-95A and IS-95B.
IS-95A employs FDD with a channel bandwidth of 1.25-MHz for each direction, and supports
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data speeds of up to 14.4Kbps. IS-95B can support data speedsof up to 115 Kbps by bundling up
to eight channels. Due to its supportable data speeds, IS-95B is categorized as a 2.5G technology.

2.5G

2.5G is the realm of enhanced data services. The key 2.5G standards include General Packet Radio
Service (GPRS), Enhanced Data rates for GSM Evolution (EDGE) and IS-95B. GPRS is an enhanced
mobile data service for users of GSM and IS-136. In theory, GPRS supports transmission speeds of
up to 172.2Kbps. GPRS is a packet-switched solution which isknown as a migration strategy towards
3G. In the long path towards 3G, EDGE appeared as an enhancement for GPRS that can provide higher
data rates (up to 384Kbps). By using EDGE, operators can handle three times more subscribers than
with GPRS, triple their data rate per subscriber, or add extra capacity to their voice communications.
EDGE is sometimes referred to as a 2.75G technology.

3G

3G networks are characterized by higher peak data rates, greater system capacity, and improved
spectrum efficiency, among other capabilities. There is a range of technologies for 3G, all based
around CDMA, including UMTS (with both FDD and TDD variants), CDMA2000 and Time Division
- Synchronous Code Division Multiple Access (TD-SCDMA).

• UMTS, sometimes marketed as 3GSM, using Wideband Code Division Multiple Access (WCDMA)
as the underlying air radio interface, has been standardized by 3GPP. UMTS is the 3G technol-
ogy chosen by most GSM/GPRS mobile operators. The maximum user data rate is 1,920Kbps,
but in real-world experience at the moment, it is only 384Kbps. To improve the performance
of 3G UMTS, two standards High Speed Downlink Packet Access (HSDPA) and High Speed
Uplink Packet Access (HSUPA), jointly known as HSPA, have been developed. HSPA is usually
referred to as a 3.5G technology.

– HSDPA is a packet-based data service feature of the WCDMA standard that provides im-
proved downlink data rates. The theoretical peak rate is 14.4Mbps, but the realistic end-user
experience is initially likely to be 1.8Mbps or possibly up to 3.6Mbps. According to the
latest report published by GSA in January 2008, 166 HSDPA networks have commercially
launched in 75 countries.

– HSUPA delivers substantial improvements in uplink data rates and QoS as well. The
HSUPA standard enables users to transmit data upstream at a speed of 5.8Mbps. According
to the same GSA’s report, 51 operators have committed to deploy HSUPA, and 26 network
operators have commercially launched HSUPA services in 22 countries.

• CDMA2000, direct successor to 2G CdmaOne, represents an entire family of technologies, in-
cluding CDMA2000 1xRTT (Radio Transmission Technology), CDMA2000 EV-DO (Evolution-
Data Optimized), and CDMA2000 EV-DV (Evolution- Data and Voice), standardized by 3GPP2.
CDMA2000 is the 3G technology chosen by most CDMA mobile network operators.

– CDMA2000 1xRTT officially qualifies as 3G technology, but it is considered by some to
be a 2.75G technology. Although the peak data rate of 1xRTT can be up to 307Kbps, most
deployments are limited to a peak of 144Kbps.

– CDMA2000 EV-DO uses a separate 1.25MHz carrier for data, andsupports up to 2.4Mbps
downstream and up to 153Kbps upstream. 1xEV-DO Revision A supports Internet Protocol
(IP) packets, increases the downlink peak rate to 3.1Mbps and substantially boosts the
uplink rate to 1.2Mbps. 1xEV-DO Revision B enables operators to aggregate up to 15
1.25MHz channels to deliver up to 73.5Mbps. According to thereport published in www.cdg.org
site, 3G CDMA2000 EV-DO has surpassed 83 million subscribers in September 2007.
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– CDMA2000 EV-DV integrates voice and data over the same 1.25MHz carrier. CDMA2000
EV-DV offers a peak data rate of up to 4.8Mbps downstream and up to 307Kbps upstream.
However, in 2005, Qualcomm put the development of 1xEV-DV onan indefinite halt, due
to lack of carrier interest, mostly because both Verizon Wireless and Sprint chose EV-DO.

• TD-SCDMA was proposed by the China Communications Standards Association and approved
by ITU in 1999. TD-SCDMA uses TDD mode and can operate in a minimum frequency band of
1.6MHz at 2Mbps or a 5MHz band at 6Mbps. Although the launch dates of TD-SCDMA have
been pushed back time and time again, it is highly expected tobe ready in time for Olympics
2008.

Though the roll-out of 3G networks was delayed in some countries by the enormous cost of ad-
ditional spectrum licensing fees, GSM Association reported the crossing of the 200 million 3G sub-
scribers in the second quarter of 2007. Both Japan and Korea,two first countries that launched 3G,
continue to expand their 3G base with both reporting over 50%penetration. The 3G networks and
their enhancements will continue to be deployed all around the world. 3G will probably have a lifetime
similar to that of 2G - in the vicinity of 20 years.

pre-4G

While we are in the throes of finally seeing 3G networks deployed, there is already a buzz about
their enhancement, going by names such as Long Term Evolution (LTE) and Ultra-Mobile Broadband
(UMB).

• LTE - 3GPP Long-Term Evolution is the next version of the 3GPP-based radio standard. LTE is
designed to provide higher data-rate (over 100 Mbps for downlink, and over 50 Mbps for uplink
for every 20 MHz of spectrum), lower-latency and packet-optimized system compared to 3G. To
this end, LTE uses Orthogonal Frequency Division Multiple Access (OFDMA) for the downlink
and Single Carrier Frequency Division Multiple Access (SC-FDMA) for the uplink and employs
Multiple-Input Multiple-Output (MIMO) with up to four antennas per station. 3GPP has recently
reported LTE’s peak theoretical downlink throughput ratesof up to 326 Mbps in 2x20 MHz with
4x4 MIMO configuration. LTE is designed to be all-IP and to support mobility and service
continuity between heterogeneous access networks. The LTEdemonstrations and trials will be
continued during this year 2008 and the first network deployment is expected around 2010.

• UMB - 3GPP2 Ultra Mobile Broadband, is the successor to CDMA2000 EV-DO, formerly
known as EV-DO Revision C. UMB also incorporates OFDMA, MIMOand Space Division Mul-
tiple Access (SDMA) advanced antenna techniques to provideeven greater capacity, coverage,
and QoS. UMB can support peak download speeds as high as 280 Mbps in a mobile environment
and over 75 Mbps for upstream transmission (with 4x4 MIMO configuration). UMB is expected
to be commercially available in early 2009. However, up to now, Qualcomm is the only big
name backer of UMB. The logical supporters of UMB will be the vendors who make equipment
for CDMA since UMB is an upgrade path for that. The main ones are Alcatel-Lucent, Nor-
tel, Motorola, ZTE and Samsung, but none of them has officially committed to releasing UMB
products.

1.1.2 Mobile broadband wireless technology evolution

Wireless broadband communication is the confluence of the two most remarkable growth stories
of the telecommunications industry in recent years: broadband communication and wireless mobile
communication. The rapid mass-market growth of the mobile cellular systems with about 3 billion
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subscribers have been previously summarized. During the same period, Internet has been evolving
from a curious academic tool to having about a billion users.Parallel to the growth of Internet, the
development of broadband technology has been accelerated to offer the high-speed Internet access
services. The broadband access over the twisted-pair of telephone wires or over coaxial cable TV are
the predominant mass-market technologies today. Recently, the advanced broadband access such as
Fiber To The Home (FTTH) or Very high bit-rate Digital Subscriber Line (VDSL) has been being
deployed to enable rich performance applications like HighDefinition TiVi (HDTV), video on demand
at speed of Gigabits per second. In less than a decade, the broadband subscription worldwide has
grown from virtually zero to 200 million [4].

The broadband wireless technology is about bringing the broadband experience over the air ra-
dio interface. The broadband wireless service can be distinguished into two types:fixed broadband
wirelessand mobile broadband wireless. The fixed broadband wireless technology such as Local
Multipoint Distribution System (LMDS), Multichannel Multipoint Distribution Services (MMDS) and
fixed WiMAX, are thought of as a competitive alternative to Digital Subscriber Line (DSL) or cable
modem. Otherwise, the mobile broadband wireless technology like IEEE 802.11-based WiFi or Mo-
bile WiMAX attempts to bring broadband applications to users on the move with the functionality of
portability, nomadicity and mobility. In addition to the WiFi and mobile WiMAX, a few proprietary
solutions, such as i-Burst technology from ArrayComm and Flash-OFDM from Flarion (acquired by
QualComm), as well as the standard-based solutions like 3G cellular and beyond 3G systems also sup-
port the mobile broadband applications. Below, we introduce the WiFi and WiMAX technologies and
their evolution.

WiFi

WiFi is based on the IEEE 802.11 family of standards. It is primarily a WLAN technology designed
to provide in-building broadband coverage. WiFi becomes a defacto standard for broadband connection
in homes, offices, and public hot-spot locations including hotels, airports, shopping centers, restaurants,
cafes, and educational environments. In the past couple of years, a significant number of municipalities
and local communities around the world have taken the initiative to get WiFi systems deployed in
outdoor to provide broadband access to city centers as well as to rural and under-served areas.

The 802.11 specifications were initially introduced in 1997for operation in the unlicensed 2.4GHz
band, and they included two spread spectrum methods: 1Mbps Frequency Hopping Spread Spectrum
(FHSS) and 1Mbps and 2Mbps Direct Sequence Spread Spectrum (DSSS). In 1999, IEEE 802.11b
relying on DSSS transmission technology with support data of 11Mbps was published. Also in this
year, IEEE 802.11a making use of Orthogonal Frequency Division Multiplexing (OFDM) transmis-
sion, increasing the speeds to a theoretical rate of 54Mbps was standardized. This standard operates in
the 5GHz band. Published in 2003, IEEE 802.11g uses OFDM and operates in the 2.4GHz band. The
standards 802.11b, 802.11a, and 802.11g are the most commonly used today.

The capabilities of WiFi are being enhanced to support even higher data rates and to provide better
QoS support. In the large 802.11 family standards, three newemerging amendments are 802.11e,
802.11i and 802.11n. 802.11e addresses QoS extensions in WLAN. 802.11i enhances the security
protection. However, the most eagerly awaited amendment is802.11n. By using multiple-antenna
spatial multiplexing technology, the IEEE 802.11n will support a peak layer 2 throughput of at least
100Mbps (maximal theoretical data rate is 540Mbps). The 802.11n is expected to provide significant
range improvements through the use of transmission diversity and other advanced techniques. Though
there are already many products on the market based on Draft 2.0 of this proposal (Draft 4.0 was
approved in April 2008), the TGn working group is not expected to finalize the amendment until
November 2008. 802.11n will be a main technology for WLAN networking in the future.

WiMAX
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WiMAX is designed to accommodate both fixed and mobile broadband applications. The term
’WiMAX’ was created by WiMAX Forum that was formed in June 2001 dedicated to promoting in-
teroperability and compatibility of broadband wireless products based on the IEEE 802.16 standard.
Originally, IEEE formed a group called 802.16 to develop a standard for Wireless Metropolitan Area
Network (WMAN) in 1998.

• IEEE 802.16 first issued standards for the PHY and MAC layers of systems in the 10-66GHz
bands, generally known as LMDS, in December 2001.

• In 2003, the 802.16a standard, using OFDM to mitigate the impairments fading and multi-
path, and operating in the 2GHz to 11GHz bands, was published. Further revisions to 802.16a
were made and completed in 2004. This revised standard, IEEE802.16-2004, replaces 802.16,
802.16a, and 802.16c with a single standard, called as fixed WiMAX.

• The IEEE 802.16e standard, also known as Mobile WiMAX, was initially designed to allow
vehicular mobility applications. It was completed in December 2005 and was published for-
mally as IEEE 802.16e-2005. It uses Scalable Orthogonal Frequency Division Multiple Access
(SOFDMA), a multi-carrier modulation technique that uses sub-channelization, where channel
bandwidths are selectable, ranging between 1.25MHz and 20MHz. The key attribute of IEEE
802.16e is the introduction of the handover capability for users moving between cells.

In October 2007, the Radio Communication Sector of the International Telecommunication Union
(ITU-R) included WiMAX technology in the IMT-2000 set of standards, also known as 3G. Hundreds
of WiMAX trials and deployments are now in progress around the globe. Even though the industry
is still waiting for mobile WiMAX certified products and the first 802.16e roll-out, the IEEE keeps
working on new 802.16 amendments. Two most relevant amendments in progress are 802.16j (Multi-
hop Relay) and 802.16m (Advanced Air Interface). The goal of802.16m is to achieve data rates up to
1Gbps for fixed users and 100Mbps for mobile users. It aims to improve the capacity and performance
of Multimedia Broadcast Multicast Service (MBMS) and Voiceover IP (VoIP). The driver behind
802.16m will be MIMO antenna technology on top of an OFDM-based radio system. The 802.16m is
comparable with the LTE or UMB in terms of technology, capacity and services. It is expected that the
WiMAX 2.0 based on 802.16m will be ready at the end of 2009.

1.1.3 Broadband wireless technologies: Comparative study

Feature HSPA 1x EV-DO Mobile WiMAX WiFi

Standard 3GPP R6 3GPP2 IEEE 802.16e-2005 IEEE 802.11n

Peak DL data rate
14.4Mbps using
all 15 codes

3.1Mbps (Rev A);
4.6Mbps (Rev B)

46Mbps @ 3:1, 2x2,
10Mhz

100Mbps

Peak UL data rate 5.8Mbps 1.8Mbps 7Mbps @3:1, 10Mhz 100Mbps
Bandwidth 5MHz 1.25MHz 3.5, 7,5,10,8.75MHz 20/40MHz
Duplexing FDD FDD TDD initially TDD
Multiplexing TDM/CDMA TDM/CDMA TDM/OFDMA CSMA-CA
Coverage 1-5km 1-5km <3.5km <300m
Mobility High High Middle Low

Table 1.1: Technology Features Comparison

The evolution path of cellular, WiFi and WiMAX technologieswas summarized in the two above
sections. Briefly, WiMAX occupies a somewhat middle ground between WiFi and 3G technologies
when compared against the key dimensions of data rate, coverage, QoS and mobility support. Table
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1.1 provides a summary comparison among 3G (3.5G HSPA, 1xEV-DO), Mobile WiMAX and WiFi
802.11n technologies. These three technologies are chosensince they are likely to dominate the mobile
broadband telecommunication market today as well as in the next few years.

Two other standards-based technologies could also emerge in the future: IEEE 802.20 - Mobile
Broadband Wireless Access (MBWA) and IEEE 802.22 - WirelessRegional Area Networks (WRAN).
We address a brief introduction about these two under development standards:

• Much like 802.16e, the IEEE 802.20 hopes to define a broadbandsolution for vehicular mobility
up to 250 km/h. The 802.20 standard was being positioned as analternative to 3G cellular
services since it can support high-speed handover and wireless network access. It is likely to
be defined for operation below 3.5GHz to deliver peak user data rates in excess of 4Mbps and
1.2Mbps in the downlink and uplink respectively. At this point in time, the standard seems to be
suspended owing to lack of consensus on technology and issues with the standardization process.

• The IEEE 802.22 standard aims to bring broadband access to rural and remote areas. Work on
the 802.22 standard began in November 2004. The basic goal of802.22 is to define a cognitive
radio that can take advantage of unused TV channels in sparsely populated areas. Operating in
the VHF and low UHF bands provides favorable propagation conditions that can lead to greater
range (100km). The 802.22 standard is steadily processing and results are expected soon.

4G technology has not been officially defined yet. Most companies believe that the characteristics
of IMT-Advanced, as defined by ITU, will represent a definition of 4G. Two expected requirements
within IMT-Advanced are OFDMA-based technology and data rate support of 100Mbps for mobile
applications. LTE, UMB, and WiMAX 802.16m all fulfill these requirements. Although several com-
panies claimed that LTE/UMB/WiMAX 802.16m was 4G, we consider them, hereafter, as a pre-4G
technology. Any claim that a particular technology is a 4G technology is, in reality, simply a market
positioning statement by the respective technology advocate. A comparison among the three emerging
technologies is presented in Table 1.2.

Feature LTE UMB WiMAX 802.16m
Peak data rate DL: 288Mbps (4x4) DL:250Mbps (4x4) DL: ∼ 350Mbps (4x4)

(per sector @20MHz) UL: 98Mbps (2x4) UL: 100Mbps (4x4) UL: ∼ 200Mbps (2x4)
Latency Link-Layer Access: <5 ms LLA: <10ms LLA: <10ms

Handover: <50ms Handover: <20ms Handover: <20ms
MIMO 2 DL: 2x2, 2x4, 4x2, 4x4 DL: 2x2, 2x4, 4x2, 4x4 DL: 2x2, 2x4, 4x2, 4x4

configuration UL: 1x2, 1x4, 2x2, 2x4 UL: 1x2, 1x4, 2x2, 2x4 UL: 1x2, 1x4, 2x2, 2x4
Bandwidth (MHz) 1.25, 1.6, 2.5, 5, 10, 15, 20 1.25 to 20 5, 10, 20, 40

Duplexing TDD,FDD TDD,FDD TDD,FDD
Multiplexing OFDMA and SC-FDMA OFDMA SOFDMA

Mobility Up to 350 km/h Up to 250 km/h Up to 350 km/h

Table 1.2: Pre-4G technology requirements comparisons

Mobile broadband is the segment with the fastest growth in mobile communications. There is much
hype in the wireless industry about WiMAX and LTE compared toUMB. Many dismiss UMB as being
dead on arrival since it has so little traction with the operators. Whatever the part of the market share
that each pre-4G technology will gain, one sure thing is thatusers in the near future will enjoy the
mobile broadband services with rich media performance.

2MIMO configurationx x y means that the MIMO system usesx transmit antennas andy receive antennas.
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1.2 4G wireless mobile heterogeneous networks

1.2.1 4G concept

Even though there are plenty of talks about 4G, there is not yet a universal agreed-upon definition
of the 4G wireless mobile network up to now.

1.2.1.1 ITU’s Vision: IMT-Advanced

Figure 1.2: IMT-Advanced vision

According to [5], the ITU is currently establishing criteria for IMT-Advanced and will be screening
various technologies for inclusion in the IMT-Advanced family. ITU-R has progressed from delivering
a vision of 4G in 2002 (Figure 1.2) to establishing a name for 4G in 2005 (IMT-Advanced). The work
of the ITU encompasses the important elements of business success in the wireless industry, especially
the balance of a market and services view, a technology view,a spectrum view and regulatory aspects.
A set of requirements by which technologies and systems can be determined as part of IMT-Advanced
is being done by the ITU-R.

According to the IMT-Advanced,in systems beyond IMT-2000, there may be a need for a new
wireless access technology to be developed around the year 2010, capable of supporting high data
rates with high mobility. As one can see in Figure 1.2, the main requirements for 4G will be likely to
include two following conditions: peak data rate of 100Mbpsfor high mobility applications such as
mobile access; and approximate 1Gbps for low mobility applications such as nomadic/local wireless
access.

Following the paradigm of generation changes, it is expected that the 4G would follow sequentially
after 3G as an ultra-high-speed broadband wireless network. This view is usually referred to as alinear
4G vision[6] [7]. Nevertheless, even if 4G is named as the successor ofthe previous generations, the
future will not be limited to cellular systems and 4G will notbe seen exclusively as a linear extension
of 3G.
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1.2.1.2 Convergence of heterogeneous networks

Unlike 1G, 2G and 3G, 4G is not a set of formally agreed end-to-end standards developed in the
traditional top-down way that the telecommunications industry has used for years [8]. It is now widely
accepted that 4G is a vision of an all-IP based, heterogeneous mobile broadband networks with multiple
air interfaces, converged fixed-mobile networks, and multiple devices with multi-mode capabilities.
4G will provide end-users with an Always Best Connected (ABC) facility, low latency and high QoS
broadband experience. The ABC means a seamless service provisioning across a multitude of wireless
access systems and an optimum service delivery via the most appropriate available network.

4G will be a convergence platform providing clear advantages in terms of coverage, bandwidth
and power consumption. 4G will ensure the seamless mobilityand global roaming among various
access technologies such as cellular networks, WiFi, WiMAX, satellite, Digital Video Broadcasting -
Handheld (DVB-H). 4G services will be end-to-end QoS, high security, available at any time, anywhere
with seamless mobility, affordable cost, one billing, and fully personalized. 4G is about convergence,
convergence of networks, of technologies, of applicationsand of services, to offer a personalized and
pervasive network to the users. Convergence is heading towards an advent of a really exciting and
disruptive concept of 4G.

The 4G network will be an umbrella of multitude of technologies. The glue is likely to beseamless
mobility over heterogeneous wireless networks. Inter-system mobility, mainly between 3G UMTS/LTE
and WiMAX/WiFi, is the main aim of this thesis.

1.2.2 Motivations for 4G heterogeneous networks

As mentioned previously, the 4G mobile networks do not consist of only one access technology
but multiple ones. It is needed to have a mechanism that enables seamless mobility among different
systems. The motivation behind the heterogeneous networkscomes from the fact that there is no
technology that could offer ubiquitous coverage. No technology can provide simultaneously the high
bandwidth, low latency, high mobility and wide-area data service to a large number of users. As all
these systems have their own advantages and shortcomings, no single technology merits enough to
replace all other existing technologies up to now, even pre-4G technologies. It is beneficial for mobile
users to switch their connection among different access points of different technologies to maintain the
connectivity all time, and to enjoy the best personalized services according to their own preferences.

During the evolution from the 1G to the pre-4G, a range of mobile wireless technologies have been
developed. All these technologies were designed independently, targeting different types of services,
data rates and users. The complementary characteristics ofvarious technologies motivate the interest
to integrate them together. An interworking approach can make the best use of advantages of all tech-
nologies and can eliminate their stand-alone defects. For example, an operator can deploy low-cost
high-data rate WLAN/WiMAX that is either an extension of cellular network or inter-workable with
cellular network so that the utilization of already deployed infrastructures can be maximized. The wire-
less broadband technologies like WiFi, WiMAX can be a good complement to cellular technologies in
terms of geographical coverage and QoS.

One technology can be employed to extend the radio range of another technology. If one access
technology is highly loaded, users can connect to another access technology to have the equivalent
services. Also, if a user requires a higher QoS level which isnot supported by its current access
technology, he can automatically handover to another technology. These are the main motivations for
research as well as business exploration of 4G convergence concept.
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1.3 Interworking in 4G heterogeneous networks
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Figure 1.3: Interworking vs. roaming relationship (3GPP)

Interworking, integration and convergence are terms expressing the need for combining the advan-
tages of diverse network technologies in order to get the best service for minimum investment from
the network. The terminterworking is much related to theroamingconcept. However, according to
3GPP specifications, roaming is not specific to heterogeneous networks. 3GPP roaming relationship
corresponds to a 3GPP subscriber using visited 3GPP networkresources. The difference between inter-
working and roaming definition can be illustrated by Figure 1.3. The interworking relationship com-
plements the well-known roaming definition. The 3GPP interworking relationship refers to a 3GPP
subscriber using a non-3GPP radio interface to access 3GPP network resources. However, in a general
meaning, interworking involves connecting two or more distinct access networks (not necessarily be-
tween 3GPP and non-3GPP networks) to allow end-users to access to these interworked networks and
possibly to maintain the service continuity.

1.3.1 Interworking approaches
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Figure 1.4: Different UMTS-WLAN interworking approaches

The interworking between different technologies, mainly between 3GPP and WLAN, has catched
the attention of the research community and standardization bodies in the last few years. Broadly, the
interworking can be classified into two approaches:loose coupling and tight coupling[9–11]. From a
macro point of view the main difference is how and where a non-3GPP access network is coupled to
the 3GPP/3GPP2 network. The distinction between tight-coupling and loose-coupling is based on the
integration point of two networks involved as illustrated in Figure 1.4.
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1.3.1.1 Loose-coupling architectures

Loose coupling offers a common interface for the exchange ofinformation between the networks to
guarantee service continuity. The two access networks havenothing in common, but the core networks
are connected together. Loose coupling refers to the IP layer interconnection. The basic loose coupling
interworking architecture between WLAN and UMTS is depicted in Figure 1.5. WLAN and UMTS
are assumed to be in different IP address domains. The IP address is changed when the mobile terminal
moves from one network to another. The heterogeneity of different access networks is managed and
hidden by Mobile Internet Protocol (MIP). The integration point is the Home Agent (HA) of the
MIP mechanism implemented in the Internet/external PacketData Network (PDN). In general, the
interworking point is placed after Gateway GPRS Support Node (GGSN).
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Figure 1.5: 3GPP -WLAN loose coupling interworking architecture

In the loose coupling interworking, the two networks communicate through the Internet. They op-
erate independently of each other and roaming agreements between the corresponding operators are
required to be established. To ensure service continuity with roaming capabilities, MIP and Authenti-
cation, Authorization and Accounting (AAA) functionalities are combined. The existing AAA solution
in 3GPP network is used for managing and exchanging subscriber information and credentials between
3GPP and non-3GPP access networks. This approach separatescompletely the data path in WLAN and
3GPP networks. The WLAN data is never injected into the 3GPP core network. If two access tech-
nologies are deployed by a single operator, the Packet Data Gateway (PDG) may interface directly to
the GGSN for signaling, otherwise, the signaling will be transported through the IP network.

The key of mobility management of this architecture is the MIP. The Foreign Agent (FA)s are located
in the GGSN and the PDG while the HA is located in the PDN/Internet. When the mobile user moves
across the networks, its home address is maintained. The major drawbacks are the handover latency
and the packet loss due to MIP mechanism. In order to remedy this problem, pre-registration, pre-
authentication, packet buffering and forwarding techniques have been studied. Many extensions of MIP
have been proposed such as: Fast MIP, Hierarchical MIP, multiple Care of Address (CoA) registration
MIP, layer-2 triggering based MIP, etc.

The loose coupling interworking architecture offers an easy and independent deployment. The
loose-coupling interworking does not need drastic changesin existing infrastructures. There exists
a variant of the loose coupling interworking that is sometimes referred to as anopen coupling. In the
latter scheme, no real integration between the two networksis present. WLAN and 3GPP are two
independent systems that share a single billing scheme.
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1.3.1.2 Tight-coupling architectures

In the tight coupling scheme, the non-3GPP access network isemployed as a new radio access
technology within the cellular one. The tight coupling makes two different Radio Access Technology
(RAT)s working together with a single core network. The interworking point is at the 3GPP core
network or at the UMTS Terrestrial Radio Access Network (UTRAN) as illustrated in Figure 1.4. When
the integration point locates in the UTRAN, the interworking is known as avery tight coupling[10].

The 3GPP control protocols are reused in the WLAN and the datatraffic is routed via the 3GPP
core network to the outer entities. Two radio access networks are interconnected via layer 2. All the
layer 3 protocols remain unchanged. The handover does not involve the change of remote IP address
as well as the AAA policies. In the interworking reference model architecture depicted in Figure
1.4, the Radio Network Controller (RNC)/Serving GPRS Support Node (SGSN) emulator provides
functionalities that are equivalent to those of an RNC/SGSNin an attempt to hide WLAN access
network particularities from the UMTS. Its main function isto provide a standardized interface to the
UMTS core network.

In the very tight-coupling solution, the WLAN is consideredas part of the UTRAN. An important
issue with the very tight-coupling scheme is the ownership of the WLAN. The most envisioned solu-
tion is that the 3GPP operator owns the WLAN part. Due to the scalability issue, it makes sense to
introduce an InterWorking Unit (IWU) between the WLAN Access Point (AP)s and the RNC to share
the control task of the RNC. The IWU will be implemented in theWLAN AP to either act as a pure
traffic concentrator or be further responsible for control and supervision functionality [10,12].

1.3.2 Interworking within 3GPP standards

1.3.2.1 Rel-6: 3GPP-WLAN interworking

The interworking between 3GPP and WLAN systems was considered by 3GPP TSG SA1 group. It
has been specified in 6 different scenarios in 3GPP Release 6 [13].

1. Scenario 1 - Common billing and customer care:This is the simplest form of interworking,
which provides only a common bill and customer care to subscribers. In fact, there is no real
integration between the WLAN and 3GPP networks (open coupling).

2. Scenario 2 - 3GPP system-based access control and charging:This basically enables IP
connectivity via WLAN for 3GPP subscribers. The scenario consists on introducing a new net-
work element 3GPP AAA server to enable the WLAN authentication, authorization and charging
mechanisms to converge towards 3GPP solution.

3. Scenario 3 - Access to 3GPP Packet Switch (PS)-based services: The goal of this scenario
is to allow the cellular operator to extend access to its 3GPPbased services to subscribers in a
WLAN environment. Although the user is offered access to thesame PS-based services over
both the 3GPP and WLAN access networks, no service continuity across these access networks
is required. The architecture reference model corresponding to non-roaming case of scenario 3
as specified in [14] is illustrated in Figure 1.6. This scenario introduces two main new network
elements: Wireless Access Gateway (WAG) and PDG which enable secured accesses to different
PDNs at Wi interface (Wi is similar to well-known Gi interface).

4. Scenario 4 - Service continuity:The goal of this scenario is to allow access to PS-based services
as required by scenario 3, and additionally to maintain service continuity across the 3GPP and
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Figure 1.6: Scenario 3 non-roaming reference model (the shaded area refers to WLAN 3GPP IP access
functionality)

WLAN systems. The change of access network may be noticeableto the user, but there will
be no need for the user to re-establish the connection. Although service continuity is required
by scenario 4, the service continuity requirements are not very stringent. This means that some
services may not be able to continue after a handover to/fromthe WLAN.

5. Scenario 5 - Seamless services:This scenario is one step further than scenario 4. Its goal
is to provide seamless service continuity between access technologies. The seamless service
continuity is meant minimizing data loss and break time during the handover between access
technologies.

6. Scenario 6 - Access to 3GPP circuit-switched services:The goal of this scenario is to allow the
operator to offer access to circuit-switched services (normal voice calls) through WLAN access
networks. Seamless mobility for these services should be provided.

In Release 6, 3GPP has specified scenarios 2 and 3, the other scenarios are going to be specified in
Release 7 and in System Architecture Evolution (SAE) work item.

1.3.2.2 Rel-6: Generic Access Network

The GAN technology defines a new access network to the mobile core network that can be used to
access the existing circuit-switched and packet-switchedservices [15] . The access network is based on
use of unlicensed spectrum like WLAN and IP-based broadbandaccess network. Specifications were
developed in the UMA industry forum during year 2004 and wereadopted in 3GPP Release 6 in April
2005 as the GAN standard. With GAN the end-user experience remains the same in the WLAN radio
network as in GSM and WCDMA radio networks. The GAN solution is a scenario 6-like solution.
Circuit-switched seamless handover is fulfilled but due to bad packet-switched handover, the GAN
solution does not offer scenario 5 functionalities.

The interworking architecture between WLAN and 3GPP systemaccording to GAN solution is
illustrated in Figure 1.7. It introduces a Generic Access Network Controller (GANC) that acts as a
Base Station Controller (BSC)/RNC emulator. When the mobile user establishes a communication
in the zone covered by WiFi APs, it automatically attaches tothem. There is software installed in
the mobile terminal that can encapsulate the outgoing data to the cellular network in the IP packets.
These packets are sent to the GANC that is responsible for transmitting the necessary information to
the operator network. It redirects the IP packets to the target destination.
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1.3.2.3 Rel-6: Tunnel Termination Gateway solution

The evolution of Tunnel Termination Gateway (TTG) to enablethe interworking between 3GPP and
WLAN systems was first mentioned in annex of [14] and fully described in [16]. A TTG is a separated
equipment in charge of terminating the IP Security (IPSec) tunnels from the mobile stations and to map
them to GPRS Tunnelling Protocol (GTP) tunnels establishedtowards a GGSN as depicted in Figure
1.8. The idea of the present solution is to use the TTG and a subset of GGSN functions to implement
the PDG functions.
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Figure 1.8: 3GPP-WLAN interworking architecture using TTG

The TTG can be considered as an SGSN emulator [17]. The functionality of TTG covers all as-
pects of PDG that are not covered by the GGSN. The TTG acts as the SGSN for the GTP tunnel
establishment. It also acts as a WLAN user’s proxy for the reason of transparency to the WLAN. In
this scheme, the end-to-end tunnel from Mobile Subscriber (MS) to PDG is terminated at TTG and a
GTP tunnel is established between the TTG and GGSN. The TTG supports location management and
session management mechanisms such as SGSN context transfer, Packet Data Protocol (PDP) context
update, and Home Location Register (HLR) update. This solution allows the re-use of existing GGSN
and its existing capabilities such as charging frameworks.It offers a full interoperability with existing
SGSN without upgrades. This solution satisfies service continuity requirements with little handover
delay and no packet overhead. However, it requires a new network element TTG to be implemented.



1.3. Interworking in 4G heterogeneous networks 21

1.3.2.4 Rel-7: SAE/LTE - non-3GPP interworking

Key benefits of the 3G LTE include significantly increased peak data rates, increased cell edge
performance, reduced latency, scalable bandwidth, and co-existence with 2G/3G systems. Recently,
the GSA has announced that 3GPP has approved the LTE technology specifications [1], leading to their
inclusion in the forthcoming 3GPP Release 8.
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Figure 1.9: High level logical architecture for SAE/LTE system

The mobility between heterogeneous access networks, including service continuity within the LTE
is also required. The 3GPP and non-3GPP access systems are integrated at the SAE Anchor entity as
illustrated in Figure 1.9. The SAE Anchor represents functions grouped around the anchor point for
handovers between 3GPP and non-3GPP access systems, whereas the 3GPP home anchor is the anchor
point for handovers between 3GPP access systems. The SAE anchor allocates IP addresses for the
MS as required by the used mobility protocol. This interworking architecture can be categorized as a
loose-coupling approach. By providing a certain level of interaction between the SAE Anchor and the
3GPP Anchor within the evolved packet core, the MIP-based mobility signaling and tunneling only
needs to be activated when the MS uses a non-3GPP access technology.

1.3.3 3GPP-WiMAX interworking

WiMAX-3GPP Interworking refers to the integration of WiMAXand 3GPP networks. For the
moment, the WiMAX Forum considers the first three interworking scenarios mapping to the first three
3GPP-WLAN interworking scenarios [14]. Scenarios 4, 5 and 6(addressing inter-system mobility) are
currently out of the scope.

• Scenario 1 is the simplest case and does not have any impacts on either 3GPP or WiMAX archi-
tecture. A user will be charged on the same bill for his usage of both 3GPP and WiMAX services
and custom care will be ensured without dependency on the access network he is connected to.

• In Scenario 2, a subscriber may use the WiMAX to access services but AAA operations are
handled by the 3GPP system.
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• Scenario 3 allows operators to extend 3GPP PS-based services to the WiMAX network. In this
scenario, an authenticated 3GPP subscriber can access to 3GPP PS services through a WiMAX
access network interworking with its 3GPP Public Land Mobile Network (PLMN) (non-roaming
case) or with a visited 3GPP PLMN (roaming case). The WiMAX access network is composed
of WiMAX Access Service Network (ASN)s, connected to the 3GPP network through a WiMAX
Connectivity Services Network (CSN) providing IP connectivity. The WiMAX-3GPP interwork-
ing according to scenario 3 is depicted in Figure 1.10.

1.4 Mobility management in heterogeneous networks

1.4.1 Handover terminologies

• Horizontal vs. vertical handover:During the handover process, the Mobile Node (MN)’s point
of attachment changes from one access node to another one. Inhorizontal handover, the MN
moves within a single access technology whereas in verticalhandover, the access technology
changes.

• Make-before-break vs. break-before-make handover:In make-before-break handover, the con-
nection with the new target access node is established before releasing the connection with the
old one. Conversely, in break-before-make handover, the old connection is terminated before the
new one with the new target access node is established.

• Hard vs. soft handover:A hard handover is one in which the connection in the serving cell
is released and only then the connection in the target cell isengaged. A hard handover is also
known as a break-before-make handover. A soft handover is one in which the connection in the
serving cell is retained and used for a while in parallel withthe connection in the target cell. This
handover is called a make-before-break handover.

• Layer-2 vs. Layer-3 mobility:The layer-2 (L2) mobility refers to the case where the MN roams
among different access nodes while the point of attachment to IP network remains the same.
Otherwise, the layer-3 (L3) mobility involves the change ofIP addresses.

• Global vs. local mobility:The global mobility protocol handles mobility across access systems
by associating the global IP address with the new local IP address at a fixed global mobility
anchor. The mobility within one access system is managed by alocal mobility management
protocol.
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1.4.2 Handover procedure

The handover procedure can be split into three phases: 1) neighboring cell discovery and measure-
ment, 2) network selection and handover decision, and 3) handover execution.

1.4.2.1 Cell discovery & Measurement

The role of cell discovery and measurement is to identify theneed for handover. This phase includes
the following steps:

• Neighboring cell discovery:It is a preliminary step to be considered before carrying outthe sig-
nal strength measurement. The MS can learn about its neighbors by scanning different channels
or via the provisioning information from its current Base Station (BS).

• Signal strength measurement:The MS should synchronize in frequency and in time with its
neighboring cells before it measures their radio link quality. The signal strength is averaged over
time so that fluctuations due to radio propagation can be eliminated. Besides the measurement
taken by the MS, the network makes itself the measurements such as the uplink quality, Bit Error
Rate (BER) of the received data, etc.

• Reporting of measurement result:After the measurement, the MS sends measurement results to
the network periodically or based on trigger events.

• Information gathering:Besides the physical link quality related parameters, in heterogeneous
environments, the MS is required to collect other information like the terminal capabilities, ser-
vice experiences status, context information, etc. to assist the vertical handover decision.

1.4.2.2 Network selection and Handover decision

This phase is responsible for determining when and how to perform the handover. We can divide
this phase into different steps:

• Network selection triggering (including handover initiation triggering): Network selection is
triggered taking as input the measurement results.

• Network selection:Network selection is the process of choosing the best accessnetwork among
the multiple available ones. In heterogeneous environments, the MS must evaluate different
criteria of each available network before selecting the best one. The selected access network
must be commonly agreed between the user preferences and thenetwork policy including the
roaming agreement.

• Handover initiation: If the network selection results in change of access node, the handover
initiation must follow right after. If the access technology of the selected access node is different
from the serving access technology, a vertical handover is executed.

• Pre-notification to all recommended target BSs:The network selection gives a list of recom-
mended BSs in the preferred networks order. In this case, thenetwork may query the recom-
mended BSs to check whether they can support the imminent handover from the MS. During
this phase, certain pre-registration information of the MSwill be relayed to the recommended
target BSs for handover preparation purpose. At the end of this phase, the network can decide
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which target access network to select and send its decision to the MS. Another option is that the
network eliminates the undesirable BSs among the recommended ones and then sends back the
list of desirable recommended BSs to the MS. Here, the targetaccess network is selected by the
MS. Such a pre-notification handover only exists if the MS andthe network cooperate together
during the network selection and handover decision phase. Otherwise, the MS or the network
can decide solely the target access node.

1.4.2.3 Handover execution

The handover execution includes the connection establishment, the resources release and the invo-
cation of proper security services.

• (Re-)Authentication:Once the target access network is selected and the handover decision is
launched, the MS must use appropriate user credentials to authenticate with the target network
and get valid encryption keys for communication sessions.

• Execution: Once the best access network is selected, and the re-authentication is successfully
achieved, the communication session will be continued on the new radio interface through a new
routing path. The change of routing path must be notified to the Corresponding Node (CN) or
the content provider.

1.4.3 Mobility management classification

1.4.3.1 Link layer mobility management

The term link layer (L2) refers to everything that is below the IP layer. The L2 mobility management
mechanism allows the MN to roam among different physical points of attachment while the point
of attachment to IP network remains the same. The link layer mobility solutions are more or less
link technology specific, for instance both IEEE 802.11f andGPRS networks can provide link layer
mobility.

In this mobility management scheme, no IP subnetwork configuration is required upon movement.
But some IP signaling may be required for the MN to confirm whether or not there was a change
of the wireless access node. For example, an 802.11 network consists of several APs interconnected
by means of a distribution system. When the Signal-to-NoiseRatio (SNR) drops below a certain
threshold, the MN scans for the best available AP in the L2 network and re-associates with it. An L2
update frame is broadcasted in order to register the MN’s current location with all bridges and switches
in the distribution system. This L2 handover in WLAN was proposed in IEEE 802.11f amendment
(withdrawn in Feb. 2006).

1.4.3.2 Network layer mobility management

1.4.3.2.1 Macro vs. Micro mobility

The mobility management at L3 can be broadly categorized into two types: macro-mobility and
micro-mobility (see Figure 1.11). Such a distinction is based on thedomainconcept according to
whether the movement of the mobile host is intra-domain or inter-domain. The mobility between
different administrative domains is referred to as themacro mobilitysince it will be global and inde-
pendent of underlying mechanisms such as routing protocols, link layer access techniques, and security
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Figure 1.11: Micro vs. macro mobility management

architectures. On the other hand, the termmicro mobility refers to the movement of the mobile host
between different subnetworks belonging to a single domain.

As shown in Figure 1.11, a macro (global) mobility protocol is employed when an MN moves
between two access domains. The mobility between two APs under the same Access Router (AR)
constitutes an L2 mobility. Between these two lies micro (local) mobility. Micro mobility occurs when
an MN moves between two APs connected to two different ARs.

i)Macro mobility

When an MN moves between the different subnetworks or different domains, its IP address will be
changed. In order to maintain the connectivity, the MN should have a mechanism to inform quickly
its CN about its new address or it should have a permanent IP address seen by its CN. MIPv4 [18] is
proposed to solve the problem of node mobility. MIP is a standard that allows a user with a mobile
device, whose IP address is associated with a particular network, to remain connected when moving
to a network with a different IP subnetwork address. It is designed around two components namely,
HA and FA. The HA maintains the database of current locationsof all the mobile terminals under its
control. When the MN moves away from the home network to a foreign network, the HA updates the
current location of the MN with the address of the FA (called CoA). When a packet is addressed to
the MN, it first reaches the HA, then HA encapsulates this packet with the FA address as a destination.
Upon receiving this packet, the FA removes the IP header information inserted by the HA and sends
the packet to the MN. An address translator implemented in the HA and a tunnel between the HA and
the FA are required. Shortly, MIP keeps track of the locationof the MN and delivers packets to its
current location.

MIPv6 [19–21] includes many features for mobility support that are missing in MIPv4. MIPv6
can support the vertical handover in the network layer without the need of FA and address translator.
MIPv6 uses two separate IPv6 addresses: the home address (HoA) as identifier and the CoA as locator.
On its home link, the MN uses its HoA just like a stationary node. When the MN moves to a foreign
link, it configures a CoA with the foreign prefix. It can provide a transparent movement to the transport
and upper layers.

Besides the MIP, new Internet Engineering Task Force (IETF)work on the global mobility manage-
ment protocols has proposed Host Identity Protocol (HIP) [22] and IKEv2 Mobility and Multihoming
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(MOBIKE) [23, 24] solutions. The HIP provides a method of separating the end-point identifier and
locator roles of IP addresses. In HIP, the Host Identifier (HI) is the public key of a public-private key
pair. The HI is represented with a 128-bit long Host IdentityTag (HIT) that is created by taking a
cryptographic hash over the corresponding HI. Since each HIT can be mapped dynamically to multiple
IP addresses, HIP enables mobility and multi-homing. Handover management is carried out by means
of direct peer notifications. Location management is provided by rendezvous servers. In fact, the HIP
solution introduces a HIP layer between IP layer and transport layer. The upper layer sockets are bound
to host identifiers instead of IP addresses. Thus, the HIP is sometimes referred to as a L3.5 mobility
management.

The MOBIKE protocol facilitates Virtual Private Network (VPN) users to change from one address
to another without re-establishing all security associations, or to use multiple interfaces simultaneously.
The MOBIKE protocol is assumed to work on top of Internet Key Exchange version 2 protocol (IKEv2)
[25]. It allows to change an IP address associated with IKEv2and an IPsec tunnel to change without
reusing IKEv2 from scratch.

ii)Micro mobility

To enhance the Mobile IP, the so-called micro mobility protocols have been developed to manage
handovers within a single administrative domain. The micromobility solutions aim to reduce the
signaling overhead and the handover latency of the MIP mechanism. We can distinguish two kinds of
approaches: tunnel-based and routing table-based.

The tunnel-based solutions consist on using the local and hierarchical registration. The tunnel-based
solutions include Hierarchical MIP (HMIP) [26,27], Fast MIP (FMIP) [28] and Intra-Domain Mobility
Management Protocol (IDMP) [29]. The HMIP is designed to minimize the signaling overhead to the
CN and the HA. This is achieved by allowing the MN to locally register with a domain, named local
mobility zone. These zones form the independent subnetworkdomains which are connected to the
Internet via a Mobility Anchor Point (MAP). The MAP acts as a local HA of the MN. When the MN
moves inside the local MAP domain, it only needs to register the new location with the MAP. The
handover is thus hidden at the HA and the CN.

The FMIPv6 [28] is an extension of MIPv6 that allows the MN to configure a new CoA before it
moves to the new network and thus can use it immediately once connecting to the new network. The
FMIPv6 can reduce the latency involved during the MN’s binding update by providing a bi-directional
tunnel between the old and the new AR. When the MN switches to the new link, the previous AR
routes all packets to the new MN’s CoA. Therefore, the MN updates its location and receives packets
in parallel.

The routing-based solutions consist on maintaining host-specific routes in the routers to forward
packets. The host-specific routes will be updated based on the host mobility information. Cellular
IP (CIP) [30] and Handoff Aware Wireless Access Internet Infrastructure (HAWAII) [31] are the two
examples of the routing-based micro-mobility protocols. ACIP system consists of a number of com-
ponents to allow access, paging and mobility management. The concept behind CIP is similar to the
mobility management of voice terminals in GSM. Its goal is toallow the idle MN to have discontinuous
transmissions. As long as MNs can be traced within a paging area, they do not have to register every
move during passivity. A visiting MN must register to the gateway and use its IP address as its care-of
address. All the packets destined to the MN first reach the gateway from which they are routed to their
respective IP address.

1.4.3.2.2 Host-based vs. Network-based mobility
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Most of proposed micro mobility protocols like FMIPv6 [28] and HMIPv6 [27] arehost-based
solutionsas they require host involvement at the IP layer. Recently, the success in the WLAN in-
frastructure market of WLAN switches, which perform mobility management without any host stack
involvement, suggests a new way to manage the micro mobility. A new protocol that is network-based
and that requires no software on the host is therefore desirable. The distinction between host-based and
network-based mobility solutions is illustrated in Figure1.12. The network-based mobility solution is
a topic that has had a lot of attention within the IETF Network-based Localized Mobility Management
(NETLMM) working group [32].
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Figure 1.12: Host-based vs. Network-based mobility

Proxy MIPv6 (PMIPv6) [33] has been designated as the network-based localized mobility manage-
ment protocol. The PMIPv6 protocol introduces a new entity,the Proxy Mobile Agent, which is a kind
of MIPv4 FA sitting on the AR, also known as Mobile Access Gateway (MAG). Between AR and MN,
a secure point-to-point link will be established. The MAG will handle mobility on behalf of the MN,
using functionality similar to MIPv6’s. Because of the use and extension of MIPv6 signaling and HA
functionality, this protocol is referred to as Proxy MIPv6.The MAG is responsible for detecting the
MN’s movements to and from the access link and initiating binding registrations to the MN’s Local
Mobility Anchor (LMA). The MN may operate in an IPv4-only mode, IPv6-only mode or in dual
IPv4/IPv6 mode.

When the MN changes its point of attachment, the MAG on the previous link will detect the MN’s
detachment from the link and will notify the LMA. The MAG willremove the binding and routing state
for that MN. The MAG on the new access link upon detecting the MN on its access link will notify
the LMA for updating the binding state. Once that signaling is complete, the MN continues to receive
the Router Advertisements containing its home network prefix. Accordingly, the MN believes that it is
still on the same link and it will use the same address configuration on the new access link.

1.4.3.3 Upper layer mobility management

Mobility management has also been considered at layers above IP (upper layers). For instance, the
Transmission Control Protocol (TCP)-Migrate [34] adds mobility support to TCP sessions. Specifi-
cally, it implements extensions to the TCP protocol, so thatTCP sessions can continue without inter-
rupt when an endpoint changes its point of attachment. Similarly, mobile Stream Control Transmission
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Protocol (SCTP) [35] builds upon the features of the SCTP transport protocol to offer transport layer
mobility. Seamless mobility is inherent in the SCTP and is achieved through the multi-homing support
feature of the SCTP and some of its extensions (e.g., DynamicAddress Reconfiguration) [36].

The mobility management at the application layer has also been studied. The most well-known
solution is the Session Initiation Protocol (SIP)-based mobility management [37]. In this approach, the
infrastructure of SIP is reused for mobility purposes. To make handover, the MN sends a re-INVITE
message with its new address to its CN using the same call identifier as in the original setup [38]. The
handover delay in a SIP-based mobility includes the L2 delay, the IP address configuration delay and
the time required by the re-INVITE message to reach the CN. The common factor in these approaches
is that they apply to specific protocols and applications anddo not cover the full spectrum of Internet
applications.

1.4.3.4 Cross-layer mobility management

The handover latency of MIP is due to the movement detection and registration. The proposed
micro-mobility can only solve the latter one. By using the link layer information such as signal strength,
the latency for handover detection can be reduced. The information from the link layer can also be used
to notify the network to prepare the handover in the target network and to initiate the L3 handover pro-
cedure. Some algorithms use signal strength measurements directly to reduce handover latency [39],
while others track the MNs via the received signal strength and use this tracking information to support
low-latency MIP handover [40]. A seamless handover architecture for MIP, S-MIP [40] provides a way
to combine a location tracking scheme and the hierarchical MIP handover to enhance the management
process. The use of L2 hints for L3 handover has been widely explored in the literature. It refers to a
L2/L3 cross-layer mobility management approach.

In the cross-layer perspective, the combination of MIP (network-layer protocol) and SIP (application-
layer protocol) was investigated in [41, 42]. In this scheme, handover occurs at the network layer
enabling connection oriented traffic to reach the destination using MIP. In parallel, the SIP peer is noti-
fied about the handover by using re-INVITE with the new CoA address indicated in the Contact field.
Real-time traffic can be sent directly between peers avoiding suboptimal paths.

One can recognize that a single layer-specific mobility management protocol can hardly provide
the advanced mobility support in heterogeneous networks. The intrinsic reason is that mobility brings
about significant impacts on each layer, which in turn has itsconvenience to deal with different level
mobility impacts. A multi-layer architecture that can makefull use of each layer’s contributions while
still keeping the basic structure of the protocol stack is highly demanded [43].

1.5 Summary

Convergence stands as an unavoidable evolution of telecommunication networks. There is no doubt
about this event because the ubiquity of broadband and IP is radically changing the business model of
operators. A quadruple play service combining the triple play service of broadband Internet access,
television and telephone with wireless mobile services is an example of convergence facility. A clear
trend is emerging in the form of fixed and mobile telephony convergence, access technology conver-
gence, service convergence, multi-standard device convergence, etc. Interworking of heterogeneous
networks is inevitable for the sake of user service continuity taking advantages of each network. To
this end, the mobility management is one important aspect that needs to be thoroughly studied. To
provide seamless mobility over heterogeneous networks, itis very important to provide low latency
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handover. The cross-layer mobility management approach and the hierarchical mobility management
seem to be a good way to manage the mobility.

In this chapter, we have addressed a global view of the mobilenetwork evolution from the first
generation towards the next future generation which is likely to be characterized by the interworking
of heterogeneous access networks. The mobility management, one of the key glues for the success of
such a convergence, was introduced. In the following chapters, we will focus on our solution aiming
at optimizing different aspects of the inter-system mobility management.

∼∼4♥4∼∼





Part I

User-Controlled Approach

Mobile systems increasingly become an inseparable part of our daily lives in various branches of
living (e.g., work, education, entertainment, health care, commerce...). And people are looking for a life
that is more enriched and cultural, more flexible and diversified, more comfortable and safe, and more
personal and convenient. Clearly, people expect that the next generation of mobile communication
systems will provide something more than just "faster speed". Facing up to the ubiquitous access
service, users will plan to take advantage of the providers’competition. Users will need easy-to-use
multi-modal natural human interfaces like voice and gestures but also need to control and customize
their perceived services. As mobile terminals are evolvingtowards being more intelligent and more
powerful, they can aid users to handle the control without any expertise. It is time for network operators
to delegate a part of the mobility management control to the mobile users (i.e., mobile terminal). In
this part of the thesis, we explore how the mobility management can be achieved and improved under
the user-centric terminal-controlled approach.
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Chapter 2

Utility-based Access Network Selection

Customer experience is the defining success factor in business for the next twenty years. Learning
from customers, creating the experience they want, measuring the success of what you do, continually

fine-tuning the service and returning to customers to learn more. If you create a great customer
experience, you’ll almost certainly win.

Mark Hurst, Founder of customer experience consultancy Creative Good

ABC is a fundamental challenge for fourth generation heterogeneous wireless networks. The ABC
concept refers to being not only always connected but also connected through the best available device
and access technology at all times. The key to being "Always Best Connected" is the access network
selection mechanism. Access network selection becomes an important step in the terminal-controlled
handover management over heterogeneous wireless environments.

In this chapter, we analyze utility theory with a view to defining an appropriate decision metric for
access network selection. Existing utility models are reviewed and their limitations are highlighted.
We propose new single-criterion and multi-criteria utility forms to best capture user satisfaction and
sensitivity in varying access network characteristics. Weconduct simulations and analyses of the
proposed model to show that it effectively allows end-usersto select the best access network and helps
operators to optimize the use of their resource.

2.1 Introduction

Advances in wireless communication technologies are driving the evolution towards ubiquitous and
seamless service delivery across multiple wireless accesssystems. As described in Chapter 1, the
integration of multiple access technologies deployed by different operators is fundamental for future
4G mobile heterogeneous networks. Future users will need this diversity and this interworking between
access systems in order to maximize their profitability or improve the perceived QoS. New intelligent
selection mechanisms are therefore needed to handle the complexity of the seamless handover and to
select the best available access network that satisfies QoS requirements at the lowest cost and energy
use.

In this vision, network selection becomes a key element of the handover procedure. Network se-
lection includes the handover decision and drives the handover execution. In traditional homogeneous
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networks, network selection is based only on factors of signal quality from serving and neighboring ac-
cess nodes, like Received Signal Strength (RSS) or Signal toInference plus Noise Ratio (SINR). But in
heterogeneous networks with universal access facilities,the selection process becomes more complex
because different access technologies usually provide different characteristics (QoS support, billing
schemes, reliability degree...). Network selection becomes a multi-criteria decision-making problem
that involves a number of parameters and complex trade-offsbetween conflicting criteria. A variety of
access network characteristics have been considered and identified as potential network selection crite-
ria in the literature [44–51]. Characteristics include link quality, availability, throughput, network load,
file transfer delay, reliability, power consumption, bandwidth, cost of service, handover frequency, and
terminal’s velocity. Selection schemes consider subsets of these criteria in their decision-making strat-
egy. In this chapter, we do not discuss a suitable subset of network selection criteria; rather, we focus
on how criteria are used to make the right decision.

The complexity of access network selection is recognized asan NP-hard optimization problem [52].
There is no optimal solution since each user has his own preferences. Satisfying all criteria can prove
difficult as some criteria may conflict. One user may prefer the cheapest access network while another
may prefer the access network providing the highest performance. In fact, user preferences become a
means to overcome the complexity of the making-decision process. They establish a rating relationship
among a set of criteria and a degree of significance for each criterion. More precisely, each preference
has a relative weight that users assign to each criterion depending on their requirements. Once the
criteria are identified and the preferences are fixed, we needa method to compare candidate networks
in order to identify the most suitable one. Usually, the decision will be based on perceived utility. This
utility is also used to deduce the network operator’s payoffin the radio resource allocation game. Utility
is a key metric in network selection and resource allocation. Our goals are to adapt existing utility
models to wireless system characteristics and user experiences, and to make it possible to analyze and
quantify the QoS, and consequently the user satisfaction, offered by an access network node.

The remainder of this chapter is as follows. In Section 2.2, we summarize existing research on
utility-based network selection metrics. Utility theory in wireless networks and the user acceptance
probability concept are introduced and discussed in Section 2.3. Based on utility theory and user
experiences, existing utility models and their limitations are thoroughly analyzed in Section 2.4 and
Section 2.5. In these two sections, we also propose new single-criterion and multi-criteria utility forms
to overcome the existing shortcomings. We demonstrate thatour proposed models assist both users to
select the best access network and operators to manage theirresource allocation.

2.2 Related work and Motivation

Multi-criteria selection is a classic problem in economicsand in many other fields. In network
selection, one popular solution is a scoring method that quantifies the score (suitability level, value,
worth) of a particular network [53] [54]. In general, the score of access networki is computed as
Ui = ∑ j w j f j(xi j ) wherexi j is the value of criterionj in access networki, w j is the preference weight
of criterion j (∑ j w j = 1), and f j(.) is a normalized function. The normalized function is introduced
to express different characteristics of different units with a comparable numerical representation. Nor-
malized functions take various forms: a logarithm form was used in [44], an exponential form was
proposed in [45] and a linear piecewise form was studied in [48,51,55].

In recent years, a utility-based microeconomics model has been applied to power control in wireless
cellular systems [56], to radio resources management in wired and wireless networks [57–60], and to
network selection strategy [47–50]. In this model, utilityrefers to the level of usability that a user de-
rives from a given product, therefore reflecting customer decision experiences [61]. In access network
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selection and radio resource management, it measures the users’ satisfaction level corresponding to a
set of characteristics of an access network, including the allocated resource parameters. Normalized
function f j(.) is called a single-criterion utility function and total scoreUi is a multi-criteria (aggregate)
utility. In fact, the score (cost) of a particular access network is itself simply a utility. In addition to
the logarithm, exponential and piecewise-linear utility forms mentioned previously, a sigmoid function
has also been used to model single-criterion utility [49,56–60].

Besides a weighted sum of all criterion utilities, anacceptance probabilitywas also used as a deci-
sion metric. Acceptance has been defined as an outcome variable in the psychological process that users
go through in making decisions. The concept of acceptance probability in radio resource management
and access network selection was introduced in [62] and reused in [49, 58, 60, 63–67]. Acceptance
probability means that a user may choose whether to accept (or select) an access network based on
its intrinsic characteristics and on the amount of resources allocated to him. Generally, taking into
account the user acceptance probability, a network operator plans his resource allocation in order to
maximize revenue. As a microeconomics concept, acceptanceprobability is based on user utility and
the price that the user is willing to pay for the connectivityservice. Hence, the acceptance probability
is approximately equivalent to an aggregate utility metric.

The Analytic Hierarchy Process (AHP) [68] is a technique developed by Saaty for multi-criteria
decision analysis that has been recently applied to networkselection [69] [70]. The AHP involves
an importance-ratio assessment procedure and uses a hierarchy to establish preferences and order. It
is also sometimes classified as a multi-criteria utility approach [71]. But AHP differs in the way in
which it determines the weight assigned to a criterion and the score assigned to an alternative for each
criterion. The AHP continues to be the subject of much debate, especially as it relates to utility theory.
The choice between utility theory or the AHP is a matter for each user to decide [72]. In this chapter,
we explore only the use of utility theory.

As described previously, many different single-criterionand aggregate utility functions exist. An
obvious question is whether they are all suitable for modeling user behavior in the uncertain wireless
radio environment. We will demonstrate that our proposed utility model not only allows users to select
the best access network but also helps operators to optimizetheir resources allocation and enhance
their revenues.

2.3 Utility theory

2.3.1 Utility theory for wireless network environments

Basic utility theory was developed by Von Neumann and Morgenstern [73]. Subsequently, the theory
has been further explained and considerably developed. In microeconomics, utility means the ability of
a product or a service to satisfy a human need. An associated term is utility function: the utility derived
by a consumer from a product or a service. Different consumers with different user preferences (tastes)
will have different utility values for the same product. This means that individual preferences should
be taken into account when evaluating the utility. The concept of utility applies to both single-criterion
(attribute, characteristic) and multi-criteria consequences. A utility function is defined mathematically
as a functionU(w,x) from a set of observed product criteriax (by the user) and user preferencesw. As
the user preferences associated to a set of criteria do not change when alternatives are considered, we
can simply denoteU(x) as the utility function associated with criteria vectorx for the product being
considered. The mathematical properties of the function are described below.

Utility is an ordinal concept. It quantifies preferences among alternatives in the process of making
a decision. The preference relationship can be representedby a continuous utility function. The the-
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ory’s fundamental assumption is that decision-makers are rational, that is, they will always choose the
alternative with the highest utility value. However, just knowing that a user prefers itemp to item q
gives no indication of the extent of that preference. IfU(xp) = 3U(xq), p is preferred toq but p is not
necessarily three times better thanq.

When evaluating the utility of an access network, we distinguish betweenupwardanddownward
criteria. A criterion is classified asupward if its utility is an increasing function of its value. Up-
ward criteria include parameters such as allocated bandwidth, throughput, reliability degree, and RSS.
Conversely, the utility of a downward criterion decreases in function of its value. Downward criteria
include parameters such as network usage cost, energy consumption, bit error rate, transfer delay and
handover frequency. Price is traditionally considered as aseparate criterion that is completely different
from others. However, price is not only the network usage cost but also, for example, the power dissi-
pation at the terminal side. Accordingly, we prefer not to distinguish between price and other criteria.
One access network is clearly preferred to another if it has higher values of upward criteria, lower
values of downward criteria or both. In the following, we investigate the utility for upward criteria and
then extend the results to downward criteria.

Let us consider a utility functionu(xi) of an upward quality-related parameterxi , 0≤ xi < ∞. In gen-
eral, we can considerxi as an amount of resources that an access network can allocateto a user. Every
parameter has an upper and a lower limit due to technologicalconstraints and the user’s requirements
(i.e.,xα ≤ xi ≤ xβ). Utility therefore has an upper value. Consequently, we can normalize the utility by
scaling to the interval [0,1], i.e.,u(xi) ∈ [0,1]. First, the utility function should be twice differentiable
on interval[xα,xβ]. This reflects the fact that the utility level should not change drastically given a very
small change in the value of a criterion (product’s characteristic) and the marginal utility should be
regular. Second, the utility function is a non-decreasing function ofxi . That is, the more resources allo-
cated to the user, the higher the utility [60]. However, the improvement of the utility disappears when
the allocated resources reach a certain threshold and the upper level of user satisfaction is obtained. In
fact, it obeys the law of diminishing marginal utility, i.e., limxi→xβ u′(xi) = 0. The effect of diminishing
marginal utility implies the concavity ofu(xi) for xi greater than a given value.

These requirements can be summarized in the following condition statements:

u′(xi)≥ 0 (2.1)

∃xc : u′′(xi) < 0, ∀xi ≥ xc (2.2)

Similarly, when quality-related parameterxi goes below a certain threshold and the utility comes
close to zero, user behavior is indifferent to the decrease of xi . In other words, the decrease in utility
is negligible according to the decrease of the allocated resource if the latter is still less than a certain
thresholdxv. This implies the convexity ofu(xi) for xi less than a given value:

∃xv : u′′(xi) > 0, ∀xi ≤ xv (2.3)

Though the condition (2.3) is reasonable in wireless networks, it has not been considered in any of
the existing utility-based network management solutions.The twice differentiability, and conditions
(2.1), (2.2) and (2.3) stipulate the form of the utility function for an upward criterion. Conversely, the
utility function of a downward criterionx j , denoted asv(x j), should have the following properties:(i)
twice differentiability,(ii) decreasing in function ofx j , (iii) concavity forx j lower than a given value,
and(iv) convexity forx j greater than another given value. We can easily deduce the form of v(x j) as
v(x j) = 1−u(x j).

In addition to the functional properties of a utility function, it is noteworthy that a utility function is
unique up to a monotonic transformation [53] [73]. This means that applying a monotonic transforma-



2.3. Utility theory 37

tion to a utility function simply creates another utility function representing the same preference rela-
tionship. More generally, ifg(.) is an increasing function andu(.) is a utility function,g◦u = g(u(.))
is a utility function with the same preference relation asu(.).

2.3.2 The concept of acceptance probability

Acceptance probability is a concept used in decision theoryto measure the probability that a user
accepts a given product or service. In radio resource management and access network selection, accep-
tance probability is an important indicator by which network operators measure or estimate the user
behaviors in accordance with the operators’ resource allocation strategies. Ifx is the characteristic
vector of the access network under consideration anda(x) is a random variable (whose value is 1 if the
user selects this access network and 0 otherwise), then a(x) is a Bernoulli random variable with success
probabilityA(x). In fact,A(x) is the user acceptance probability [64].

Acceptance probability has been defined as a tradeoff between the perceived QoS and the price to
be paid [49, 58, 60, 62–67]. It is an increasing function of the utility and a decreasing function of
the price. As we do not distinguish between price and other criteria, simply between downward and
upward criteria, we can generalize acceptance probabilityas an increasing function of upward criteria
and a decreasing function of downward criteria. That is,

∂A(x)

∂xi
≥ 0

∂A(x)

∂x j
≤ 0 (2.4)

wherexi is an upward criterion andx j is a downward criterion. If all the criteria satisfy the user(i.e.,
the utility of every criterion is equal to 1), he has no reasonto refuse the service. We therefore have the
following conditions:

∀xi ∈ x : ui(xi) = 1⇒ A(x) = 1 (2.5)

Acceptance probability and aggregate utility are very similar concepts. Instead of selecting the
access network with highest utility, the user can select thenetwork with the highest acceptance prob-
ability. In fact, user acceptance probability is an indicator for operators and is logically evaluated by
operators while aggregate utility is evaluated by users. Acceptance probability and aggregate utility
are therefore similar only if both operators and users have access to the same information (that is,
network selection criteriax and user preferencesw). Usually, a network operator does not precisely
know the user preferencesw or user-oriented network selection criteria (such as remaining battery in
the terminal). To deal with these unobservable parameters,network operators can estimate their prob-
ability and use the expected values. The estimation of unobservable parameters is a classic problem in
economics [74]. Hereafter, the acceptance probability is denoted asA(x,w) to take into account user
preferencesw and access network characteristicsx.

In radio resource management, the network operator’s decision metric (i.e., payoff) is mostly the
revenue. The revenue, calculated over N users requesting a connection to the network, is:R′ =
∑N

k=1 pkak(xk,wk) wherepk is the price that userk has to pay for the operator’s connectivity service.
Its expectation, also called potential revenue, is:

R= E(R′) =
N

∑
k=1

pkAk(xk,wk) (2.6)

This is widely used to represent the operator’s payoff in radio resource management. The user’s
payoff is, in fact, the aggregate utility.
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2.4 Single-criterion utility function

Several works in the literature have addressed different forms of utility function, mainly step func-
tion, piecewise, logarithmic, exponential, and sigmoidal. Utility function has also been proposed to
reflect the running application’s degree of elasticity [75–77] or user tolerance (or irritation) in the face
of service degradation [78]. Yet there is no consensus abouta suitable form of utility function to model
user satisfaction. Before proposing a new form of utility function, therefore, we present an overview
of those that already exist.

2.4.1 Survey of single-criterion utility

2.4.1.1 Application’s elasticity-based utility forms

Besides the access network characteristics criteria, the decision on network selection also depends
on the applications that the user is running. The current applications represent the user’s required
QoS and preferences. There have been several initiatives tomodel the utility in accordance with the
application’s elasticity [75–77]. Elasticity was considered in the design of the utility function in [75]
for admission control in the Internet and was used for load-balancing in beyond 3G networks in [77].
An application can be mapped to one of the following elasticity degrees based on its sensitivity to QoS
parameters: inelastic, perfectly elastic and partially elastic. Different degrees of elasticity are identified
by different utility functions.

xx

u(x)u(x)

xx

u(x)u(x) u(x)u(x)

xxx(a) Inelastic (b) Perfectly elastic (c) Partially elastic

Figure 2.1: Utility function vs. application’s elasticity

Real-time voice and video applications with constant bit rate are inelastic in their demand for band-
width. Their utility is modeled as a step function with only two values, satisfied or unsatisfied, depend-
ing on whether the allocated bandwidth is above or below a given threshold (see Figure 2.1(a)). This
kind of utility function is initially associated with the amount of bandwidth that the network promises
to reserve for an application session in a wired network environment [75] [76]. We agree that inelastic
applications are very sensitive to the variation of the resource allocation; utility modeling should take
this sensitivity into account. However, the use of the step utility function as in [77], and particularly
in network selection, is not appropriate. The QoS-related criteria of an access network are subject to
variation due to the fluctuating nature of wireless networks. We cannot say that the user is happy if the
allocated resource isB and not happy at all if it becomes(B− ε). Furthermore, the QoS requirements
for real-time voice and video applications are usually characterized by a minimum or maximum guar-
anteed amount [79] not by a fixed threshold. The step functiontherefore does not provide the regularity
required of a utility function.

On the other hand, traditional data applications such as webbrowsing or email areperfectly elastic
[75] [76] since they are assumed to tolerate variations in delay and to be able to use even the minimal
amount of bandwidth. The utility for upward criteria in thiscase is modeled as an always concave
function (see Figure 2.1(b)). We agree that non-real time applications are less sensitive to variations of
network quality. Nevertheless, an always-concave function is not suitable for modeling user behavior.
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First, the utility for a criterion like RSS cannot always be concave, especially for small values. A
minimum level of RSS is required to establish and maintain the connectivity. Second, different users
will assign different values to a given application and its QoS. A common, but we believe erroneous,
assumption is that non real-time data applications have lower priority than real-time applications and
that they are tolerant to delay. In fact, some users may assign a higher priority to their email traffic than
to their video sessions. Some users may become very annoyed after waiting seconds for a web page to
be refreshed or a whole day for a video clip to be downloaded. It is more accurate to model the utility
based on user irritation, such as what amount of performancedegradation (delay, for example) the user
is willing to tolerate without complaint, rather than considering the application outages themselves.
The unsuitability of the always-concave function parallels the argument in the convexity condition
(2.3).

Lastly, the S-shaped utility function (see Figure 2.1(c)) was used for partially elastic applications
like real-time applications with adaptive coding and a minimum of required bandwidth in [75] or non
real-time data applications in [77]. This type of function satisfies all the conditions of a utility function
identified in Section 2.3.1. We believe that it can be adaptedto model the utility according to different
degrees of user irritation or sensitivity for all network selection criteria, not just QoS-related criteria. As
the application priority depends on the user choice, it is better to model it by user preferences. In other
words, as discussed in [80], user preferences should be application-based and terminal capabilities-
aware.

2.4.1.2 Evaluation of existing utility function forms

Utility form Reference Generalized mathematical formula Increasing & Concavity Convexity

Differentiability

Linear [48] [55] u(x) =











0 x < xmin
x−xmin

xmax−xmin
xmin≤ x≤ xmax

1 otherwise

Yes No No

Logarithm [44] u(x) = ln(x) or u(x) = ln(1+ax) (a > 0) Yes Yes No

Exponential [45] u1(x) = e(x−M) (0≤ x≤M) Yes No Yes

Exponential [47] [81] u2(x) = 1−e−ax (a> 0) Yes Yes No

Sigmoid [56] [78] u1(x) = 1
1+eζ(xm−x) (ζ,xm > 0) Yes Yes Yes

Sigmoid [49, 50, 60, 65, 77] u2(x) = (x/xm)ζ

1+(x/xm)ζ (xm > 0,ζ ≥ 2) Yes Yes Yes

Table 2.1: Utility theory-based comparative study of existing utility functions

We now investigate existing forms of utility function in theliterature by examining the required
properties: twice differentiability, increasing function, concavity and convexity. As stated earlier, if
u(x) is suitable for an upward criterion utility,(1− u(x)) is suitable for a downward criterion utility.
We therefore examine only the utility forms of an upward criterion. The results are shown in Table 2.1.
Figure 2.2 illustrates these different utility forms. We see that only the sigmoidal (S-shaped) functions
can satisfy all necessary conditions of a utility function in our context of network selection. These
functions are:

u1(x) =
1

1+eζ(xm−x)
(ζ,xm > 0) (2.7)

u2(x) =
(x/xm)ζ

1+(x/xm)ζ (xm > 0,ζ≥ 2) (2.8)
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Figure 2.2: Illustration of different utility function forms

2.4.2 New single-criterion utility function

The sigmoidal form is suitable for modeling utility for eachnetwork selection criterion. However,
tuning the parameters (e.g.,ζ andxm) to suit the technological and user constraints (i.e., lower limit xα
and upper limitxβ for each criterion), as well as user sensitivity, is challenging. Observing the sigmoid
functionsu1(x) andu2(x) given in (2.7) and (2.8), we see thatu1(xm) = u2(xm) = 0.5. The valuexm

corresponds to the threshold between the satisfied and unsatisfied areas of a specific parameter. The
values ofxm andζ determine thecenterand thesteepnessof the utility curve respectively. The parame-
terζ makes it possible to model the user sensitivity to variationin access network characteristics. Note
that xm is user-specific and not necessarily the median of the interval [xα,xβ]. In addition to the four
requirements identified in Section 2.3.1, we should redesign the sigmoidal utility function to satisfy
the following conditions:

u(x) = 0 ∀x≤ xα (2.9)

u(x) = 1 ∀x≥ xβ (2.10)

u(xm) = 0.5 for a givenxm (2.11)

Furthermore, the utility function should retain a steepness parameter so as to model user sensitivity.

Proposition 2.4.2.1.Given a variation range of an upward criterion x, xα ≤ x≤ xβ < ∞, and a middle
point of the utility xm, the suitable utility function for criterion x is:

u(x) =



































0 x < xα
( x−xα

xm−xα )ζ

1+( x−xα
xm−xα )ζ xα ≤ x≤ xm

1−
(

xβ−x

xβ−xm
)γ

1+(
xβ−x

xβ−xm
)γ

xm < x≤ xβ

1 x > xβ

(2.12)
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where

γ =
ζ(xβ−xm)

xm−xα
(2.13)

and ζ≥max{2(xm−xα)

xβ−xm
,2} (2.14)

ζ andγ are the tuned steepness parameters.

Proof. First, the proposed utility function clearly satisfies the conditions (2.9), (2.10) and (2.11). We
see that the second and the third cases of (2.12) are similar to sigmoidal functionu2(x). In order to
show that (2.12) follows (2.1), (2.2), (2.3) and twice differentiability conditions, we only need to show
that ζ ≥ 2, γ ≥ 2 and the first derivative ofu(x) is continuous atxm. From (2.14), we haveζ ≥ 2 and
ζ≥ 2(xm−xα)

xβ−xm
. Substituting the latter to (2.13), we haveγ≥ 2. As (2.12) are differentiable, we have:

lim
x→x+

m

u′(x) =
ζ

4(xm−xα)
(2.15)

lim
x→x−m

u′(x) =
γ

4(xβ−xm)
(2.16)

By replacing (2.13) to (2.16), we have limx→x+
m

u′(x) = limx→x−m u′(x). Hence,u(x) is continuously
differentiable and thus twice differentiable.u(x) satisfies thus all requirements of a utility function.

If a given criterion does not have an upper limit value (i.e.,xβ = ∞), its utility will follow:

u(x) =







( x−xα
xm−xα )ζ

1+( x−xα
xm−xα )ζ x≥ xα

0 otherwise
(2.17)

The form of the utility function for a downward criterion again is (1− u(x)) whereu(x) follows
(2.12) or (2.17) depending on whether the upper limit valuexβ of the downward criterion exists or not.
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Our proposed utility form offers a practical way to model user utility behavior with respect to the given
user- and technology-related parametersxm,xα, andxβ. The steepness parameterζ can therefore be
tuned to capture user sensitivity. Some examples of our proposed utility forms are illustrated in Figure
2.3 (for upward criterion) and Figure 2.4 (for downward criterion) according to different values ofxm

andζ. Generally, to model a high user sensitivity to the variation of a criterion, the value ofζ is set to
a high value and vice versa.

2.5 Multi-criteria utility function

2.5.1 Survey of multi-criteria utility

2.5.1.1 Additive aggregate utility

As previously mentioned, access network selection in heterogeneous networks is based on multiple
criteria. A common approach to computing the aggregate multi-criteria utility of an access network is
described as follows:

U(x) =
n

∑
i=1

wiui(xi) where
n

∑
i=1

wi = 1 (2.18)

wherex is the vector ofn considered criteria andwi are the user preferences. This approach is referred
to as an additive utility. The utility-based network selection schemes, addressed in [44–46, 54] and
references therein, have used this additive utility approach.

Utility wi Network A Network B
u(cost) 1/3 0.5 0.8
u(QoS) 1/3 0.5 0.8
u(load) 1/3 0.5 0

Total Utility 0.5 0.53

Table 2.2: Case study: additive multi-criteria utility

Very similar to a classic scoring method, additive utility offers an easy and accessible way to ag-
gregate different elementary utilities. It also allows users to introduce their preferences for different
criteria. Although it is widely used and has some advantages, the additive utility also has serious
limitations. A fundamental issue is whether the multi-criteria utility function can be separated into
independent parts whereui , the utility of criterioni, does not depend on the value of the other criteria.
In this case, the elementary utilitiesui(xi) can be simply added to produce the aggregate utility. Un-
fortunately, the criteria are not always independent. An example is where an access network provides
good utility for all selection criteria but one. The simple numerical study in Table 2.2 illustrates such
a case. Access network B provides good utility for all selection criteria except network load (i.e., the
access network is overloaded and its utility is zero). Underthose circumstances, connecting to this
network is not useful. However, the additive multi-criteria utility selects it. This limitation is due to:

lim
ui (xi)→0

U(x) 6= 0 ∀i = 1..n (2.19)

2.5.1.2 Acceptance probability

As mentioned, acceptance probability has been widely used in radio resource management to mea-
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sure the probability that a user is satisfied with the perceived utility u given the pricep. Acceptance
probability is modeled by:

A(u, p) = 1−exp(−Cuµp−ε) (2.20)

whereµ> 0 andε > 0 control the user sensitivity to utility and price, andC is a positive constant rep-
resenting the satisfaction reference value. The function is associated with the Cobb-Douglas demand
curves [62]. This model was used like an aggregate utility-based network selection in [49]. As de-
scribed in Section 2.3.2, acceptance probability is similar to aggregate utility if they are both computed
with the same available information. Next, we will examine whether this Cobb-Douglas acceptance
probability adequately models aggregate utility and user acceptance probability.

Acceptance probability can overcome the limitations of theadditive utility (2.19). However, it has
three limitations when measuring the user’s satisfaction.The first visible limitation is the zero price
effect, or limp→0 A(u, p) = 1 ∀u > 0. An access network whose price is zero (e.g., free public WiFi)
will always be selected even if it offers extremely poor connectivity. This is economically valid in
general; but it should not be a factor in access network selection. The limitation is explained by the
fact that acceptance probability does not take into accountthe future (next instant) service degradation
penalty. A possible solution is to scale the price to interval [0, 1] via a downward utility functionup(p),
i.e.,

A(u, p) = 1−exp(−Cuµup(p)ε) (2.21)

The second limitation is that utilityu is computed for only one criterion (e.g., the allocated band-
width). In multi-criteria network selection, the utility should include all characteristics except for price
p. The solution is to define an overall utility as either the product over a set of elementary utilities or the
weighted average over a set of elementary utilities [65]. The third limitation is that, even if the overall
utility proposed in [65] is used and the zero price effect is removed, acceptance probability provides
no means of introducing the user preference weightswi as an additive multi-criteria utility approach
would do.

In the use of (2.20) as a user acceptance probability, the three limitations still remain. This causes
an error in the estimation of the user behavior and provides no way to consider the diversity of user
preferences. Furthermore, from (2.20), we see thatA(u, p) = 1 only if u→ ∞ or p = 0. The first
condition (u→ ∞) never happens since utility is always assumed to be upper limited and normalized
in [0,1]. Conditionu∈ [0,1] was also used in all the papers [49, 58, 60, 62–67] that have adopted this
acceptance probability. The second condition (p = 0) corresponds to the zero price effect mentioned
above. If we use (2.21) to avoid the zero price effect, the acceptance probability is never equal to 1.
The Cobb-Douglas acceptance probability is therefore not appropriate for modeling aggregate utility
or acceptance probability.

2.5.2 New multi-criteria utility function

A multi-criteria utility should reflect the interdependence among the considered criteria. A basic
question is whether a criterion can be completely compensated by another criterion or by a set of other
criteria. In other words, the nullity of a specific elementary utility does not lead to an elimination of this
access network in the selection process. Generally, when the user sets a non-zero preference weight
for a criterion, it means that he considers this criterion inhis evaluation. If its utility is zero (i.e., its
value is belowxα for an upward criterion or abovexβ for a downward criterion), the corresponding
access network does not satisfy the technical or user constraints. Logically, this access network should
not be selected: the non-zero preference criteria are not independent of each other. Because of these
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limitations, we need to design a new multi-criteria utilityform that satisfies the following requirements:

∂U(x)

∂ui
≥ 0 (2.22)

sign(
∂U(x)

∂xi
) = sign(u′i(xi)) (2.23)

lim
ui→0

U(x) = 0 ∀i = 1..n (2.24)

lim
u1,..,un→1

U(x) = 1 (2.25)

The aggregate utility should increase when the elementary utility increases (2.22). It should be an
increasing function of upward criteria and a decreasing function of downward criteria (2.23). The con-
dition (2.24) resolves the limitation (2.19) and the condition (2.25) reflects the fact that if all elementary
utilities are equal to 1 (i.e., all criteria satisfy the user’s expectation), the aggregate utility should be
equal to 1. Finally, the user preference weights for different criteria are required to be considered in
the aggregate utility form.

Proposition 2.5.2.1.Given a network selection criteria vectorx and the associated preference vector
w, a suitable multi-criteria utility function is formulatedas:

U(x) =
n

∏
i=1

[ui(xi)]
wi (2.26)

where n is the size of vectorx, wi is the preference weight for criterion i(∑n
i=1wi = 1), and ui(xi) is the

single-criterion utility of criterion i that follows the utility form proposed in Proposition 2.4.2.1.

Proof. It is easy to verify that the proposed multi-criteria utility satisfies the requirements (2.24) and
(2.25). Next, (2.22) is verified asU(x) is an increasing function of eachu j . In fact,

∂U(x)

∂u j
= w j [u j(x j)]

(wj−1)
n

∏
i 6= j

[ui(xi)]
wi ≥ 0

Also, the partial derivative ofU(x) at anx j is given as

∂U(x)

∂x j
=

(

w j [u j(x j)]
(wj−1)

n

∏
i 6= j

[ui(xi)]
wi

)

u′j(x j) (2.27)

=
∂U(x)

∂u j
u′j(x j) (2.28)

This proves thatU(x) is increasing for upward criteria and decreasing for downward criteria. So
(2.23) is verified.

The last thing to show is thatwi represent the user preferences. As a monotonic transformation of
a utility produces another utility with the same preferenceranking, we can apply a logarithm transfor-
mation toU(x):

V(x) = ln(U(x)) =
n

∑
i=1

wi ln(ui(xi)) (2.29)

If vi(xi) = ln(ui(xi)), we see thatvi(xi) is an elementary utility function of criterioni (by the mono-
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tonic transformation property). We have

V(x) =
n

∑
i=1

wivi(xi)∼U(x)

Under this additive presentation, we see clearly thatwi are the user preferences. So (2.26) is a suitable
multi-criteria utility form.

The proposed multi-criteria utility satisfies all requirements of a utility function and avoids the
limitations of existing models. Along with the limitationsof the acceptance probability identified in
Section 2.5.1.2, a suitable acceptance probability model should follow (2.4), (2.5) and (2.30).

∃xi ∈ x : ui(xi) = 0⇒ A(x,w) = 0 (2.30)

It can be seen that the proposed multiplicative utility formin Proposition 2.5.2.1 can be used to
properly model the user acceptance probability. Hence, we have:

A(x,w) =
n

∏
i=1

[ui(xi)]
wi (2.31)

As demonstrated in the proof of Proposition 2.5.2.1, this multiplicative aggregate form fully satisfies
the conditions (2.4), (2.5) and (2.30).

2.6 Performance evaluation

2.6.1 Validation of the proposed utility function

Criterion Preference xm xα xβ ζ
Bandwidth (b) w1 = 0.5 40 5 90 2

Price (p) w2 = 0.5 30 0 80 3

Table 2.3: Parameters for utility computation

In this section, we validate the proposed single-criterionand multi-criteria utility forms through
a network selection scenario. We assume that the selection decision is based on only two criteria,
allocated bandwidthb and pricep. The single-criterion utility is established based on the parameters
given in Table 2.3. Recall thatxα andxβ are the lower and upper limits of each corresponding criterion,
andxm is the center of utility curve. The given values of price and bandwidth are relative ones so no
units are necessary.

We first compare our multiplicative multi-criteria utilityto the additive utility and the Cobb-Douglas

acceptance probability. We use the original sigmoid form (i.e.,u(x) = (x/xm)ζ

1+(x/xm)ζ ) to compute the ele-

mentary utilities in the additive utility approach and the acceptance probability. We use the sigmoid
form in Proposition 2.4.2.1 to compute the elementary utilities in the multiplicative multi-criteria util-
ity. We use the original single-criterion utility forms to keep the existing solutions the same. The
acceptance probability function used isA = 1− exp(−2∗ u(b)2 ∗ p−0.2). In fact, we chooseC = 2,
µ = 2 andε = 0.2 in the acceptance probability form to scale its value in theinterval [0, 1]. With
another choice of these three parameters, the same functional form will be retrieved but the value of
the acceptance probability may not be properly distributedin the interval [0,1].
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Figure 2.5: Variation of the additive multi-
criteria utility
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Figure 2.7: Variation of the proposed multi-
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Figure 2.8: Multiplicative multi-criteria utility
with original elementary utilities

As the two network selection criteria are changed, the utility metric (as calculated by the addi-
tive multi-criteria utility, the acceptance probability and the multiplicative multi-criteria utility) also
changes as illustrated in Figure 2.5, Figure 2.6 and Figure 2.7. First, the additive multi-criteria util-
ity in Figure 2.5 confirms the limitations identified in the previous section. An access network of
(p = 1,b = 1) is clearly assigned a higher utility than an access network of (p = 30,b = 40) (denoted
as(1,1) � (30,40)). This would lead to an unacceptable decision since the access network of(1,1)
could not satisfy the user’s bandwidth requirements (minimum bα = 5 as shown in Table 2.3). But
the access network of(30,40) fully meets user expectations in both bandwidth and price. Similarly,
(100,100) � (80,90) is also unacceptable. In fact, the network of(100,100) does not satisfy the user’s
constraint on the price (i.e.,pβ = 80 as specified in Table 2.3). But the network of(80,90) meets both
bandwidth and price constraints. Until now, one may say thatthe identified limitations have been be-
cause the original single-criterion utilities do not capture the limits of each criterion. So we replace the
original single-criterion utilities by the new proposed ones in the additive aggregate utility. In this case,
the form of the utility variation is very similar to that shown in Figure 2.5. We see that the networks of
(1,1), (30,40), (80,90) and(100,100) are assigned to the same utility level (U(p,b) = 0.5). It is still
unreasonable that the network of(30,40) has the same preference as the network of(1,1).

The acceptance probability metric in Figure 2.6 can mitigate the low price effect of the additive
utility. A zero price effect, which is not mitigated, is not presented here since the smallest value of
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price is 1. The limitations of the approach when the price rises to the upper limit still remain. In fact,
the unacceptability ofp > 80 could not be captured. All the inconveniences of the additive utility and
the acceptance probability are significantly improved by the use of our utility form as shown in Figure
2.7. Our multiplicative aggregate utility is a suitable form to model the utility in the access network
selection problem.

One question would be whether it is possible to use the original single-criterion utility form instead
of the proposed one to compute the multiplicative utility. The aggregate utility metric calculated by
that approach is shown in Figure 2.8. In comparison with Figure 2.7, it can be seen that the utility
metric does not take into account the limits of the network selection criteria. The utility metric cannot
reach the maximal value (U(p = 1,b = 100) is far from equal to 1) because the original elementary
utility could not take into account the lower or upper limit of a criterion in its formula. This confirms
the suitability of our single-criterion and multi-criteria utility forms.

2.6.2 Case study: the benefit to users

In this section, we investigate how the models help user terminals to select the best access network.
We use a simulation scenario in which a mobile user moves across different available access networks.
At each instant the user is able to choose from three available access networks: two WiFi and one
UMTS. The selection is assumed to be based on price and achievable throughput criteria. In a real
network environment, the achievable throughput can be estimated from the allocated bandwidth and
the link quality (e.g., Bit Error Rate, modulation and coding scheme) [82, 83]. In this simulation, the
values for price and throughput are randomly selected amonga range of pre-defined values every 100
samples. The parameters used are shown in Table 2.4.

Parameter Range Preference xm xα xβ ζ
Throughput (t p) 0÷900 w1 = 0.7 500 150 1200 3

Price (p) 0÷50 w2 = 0.3 40 10 80 3

Table 2.4: Simulation parameters: User case

The user is assumed to be running a streaming application, sothroughput is a more significant crite-
rion than price (the user sets higher preference weight for the throughput criterion). In this simulation,
we monitor the application’s buffer evolution to evaluate the performance. The buffer sizeb[t] is sim-
ulated by:

{

b[0] = 600

b[t] = max(0,min(600,(b[t −1]+ t p[t]−200)))
(2.32)

where 200 is the playback rate of the streaming application,600 is the maximal memory size allocated
to the buffer andt p[t] is the achievable throughput at instantt. At the beginning of the simulation, the
buffer is assumed to be filled. When the simulation starts, the user moves and selects the appropriate
access network. The buffer is filled with media data at the current throughput rate every sample time.
When the buffer runs out of content, the streaming application is interrupted.

We compare our model with the traditional additive aggregate utility model used in the network
selection algorithm. We also use the proposed single-criterion utility in the additive aggregate utility
to take into account the upper and lower limits of the considered criteria. In the simulation, the access
network selection and the buffer size are updated each second (i.e., sample time). The simulation
results in three scenarios as shown in Figure 2.9. The two topfigures 2.9(a) and 2.9(b) give the same
results for two access network selection schemes. In Figure2.9(b), the outage of the buffer is explained
by the fact that none of available access networks satisfies the requirements of the user’s application.
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Figure 2.9: Streaming buffer evolution at the user side

In Figure 2.9(c), the buffer outage occurs twice with the additive utility-based network selection while
our multiplicative utility-based solution delivers the video seamlessly. We feel that this is due to the
limitations of the additive approach as described in the previous section whereby the high utility of
lower price is considered to be more important than the low utility of lower throughput.

The simulation was repeated 1000 times. Each time, we recorded the length of time the streaming
application was interrupted. With the additive solution, the interruption is about 7% of all running time
whereas our multiplicative solution shows interruptions of less than 1% of the running time. We can
conclude that the results confirm that our proposed utility forms serve users better than the existing
one.

2.6.3 Case study: the benefit to network operators

After showing the advantages for users, we investigate our model’s acceptance probability for the
network operator’s radio resource allocation. We compare it with the widely used Cobb-Douglas ap-
proach.

We consider the same radio resource allocation scenario (one access network operator andN users)
that has been used in [58, 60, 62, 63, 66, 67]. We divide theN users into two classes of service:N/2
silver users andN/2 gold users. The access network selection algorithm is oncemore based on price
and allocated bandwidth. The total bandwidth of an access network is considered to be limited. The
network operator estimates the acceptance probability of each user and then determines the optimal re-
source allocation vectorb = [b1, ...,bN]. The vector must satisfy∑N

k=1 bk≤ T whereT is the operator’s
total bandwidth. The network operator aims to maximize potential revenue, which is given by:

R=
N/2

∑
k=1

psAk(bk, ps)+
N

∑
k=N/2+1

pgAk(bk, pg) (2.33)

whereps and pg are the flat prices paid by all users in the same class of service (silver and gold). In
this formula,Ak is the acceptance probability of userk. This is generally computed on bandwidthbk
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and priceps or pg. The original Cobb-Douglas acceptance probability has thefollowing form (used
in [58,60,62,63,66,67] and references therein):

Ak(bk, pk) = 1−e−K[ubk
(bk)]

µ(pk/φ)−ε
(2.34)

whereK = − log(0.9). The values of other parameters are detailed in Table 2.5. Inour case, the
multiplicative utility-based acceptance probability proposed in (2.31) is used:

Ak(bk, pk) = [ubk(bk)]
wb[upk(pk)]

wp (2.35)

The parameters for each class of service are also presented in Table 2.5. The valuespm andbm are
the same valuesxm used in the single-criterion utility for price and bandwidth, respectively. The upper
and lower limits of each criterion are set as(pα = 0, pβ = 50) and(bα = 0,bβ = 100). We assume that
the operator has precise information about user preferences (ws andwg) as well as the user’s sensitivity
to bandwidth and price (µ andε) in the Cobb-Douglas case.

Class Price w=(wp,wb) pm bm µ ε φ
Silver ps = 20 ws = (0.6,0.4) 20 30 2 6 10
Gold pg = 40 wg = (0.3,0.7) 40 60 3 4 40

Table 2.5: Simulation parameters: Operator case

We could not use potential revenue as a measure of comparableperformance between the two ap-
proaches since acceptance probability in the two approaches is computed very differently. In order to
compare the performance, we defined the resource efficiency metric as the ratio of the potential revenue
to the potentially allocated resource. That is:

E =
R
B

where B =
N

∑
k=1

bkAk(bk, pk) (2.36)

The metricE can be seen as the amount of gained money per unit of allocatedresource.

(N,T) (10,400) (10,500) (20,800) (20,900)
Cobb-Douglas case 0.44 0.441 0.421 0.443

Proposed case 0.547 0.525 0.553 0.608

Table 2.6: Resource efficiency metric

We conducted simulations for different values ofN andT. For each simulation, we computed the
resource efficiency index in the two approaches. The resultsare presented in Table 2.6. By using the
multiplicative utility-based acceptance probability metric, the network operator can improve resource
efficiency between 19% and 37% compared to the use of the original Cobb-Douglas metric. The results
confirm that our proposed utility model also serves operators better.

2.7 Summary

In this chapter, we provided a complete utility theory for modeling single-criterion utility and multi-
criteria utility in the context of wireless access network selection. The theory is based on a classic
economic theory adapted to the behaviors of mobile end-users. The limitations of existing utility mod-
els were highlighted. Single-criterion and multi-criteria utility forms, with the ability to satisfy all the
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utility properties and to address the limitations, were proposed. We showed that the proposed model
can also be used as an acceptance probability metric for the network operators’ radio resource man-
agement. The suitability and the effectiveness of the proposed model were validated by mathematical
analysis and by simulations. We showed that our proposed utility model was not only useful for users’
access network selection but also useful for operators’ resource allocation management.

This chapter dealt mainly with utility-based access network selection decision. In the next chap-
ter we describe a complete terminal-controlled handover management solution in which this access
network selection model will play a crucial role. In addition to the selection decision-making, other
aspects such as user preferences configuration, network selection triggering condition and handover
threshold will be fully addressed in the next chapter. In theframe of the terminal-controlled handover
management, this access network model will be again evaluated.

∼∼4♥4∼∼



Chapter 3

Terminal-controlled Mobility
Management Framework

If technology doesn’t work for people...it doesn’t work

http://www.usercentric.com

This chapter proposes a terminal-controlled mobility management framework in the 4G heteroge-
neous networks. The mobility management solution allows mobile users to freely handover between
uncoordinated available access networks. The users are assumed to have access to both networks in-
volved in the handover using a multi-interface terminal with help of a universal Subscriber Identity
Module (SIM) card or a multi-homing contract. The terminal-controlled mobility management con-
sists of a policy-based power-saving interface managementscheme coupled with a user-centric network
selection solution, a handover initiation algorithm and a handover execution. The network selection, an
important step of the terminal-controlled mobility management scheme, is based on the utility model
proposed in Chapter 2.

3.1 Motivation

In parallel to the evolution towards converged heterogeneous networks, the telecom market is facing
a migration from network centricity towards user centricity. In the current network-centric approach,
operators keep tight control over users so that their network is used to its greatest potential. End-users
can only influence their preferences in a limited way. In the context of deregulated telecom market,
the network-controlled handover management exhibits someserious limitations in the service conti-
nuity maintenance while handing over between two differentnetwork domains operated by different
operators. Among these limitations, we can find complex issues such as security context transfer and
data switching management. We believe that a user-centric vision will be a mandatory evolution trend
in all-IP 4G networks as it represents the most efficient way to ensure an ABC service. In this vi-
sion, users will have greater control and will be able to select the access network with which they are
most satisfied. The users are in this strong position becausetheir terminal can access to information
on device capabilities and user preferences, and, most importantly, to knowledge of both serving and
neighboring access networks. The terminals will be thus able to trigger the handover at the right instant
to achieve seamless handovers.

51
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In heterogeneous environments, vertical handovers between different technologies can be performed
either using one SDR interface [84, 85] or using multiple radio interfaces [11, 14, 15, 86, 87]. In this
chapter, we consider the case where multimode terminals areequipped with multiple wireless access
interfaces. Such devices are available in the market today.The vertical handover using multiple inter-
faces has already been commercially available through the UMA [15] solution and will be widely used
in a near future. However, this solution requires a careful design to minimize side effects of additional
electronic devices in the terminal. One of the most relevantissues is the high power consumption of
multiple radio interfaces. The power consumption efficiency becomesa mustbecause the battery ca-
pacity is limited in any portable device. Since only the terminal can be aware of its remaining battery
capacity, it is clear that only the terminal can handle the power-saving mobility management. The han-
dover should be initiated in an adaptive manner to optimize the power consumption and to guarantee
uninterrupted services.

As discussed in Chapter 1, the mobility management for tight-coupling schemes is based on the ex-
isting cellular mobility solutions whereas the one for loose-coupling schemes is based on MIP mech-
anism. Most of the current solutions require agreements between the operators, who own different in-
terworked access networks, to be established. The mobilitymanagement remains network-controlled.
The user cannot maintain on-going sessions while handing over between two access networks belong-
ing to two non-collaborating operators even if he has subscribed to these two networks. To overcome
this issue, we propose a fully terminal-controlled mobility management scheme where different access
networks may be completely independent. The terminal-controlled handover is built on the top of a
very loose-coupling interworking architecture.

In the following, to simplify the explanation, the terminalis assumed to have three radio interfaces:
WiFi, WiMAX and UMTS. One should note however that the solution described here remains valid
for any number of interfaces and underlying access technologies.

3.2 Very loose coupling architecture

The telecommunications market is influenced by three main drivers: users, network operators and
service providers. In the user-centric vision, service providers are independent of the network opera-
tors. The network infrastructure can be divided into two parts: the access network and the converged
core network. The former represents the current and future network operator domains while the latter
is an external core network independent of operator domains. Our mobility framework does not require
major changes in the access network operator and the serviceprovider parts.
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3.2.1 Converged core network

It is widely accepted that the 4G networks will be purely IP-based. Service continuity can be
achieved using MIP with help of the HA deployed in the converged core network. The HA, which
is not located in a particular access network, can provide the mobility management as a service for
mobile users. The mobility management is thus seen as an independent third party service. Such
integration of access networks can be referred to as a very loose-coupling interworking since the cor-
responding network operators may not have any Service LevelAgreement (SLA) between them. The
coupling point is located far from the radio interface. The proposed interworking architecture is de-
picted in Figure 3.1. Using MIP does not affect our terminal-controlled solution since the HA is located
in the IP converged core network. In an IPv4-based network, we even do not need to implement FA
entities in a particular access network since there exist solutions for MIPv4 management without it.
The access networks thus remain unchanged in the very loose coupling architecture.

3.2.2 Mobile terminal

The handover management is based on the enhanced functionalities at the terminal side. The termi-
nal must be equipped with multiple radio interfaces to access different access network technologies.
Different elements involved in this handover management atthe terminal side is illustrated in Figure
3.1. Functionalities of each of these elements are summarized in the following:

Information gathering: involves collecting all available information from the surrounding access
networks. This information is used for managing radio interfaces, identifying the need for handover,
and selecting the best access network among available ones.This is performed by the terminal, when
it is powered on or when it moves across different radio coverage types, in order to find available
access networks. This function allows to determine a generic set of parameters describing access
networks and devices (type of access network technology, access network operator, QoS support, cost,
remaining battery capacity...). In addition, the information related to the QoS status of the current
running applications, the mobile terminal’s velocity and the cell coverage radius is also collected. The
gathering information can be regrouped into 4 categories:

• PHY measurement:The access network characteristics identify the availableaccess networks
and their radio link quality. Such information is measured by the physical radio interfaces pe-
riodically or when an event occurs. Different link indication parameters like RSS, SNR, SINR
can be monitored.

• Terminal capabilities:The terminal capabilities information is related to multimode capacity,
available radio interfaces and remaining battery. It can influence the network selection and han-
dover management.

• Service degradation:The service degradation information is related to the trade-off between the
application’s QoS requirements and the quality of the current connection. It can be measured
through Real-time Transport Control Protocol (RTCP) reports for instance. The combination of
service degradation and radio link quality allows describing more accurately the quality of the
current connection than the fluctuating physical-layer information only.

• Terminal’s velocity:The terminal’s movement velocity is also an important factor for mobility
management in heterogeneous environments. The velocity estimation in mobile cellular systems
can be achieved using the Doppler spread in the received signal envelope [88], the eigen-matrix
pencil method [89], the time-frequency characteristics ofthe received signal [90] or the Global
Positioning System (GPS)-assisted method [91].
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User profiles: contain the user’s identities for different access networks and subscribed services,
user preferences, and mobility policy repository. In the context of the terminal-controlled mobility
management, we are first interested in user preferences, which is a rating relationship among the pa-
rameters considered in network selection. Each preferencehas a relative weight that users assign to
each criterion depending on their requirements. User preferences should be adequately configured for
different contexts which are characterized by currently connected access node, terminal’s velocity and
running applications class. As user preferences influence the network selection and handover man-
agement process, future terminals will have to provide users with the facilities (e.g., Graphical User
Interface dedicated to user preferences configuration) to specify and alter their preferences in an easy
manner. Additionally, the terminal can maintain the mobility policy database that contains a black list
of access network operators with whom the user has had a bad experience. The black list will be up-
dated through feedback from handover execution failure andbad QoS as perceived by the application.
The users can manually pre-specify the black list and removea specific access network from this list.

Interface management:Based on the gathered information, the interface management will decide
to turn on, stand by or turn off one or more radio interfaces tooptimize the power consumption.
Interface management becomes thus a constraint for networkselection.

Network selection & handover decision:It refers to the process of deciding to which access net-
work to connect at any point of time. This allows the best access network to be selected and handover to
this access network to be initiated. In fact, based on the gathered information, the available interfaces,
the user preferences and the black list, mobile terminal evaluates the neighboring access networks
and select the most suitable one. Network selection is the heart of the handover procedure and a key
decision enforcement of the terminal-controlled mobilitymanagement.

Handover execution: follows access network selection. Once the selected accessnetwork differs
from the serving one, the handover execution is performed. The main goal of handover execution
is to preserve session continuity while changing the point of attachment. If the handover fails, the
network selection will attempt to select another access network. This experience will be registered in
the experience repository.

3.3 Handover management

3.3.1 Information gathering

In order to effectively control the handover management, the terminal requires to have enough and
reliable information to be able to make the right decision. On one hand, the terminal will scan and
measure the physical signal strength from serving and neighboring access nodes. These measurement
samples will not only serve as link quality indicator but also be used to estimate other information like
terminal’s velocity, achievable data rate or cell coveragesize. The terminal will monitor its current
IP connection status as well as the perceived quality of current applications. The remaining battery
capacity and the power consumption rate of each integrated radio interface will be instantaneously
monitored. In addition to information measured or estimated, the provisioning information from the
network is also considered. In short, we only use information criteria that the terminal can measure
or estimate without need of IP connectivity as well as those provisioned from the network side. The
considered criteria include:

� Access Network Identity (ANI):identifies the access technology and the operator that has de-
ployed this access network. It comes along with the cost information, supportable services as
well as supportable data rates.
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� Cost (c): The cost of using a particular access network is a major criterion and potentially a
decisive factor in a user-centric network selection. Different operators can propose different
billing schemes. In fact, we can find two main options: billing based on duration for voice
calls and billing based on the volume of downloaded data for data services. Operators can offer
unlimited services (unlimited duration and unlimited downloaded data volume) for a flat price.
In this work, we consider two kinds of cost model: cost per minute for voice services and cost
per data volume for data and streaming services. In fact, theflat price for limited or unlimited
services can be equivalently converted to the two above costmodels. According to running
applications, the terminal identifies the most suitable scheme.

� Link quality (S): The radio link quality like SNR or SINR reflects properly the wireless trans-
mission channel quality. The RSS is also used to detect the presence of an access node and to
initiate network selection and handover procedures.

� Power consumption gain (ge):The power consumption gain parameter is defined as the ratio
of the power consumption rateei to the maximum achievable data rater i , gei = ei

r i
(J/Mb). The

maximum achievable data rate of an access network can be estimated on the link quality and
the corresponding modulation and coding scheme [92]. Usersprobably prefer to select a low
power-consumption-gain access network to optimize the power consumption.

� Battery lifetime(L): The main source of power consumption of a portable device isrelated to
Radio Frequency (RF) components of a radio interface [93, 94]. Though the energy consumed
by radio interfaces is not the only source, it is the only variable part from the interface selection
and handover management. The remaining battery lifetime isdefined as:

Li =
E

eac
i + ∑ j e

sb
j

(h) (3.1)

whereE is the remaining battery capacity,eac
i is the power consumption rate of active interfacei

andesb
j is the power consumption rate of standby interfacej. If the remaining battery lifetimeLi

(corresponding to the case where interfacei is selected) is low, the user who wants to elongate
his device’s lifetime will not use this interface to communicate.

� Access network load (ρ): Even if the link quality criterion value from an access node is good,
it may be heavily loaded (an important part of resources is occupied by other users). The load
parameter, varying from 0 (unloaded) to 1 (heavily loaded) becomes also an important network
selection criterion. The advantages of provisioning the load information in IEEE 802.21 Media
Independent Handover (MIH) services have been investigated and demonstrated in [95]. Differ-
ent from other criteria, the load cannot be measured from theterminal side. If an access network
is heavily loaded, it cannot accommodate new connections without degrading the QoS of cur-
rently connected users. In fact, the network can also take into account different user classes. The
premium class is the guaranteed one while the others are served only if resources are still avail-
able. From the user perspective, a premium user knows that hewill always be served in priority.
For regular users, the load parameter is much important because the loaded access network will
not serve them well. At the network side, if it is heavily loaded, new connection requests of
regular users will be refused or currently connected regular users will be enforced to handover
to others access networks (see Chapter 7). Therefore, access networks have interest to inform
users about their load. The degree of significance of the loadparameter in the network selection
algorithm is indeed a matter for each user to decide.

� Velocity estimate (v):The current mobile terminal’s velocity can be used to discourage a terminal
moving at a high speed to handover to small cell-size systems. The velocity parameter also serves
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as a constraint in power-saving interface management.

� Cell coverage estimate (R):The radio coverage size of the current access node will be used
to adaptively compute the handover initiation threshold. Based on the received signal strength
measurements and the well-known values of the maximum powertransmission of a base station
and the receiver threshold (the minimum signal strength at the cell border), the cell radius (and
also the path loss factorK2) can be estimated as described in [96,97] and references therein.

Some of the above criteria serve as criteria for network selection while others are used for interface
management or network selection triggering. In the contextof the terminal-controlled mobility man-
agement addressed in this chapter, the criteria consideredfor network selection areANI,c,S,ge, r and
ρ. Note however that the network selection criteria are not limited to those previously specified.

3.3.2 Power-saving interface management

As mentioned earlier, optimizing the power consumption of multi-interfaced devices is an important
issue. According to [98], if a WiFi interface is added to a handset, two third of the battery lifetime
is reduced. In order to optimize the power consumption for integrated WiFi and cellular devices, [99]
proposed to activate the WiFi interface when the mobile receives a short message from the cellular
network through a push mechanism on a call server. A power saving mechanism which activates
WiFi interface by paging the mobile via its cellular interface, was proposed in [100]. However, these
solutions require modifications to the network protocol stack to accommodate a push mechanism or
a new paging scheme. They have addressed the power consumption of multiple radio interfaces only
during the idle communication mode. In the terminal-controlled handover, we consider power-saving
interface management as a step within the handover procedure. The power consumption efficiency is
addressed in both idle and active communication modes.

Along with the emergence of multi-purpose terminals and many new multimedia data-intensive
applications, the gap between the energy requirement and the terminal’s battery capacity has progres-
sively widened. Today’s all-in-one portable devices integrated with additional peripheral devices like
camera, MP3 player, FM radio...have lots of components thatdrain battery. Mobile devices are more
and more equipped with multiple radio interfaces such as 2G/3G cellular radio transceivers, WiFi,
WiMAX and Bluetooth. As each consumes energy while powered on, an efficient interface manage-
ment is therefore required.

An interface can be inactive, standby, or turn-off state. When an interface is in active state, it
can receive and transmit signal. It can scan and measure neighboring cells and its battery is mainly
consumed in this state. An interface in standby state can be periodically activated to scan new access
networks and monitor the link signal quality of neighboringcells. Finally, if the radio interface is
turned off, no communication or measurement occurs and the energy is not consumed.

Generally, a wireless radio interface always consumes energy unless it is powered off. The power
consumed in active state is much more important than in standby state. To save energy, all interfaces
are standby if there is no communication. However, mobile devices are most of the time in an idle
communication mode and consequently standby interfaces still consume a significant portion of the
terminal’s battery. According to a large range of availableproducts on the market and experimental
results [94, 100], the power consumption of a standard WiFi interface in standby state varies between
40mW and 160mW or even more. The power consumption of a standby 3G cellular interface is about
10− 20mW [93, 100]. The power consumption rate of mobile WiMAX interface is slightly smaller
than that of WiFi interface but greater than that of cellularone [101].
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In order to optimize the power consumption of multi-interface devices, we suggest turning off non-
cellular interfaces during the idle communication mode. This is motivated by the fact that cellular
interfaces consume less energy than non-cellular ones, and, more importantly, the cellular coverage
is ubiquitous. The objective is to have only one interface active at a time for communication except
during vertical handover periods. Also, if the remaining battery capacity becomes critical, turning
off high-power-consumption rate interfaces will be a solution to elongate the device’s lifetime. The
proposed solution is expressed in terms of policy rules as described below:

• Rule 1: If no on-going communication occurs, turn non-cellular interfaces off and stand by the
cellular interface. The user will be reached by a global identity like a global IP address. Incoming
communications will be routed to the terminal via a default cellular interface.

• Rule 2: If an incoming communication is detected, the cellular interface will be activated to
handle it, and the non-cellular interfaces will switch intostandby state for possible imminent
vertical handovers.

• Rule 3: If the user initiates an application session, the preferred interface for this application
will be activated automatically. If the user manually turnson a non-cellular interface to search
for available access networks, the selected interface willbe activated. The other interfaces will
switch to standby mode for possible handovers.

• Rule 4: If the terminal’s velocity is greater than a predefined threshold (for example 5m/s), the
WiFi interface (in standby or active state) will be turned off. In fact, when the terminal moves
at speedv > 5m/s, it will cross the WiFi cell in a short time (several hundredsof seconds).
Connecting to WiFi cells in this case causes service degradation and energy consumption waste
[102]. If the WiFi interface is a serving one, the network selection will be triggered to select
another interface and another access network prior to turning it off. Similarly, if the terminal’s
velocity is greater than another threshold like 20m/s, the WiMAX interface will be turned off.
In fact, WiMAX systems are not designed to support a high QoS for users moving beyond this
velocity.

• Rule 5: If the remaining battery lifetime using a non-cellular interface is less than a predefined
threshold, this interface will be powered off independently of its current state. The network se-
lection will be triggered to select another interface and access network if the turned-off interface
is a serving one. Based on the user situation (at home or not athome) and the priority preference
of power consumption criterion (high, medium, low or ignored), the appropriate threshold for
turning off non-cellular interfaces is used (see Table 3.1 for some indicative predefined thresh-
olds). This rule is essential for battery-limited portabledevices and particularly for business men
who want to be always reachable. Other users can set the battery lifetime threshold to 0 to take
maximum benefit from other parameters. The threshold is set to 0 when the terminal is plugged
into a power supply or when the terminal is at home situation.

High Medium Low Ignored

At home 0 min 0 min 0 min 0 min

Not at home 30 mins 20 mins 10 mins 0 min

Table 3.1: Example of battery lifetime thresholds configuration
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3.3.3 Network selection & Handover decision

3.3.3.1 User preferences configuration

User preferences establish a rating relationship among criteria. Each weight is proportional to a
degree of significance for each criterion in the network selection strategy. User preferences are thus
represented asw = {w j |w j ∈ [0,1],∑M

j=1w j = 1}, whereM is the total number of considered criteria
andw j stands for the preference weight of criterionj.

As user preferences are user-specific, future devices need to integrate a network selection GUI to
help users to configure their preferences. For ease of use, preferences are expressed under the priority
meaning for each group of network selection criteria. We cangather different related parameters into
the same group like cost (cost per minute, cost per data volume), or QoS (radio link quality, achievable
data rate). Each criterion (or criteria group) has 4 levels of priority: high, medium, low, and ignored.
Each priority level is associated with a discrete valuep j varying from 3 (high) to 0 (ignored). The
preference weight for criterionj is equal tow j = p j/∑M

i=1 pi . The number of priority levels can also
be divided into a larger scale like extremely high, very high, high, medium, low, very low and ignored.
However, the large number of priority levels complicates the usage. Obviously, default values and
guidelines are recommended to help non-expert users to get their user preferences well configured.

As there are different QoS requirements for different application classes, user preferences config-
uration should first take into account running applications. Secondly, with the same available access
networks, the user decision may be different according to user situation. We propose therefore to con-
figure the preference weight vectorwkl for each situation profilek and each running applications class
l . Applications can be simply grouped into 2 classes: real-time (voice, streaming) and non real-time
services (data downloading, web browsing). An applicationclassification into conversational, stream-
ing, interactive and background services [79] may be envisioned. If multiple applications belonging to
different classes are simultaneously running, the preferences according to the highest priority class is
used.

User situation profiles have already been implemented in some current mobile phone brands. They
include home, in office, handset, indoor, outdoor, meeting,in car, and etc. Users can change the
situation profile to better suit the context and environment. The change will come along with the
modification to sound volume, ringing tone, warning tones, lights and call transfer. In our network
selection solution, we go further by taking into account thesituation profile in the network selection
and the user preferences configuration. For example, if the user is at home, he could select home
environment access networks like home WLAN or femtocell. Ifthe user is in his office, he prefers to
connect to his enterprise network. These policies can be specified in the experience repository. User
preferences should be configured for different user situation profiles. For instance, when the user is
at home, the network selection and interface management do not need to care about the power-saving
criteria. The home situation profile is based on the locationwhere the terminal’s battery is charged.
We believe that future mobile devices will have capabilities to identify automatically the situation
profile based on the ANI-based location, mobile velocity, information collected by sensors integrated
in devices [103].

The user preferences are therefore formulated under the form of a matrix of three dimensions{wkl j}:
network selection criterionj, running application classl and situation profilek.

3.3.3.2 Network selection triggering conditions

After identifying the network selection criteria, the userpreferences configuration and interface
management, we address now network selection triggering conditions. Triggering network selection
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depends on the gathered information and the interface management. If the selected access node is
different from the serving one, the handover will occur. Thehandover initiation is therefore triggered
by the network selection but the network selection does not always lead to a handover initiation.

We distinguish two types of network selection triggering conditions: imperativeandalternative. All
conditions that lead to an imperative handover to maintain the connectivity are called imperative condi-
tions. Network selection is also triggered to find out a better access node in terms of user’s satisfaction
or QoS improvement. Conditions for such kind of network selection are known as alternative ones.

When the imperative triggering conditions are met, the serving access node is not appropriate for
connectivity and it is not considered among candidate access networks. The imperative conditions are
identified as follows:

� When an active interface is about to be powered off (due to thepower-saving interface manage-
ment), the network selection is initiated.

� When a handover execution to a selected target access node fails, the network selection is trig-
gered to select another access node. Another possible option in this case is that the access
network of the second highest preference level (during precedent selection evaluation) will be
selected.

� If the RSS of the serving access node drops below a specific handover thresholdθh, initiate the
network selection. An adaptive handover threshold to ensure seamless handover is addressed
and discussed in the next section.

The network selection is also initiated periodically or according to alternative conditions. The reason
of having such alternative triggering conditions is that users may need an improved service or a better
network. They include:

� A new access network is available. A signal strength level ofan access node is good enough
to be used in the network selection evaluation as well as to trigger the network selection if it is
greater than a known thresholdθo. In fact, θo is the received signal at the serving cell border,
i.e., the minimum RSS value where the radio link can be hold.

� Users start an application requiring high QoS support that the current access network could not
guarantee.

� Current applications suffer from service degradation.

� The network selection is triggered periodically to select the best access network according to
user preferences.

A handover decision from a UMTS interface to a WiFi or WiMAX interface is depicted in Figure
3.2 (left diagram). Once a WLAN or WiMAX access network is discovered and its received signal
is acceptable, the MN will trigger the network selection process. If the selected access network tech-
nology is WLAN or WiMAX, the vertical handover is then initiated. If the connection (including the
authentication and QoS reservation) is successfully setup, the UMTS interface switches to standby
state and the handover is complete. Otherwise, the MN remains connected to the UMTS network.

When the MN is communicating via a WiFi interface, the decision for handover from WLAN to
UMTS/WiMAX is illustrated in Figure 3.2 (right diagram). When the WiFi interface is about to be
powered off, the MN initiates the network selection algorithm to determine a suitable target UMTS or
WiMAX access network. If the MN discovers new neighboring access nodes, the network selection
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Figure 3.2: Network selection & handover initiation diagram: Handover from UMTS to WLAN/WiMAX
(left diagram), handover from WLAN to WiMAX/UMTS (right diagram).

will be triggered. No handover occurs if the serving access network grants the highest utility. Oth-
erwise, the horizontal/vertical handover to the selected access network will be performed. Finally, if
the WLAN signal level drops belowθh without detecting the presence of a WLAN or WiMAX ac-
cess node, the MN will handover to the UMTS to maintain the connectivity. The vertical handover
decision from WiMAX to UMTS/WLAN (not presented here) is very similar to that from WLAN to
UMTS/WiMAX.

3.3.3.3 Adaptive handover thresholdθh

When the received signal level of the serving access networkdrops below handover thresholdθh,
network selection and then handover execution will be initiated. An adaptive handover thresholdθh is
required to ensure seamless handovers. Without loss of generality, we present an approach to compute
this threshold when handovers occur between UMTS, WLAN, andWiMAX systems. The WLAN
radio coverage is very small compared to the UMTS or WiMAX one, whereas the radio coverage of
UMTS and WiMAX is approximately the same. The UMTS and WiMAX are intended to be used as
complementary technology and their cells are partially overlapped. In order to achieve seamless inter-
system handover, the overlap between two adjacent cells should be large enough. However, this is just
a necessary condition but not sufficient. The seamless handover also depends on the value of handover
thresholdθh since the communication interruption may occur due to an inappropriate threshold.

In the vertical handover with multiple interfaces terminals, packet loss occurs if the handover is
completed after the MN moves outside the overlap region between the two cells involved. The in-flight
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packets following the old data path are not received by the MNvia its old interface (e.g., three last
packets in Figure 3.3 and Figure 3.4). The handover from UMTS/WiMAX to WLAN does not cause
any loss of packets since the WLAN cell is fully covered by theUMTS or WiMAX cell. Hence,θh

does not involve into the triggering conditions for this handover. Otherwise, the handover from WLAN
to UMTS/WiMAX (Figure 3.3) or between UMTS and WiMAX (Figure3.4) can cause packet losses
if handover thresholdθh is wrongly determined.

The parameters presented in Figure 3.3 and Figure 3.4 are described below:

. ts : the instant when the received signal from the serving access node drops below handover
thresholdθh, θ(ts) ≤ θh. The network selection is triggered and the vertical handover to the
selected access node is immediately executed.

. Tv : the time duration for the MN to cross the distance between the position whereθ = θh and the
serving cell border, called crossing distance. The handover models illustrated in Figure 3.3 and
Figure 3.4 correspond to the case where the MN moves on a straight line from the BS towards
the cell border. The crossing distance is denoted asdo. It is noteworthy thatdo is the shortest
crossing distance (i.e., the worst case). Any other movement patterns (not going through the
serving BS or not moving straightly) provides obviously a larger crossing distance compared to
do. The adaptive handover threshold is thus based on this critical crossing distancedo. We have

Tv =
do

v
,

ηR
v

(3.2)

whereη ∈ [0,1], v is the terminal velocity andR is the serving cell radius estimate.

. ∆T : the handover delay computed from instantts to the instant when the CN receives a handover
notification from the MN. Once the CN receives the routing update information from the MN,
data packets will be routed to the MN via a new established path.

. δ : the packet delay computed from the instant when the CN sendsa packet to the instant when
this packet arrives at the MN’s radio interface.

In order to achieve a seamless data delivery (without loss ofpackets), the last packet sent by the
CN must arrive at the MN before the MN moves out of the overlap region. The seamless handover
condition is therefore:

Tv≥ ∆T + δ (3.3)
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By substitutingTv = ηR
v , we have:

ηR≥ v(∆T + δ) (3.4)

It means that the handover should be initiated at distance(1−η)R from the serving BS. According
to the signal propagation model in [104,105], the received signal levelθh at(1−η)Rcan be formulated
as:

θh[dB] = K1−K2log((1−η)R)+Xσ (3.5)

whereK1 represents the antenna gains and the signal’s wavelength, andK2 represents the path loss fac-
tor. Xσ is a zero mean stationary Gaussian random process modeling shadowing fading. The shadowing
part in the received signal strength can be suppressed by passing through a low-pass filter, thereby (3.5)
can be rewritten as:

θh[dB] = K1−K2log((1−η)R) (3.6)

From (3.4) and (3.6), we have:

θh[dB] = θo−K2log(1− v
R

(∆T + δ)) (3.7)

whereθo is the received signal at the serving cell border. We see thatθh depends on the packet trans-
mission delay via the serving network, the handover delay tothe target access network, the terminal
velocity estimate and the cell radius estimate. In fact, thepath loss factorK2 and the cell radiusR can
be estimated based on the received signal strength measurements [96, 97]. The terminal velocity is
also an estimated value [88–91]. The handover delay∆T to a specific target access network is a given
well-known value. The terminal can also estimate the packetdelayδ based on the Round Trip Time
(RTT) value. Accordingly, the handover thresholdθh can be adaptively determined by the terminal
itself. The handover threshold formula (3.7) remains validfor any couple of access technologies.

Now, we consider a fix handover thresholdθ∗h. From (3.3), packet loss happens if(∆T +δ−Tv) > 0
whereTv will be determined in function ofθ∗h. From (3.2) and (3.6), the relation betweenTv andθ∗h is
as follows:

θ∗h = θo−K2log(1− Tvv
R

) (3.8)

If the CN sends packets at a constant rater, the number of lost packets is

NL = (∆T + δ−Tv)r (3.9)

By substitutingTv computed from (3.8) and(∆T +δ) computed from (3.7) in (3.9), the number of lost
packets due to a fixed handover threshold can be expressed as:

NL =

(

10
θo−θ∗h

K2 −10
θo−θa

h
K2

)

Rr
v

(3.10)

whereθa
h is the adaptive handover threshold. We observe that ifθ∗h < θa

h, packet losses will occur (NL>
0). If we set a great value forθ∗h, the handover from WLAN to UMTS/WiMAX will be triggered too
early that the user could not benefit from the advantages offered by WLAN. In the handover between
UMTS and WiMAX, a great value ofθ∗h means a great overlap between two inter-system cells. This
implies a significant reduction of the radio coverage and an increase of the network deployment cost
for operators. Conversely, a too small value ofθ∗h will lead to important packet losses. Figure 3.5
illustrates the number of lost packets in function of terminal velocityv for different choices ofθ∗h. The
results are obtained in the case of the handover from WLAN to UMTS/WiMAX with the following
setting parameters:Rwlan = 200m, r = 100packets/s, (∆T + δwlan) = 2s andK2 = 40. We see that the
number of lost packets grows very fast with the increase of the velocity. The result shows the advantage
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Figure 3.5: Packet loss due to a fixed handover threshold

of having an adaptive handover threshold to avoid packet losses during handover.

3.3.3.4 Network selection decision algorithm

After identifying the appropriate handover instant, the next step of the process is the network selec-
tion decision-making. We specify a network selection that performs in two phases: pre-selection and
utility-based decision-making. In the pre-selection phase, undesirable access networks will be elimi-
nated from the candidate list. First, the elimination involves access technologies whose corresponding
radio interface is turned-off according to the interface management policies. These access networks are
discovered right before taking the decision to turn off their corresponding interface. Secondly, the ANIs
belonging to the black list established in the experience repository are filtered out. The pre-selection
phase can also eliminate access networks that do not supportthe services required by the user.

After the pre-selection phase, our solution evaluates the utility for each remaining candidate access
network, taking into account the user preferences configuration. The network selection criteria that
are used in the utility-based evaluation are cost (c), power consumption gain (ge), maximum achiev-
able data rate (r), access network load (ρ) and link quality (S). For each running application class
and each situation profile, the preference weights for all considered criteria is deduced from the con-
figured priority preferences. For example, if the priority preference vector isp = [3,0,2,1,1] (that
is, c=high, ge=ignored, r =medium, ρ=low, S=low), the associated preference weight vector becomes
α = [0.43,0,0.29,0.14,0.14]. Based on the utility value, the selected access network is the one that
leads to the highest utility. The aggregate utility of an access network is in fact computed by:

U(xi) =
M

∏
j=1

[u j(x j)]
wj (3.11)

whereM is the number of considered criteria andx j is the value of criterionj in vectorxi = [c,ge, r,ρ,S].
w j is the preference weight of criterionj corresponding to the current user situation and current run-
ning application class.u j is the elementary utility of criterionj which takes form of a sigmoid shape
proposed in 2.4.2.1. The details on the choice of this multiplicative aggregate utility function are ex-
plained in Chapter 2. In the above utility evaluation, if twoaccess networks provides the same highest
utility, each individual criterion, ordered from the highest to the lowest priority, is solely compared.
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Two different access networks could not have all identical characteristics. Consequently, a selection
decision is made as soon as a different utility is found for a particular criterion.

3.3.4 Handover execution

As the converged core network will be purely IP-based, we adopt the MIP mechanism [18,19,26–28]
to maintain transparent network connectivity for mobile users on the move between different IP sub-
networks. In fact, when a user roams into a foreign network, its terminal will acquire a new temporary
address, called CoA. This address can be either obtained viaan auto-configuration mechanism or be
the address of the foreign network gateway, known as FA. The former is known as co-located CoA and
the latter is known as FA-CoA. To accommodate the user roaming within IPv6 networks, a terminal
can configure itself a new CoA without requiring an FA. The terminal then registers its CoA with its
CN and its HA located in its home domain so that the packets destined for the user can be delivered to
its current attached network.
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Figure 3.6: FA-CoA based mobility management solution
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Figure 3.7: Co-located CoA based mobility management solution

In order to enhance the mobility management, we use, when possible, multiple CoA registration
solutions for the handover execution [106–108]. Conceptually, the MIPv4/MIPv6 standard does not
allow a terminal to register multiple CoAs bound to a single home address. A new identification
called the Binding Unique Identification (BID) is used to associate with each binding cache entry to
accommodate multiple binding registrations.

When the User Equipment (UE) is powered on, it searches for the available RAN and retrieves an as-
sociated CoA for each radio interface. The UE registers eachof its CoAs with the HA. Conventionally
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the CoA associated to the 3GPP radio interface is set to primary CoA. During the idle communication
mode, only the primary 3GPP binding cache is updated when theUE changes its network domain.
Therefore, the HA will use the primary 3GPP CoA to page the UE in case of an incoming call. When
the access and core networks are IPv4-based and an FA is already deployed in the gateway of a par-
ticular access network, we suggest using the FA-CoA MIPv4 solution (as depicted in Figure 3.6). If
a specific access gateway does not include the FA functionalities, the co-located CoA MIPv4 solution
is employed as illustrated in Figure 3.7. Finally, the MIPv6will be used if the access and the core
networks are IPv6.

The main idea of the multiple interface handover execution is that a UE establishes a new connection
with the target access network via its new target radio interface while maintaining the communication
with its serving interface. The authentication with the target access network can be achieved through a
universal pre-paid SIM card. After the handover is completed, the old interface remains active for a pe-
riod of time to receive in-flight packets on the old data path,and finally switches to standby state. There
exist two simultaneous communications via two different radio interfaces during a short handover ex-
ecution period. One may note that another handover execution scheme like SIP-based handover [109]
can be used in place of MIP-based handover without affectingour proposed interface management
and network selection solution. In any case, we only need to know the handover execution delay to
determine the appropriate handover threshold to achieve seamless handovers and reduce power con-
sumption.
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Figure 3.8: Handover procedure from 3GPP RAN to WLAN/WiMAX RAN

3.3.4.1 Handover from 3GPP RAN to WLAN/WiMAX

When the UE is communicating via 3GPP Radio Access Network (RAN) and the target access net-
work, according to the network selection, is WLAN/WiMAX, the vertical handover from 3GPP to
WLAN/WiMAX is triggered. First, the UE sets up the connection and authenticates with the target
network. The foreign network authenticates the UE by exchanging the information with the H-AAA
server. Afterwards, the UE acquires the corresponding CoA and sends a MIP registration with a pri-
mary WLAN/WiMAX CoA option to the HA and its CN. Once the MIP registration reaches the HA
and its CN, these latter set the new WLAN/WiMAX CoA as primaryCoA, return the MIP registration
reply and use the new CoA path to forward or send data to the UE.After the handover is complete, the
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cellular interface remains active for a period of time to receive the in-flight packets from the old path
and finally switches to standby state.
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Figure 3.9: Handover procedure from WLAN/WiMAX RAN to 3GPP RAN

3.3.4.2 Handover from WLAN/WiMAX to 3GPP RAN

When the UE is communicating via WLAN/WiMAX, the cellular interface is in standby state and
the 3GPP CoA in the HA and the CN are still maintained. If the association between the UE and the
GGSN, known as PDP context, is not timer-expired, the UE onlyneeds to send the MIP registration
to the HA and its CN to execute the handover. If the PDP contextis already released, the UE needs
to reactivate the PDP context to establish the authentication with the 3GPP network. The in-flight
packets destined for the UE via the old path are received as long as the UE is still covered by the old
WLAN/WiMAX access network.

3.4 Performance evaluation

In this section we present the simulation results to highlight the benefits of the proposed network se-
lection and power-saving interface management solutions.We show the advantages of the application-
aware and situation-aware user preferences configuration.Finally, we evaluate the power consumption
efficiency of the power-saving interface management and thepower-aware network selection strategy.

We consider simulation scenarios in which a user holds a terminal equipped with 3 radio interfaces:
UMTS/HSPA, WiFi and WiMAX. At each instant the user is able tochoose from three available access
networks: UMTS, WiFi and WiMAX and then to perform terminal-controlled vertical handover to the
selected access network. The selection is based on five selection criteria mentioned previously. They
are cost, power consumption gain, maximum achievable data rate, network load and signal quality
(SINR for WiFi/WiMAX and energy per bit to noise power spectral density ratioEb/No for UMTS).
The values of signal quality, network load and achievable data rate for each available access network
are randomly generated every several dozens of seconds (e.g., every 100 seconds for UMTS, every 75
seconds for WiMAX and every 50 seconds for WiFi). The achievable data rate is generated in such a
way that it is correlated to the signal quality value. The cost (both cost per minute and cost per data
volume) for UMTS access network is fixed during each simulation while the cost values of WiFi and
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WiMAX are also randomly generated. The value range of selection criteria are given in Table 3.2. The
setting parameters for each elementary utility are given inTable 3.3.

UMTS WiFi WiMAX

cost 20−70 0−35 5−50
e(W) in active state 1.2 4.5 3.5

e(W) in standby state 0.005 0.06 0.03
Data rater(Kbps) 0−1000 0−1500 0−2000

S(dB) 1−12 1−25 1−25

Table 3.2: Simulation parameters

Criterion xα xβ xm ζ

c 5 70 35 2

ge(J/Mb) 0 30 4 2

r(Kbps) 100 3000 600 3

ρ 0 1 0.5 2

S= SINR(dB) 5 25 15 3

S= Eb/N0(dB) 2 12 6 3

Table 3.3: Setting parameters for elementary utility forms

The energy consumption rate values of UMTS and WiFi interfaces are the averaged values taken
from the range presented in [93, 94] as well as in the off-the-shelf products’ specification. The energy
consumption rates of WiMAX interface are chosen following the fact that they are greater than those
of UMTS interface and not much less than those of WiFi interface. The range of link quality value for
UMTS (Eb/No) is taken from [104], and that of WiFi and WiMAX is extracted from [110, 111]. The
cost parameter represents both cost per minute and cost per data volume. A relative cost value is used
rather than a precise unit.

In the simulation, we assume that the probability of error inradio transmission is zero. The achiev-
able throughput while connecting to a particular access network can be modeled asr i(1−ρi) wherer i

is the maximum achievable data rate andρi is the load of access networki before the user connects to it.
The achievable throughput is an unknown parameter at the terminal side during the selection-making
process.

3.4.1 Application-aware network selection

In the first simulation, we show the need and the advantage of having an application-aware user
preferences configuration. We consider two different preference weight vectors:p1 = [1,1,2,3,3]
and p2 = [3,1,3,1,1]. Recall that the preference vector here is expressed in terms of priority (high,
medium, low or ignored) and the vector elements correspond to five considered criteria[c,ge, r,ρ,S]
respectively. Configurationp1 sets high preferences for QoS-related criteria while configuration p2

emphasizes preferences on cost and achievable data rate criteria. Preferences configurationp1 can be
adopted for streaming users who want to achieve a seamless streaming by selecting high QoS access
networks rather low-cost ones. On the contrary,p2 is suitable for users who run non-real time data
services (e.g., data downloading). These users prefer to select low cost or high speed access networks
and they are willing to suffer from some moments of discontinuity.
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We consider a mobile user who runs a streaming application onhis mobile device. Assume that the
streaming application duration is 1500 seconds and during this time, the user is crossing different access
networks (UMTS/HSPA, WiFi or WiMAX). During the streaming session, we monitor the application’s
buffer size. The buffer evolution is simulated by:

{

b[0] = 10Rplay

b[t] = max(0,min(10Rplay,(b[t−1]+ t p[t]−Rplay)))
(3.12)

whereRplay is the playback rate of the streaming application and 10Rplay is the maximum memory
size allocated to the buffer (i.e., 10 seconds of video playing). At the beginning of the simulation,
the buffer is assumed to be filled. When the simulation starts, the user moves and his terminal selects
automatically the appropriate access network. The buffer is filled at the current throughput ratet p[t]
every sample time. When the buffer runs out of content, the streaming application is interrupted.

We observe the interruption time length during the streaming session for two network selection
strategies. The percent of interruption time during the streaming session according to different play-
back rates are presented in Figure 3.10. We see that the interruption time of strategyp1 is much shorter
than that of strategyp2. In fact, the strategyp2 promotes low cost WiFi and WiMAX access networks
which perhaps cannot guarantee the QoS required by streaming applications. In the same network
coverage, strategyp1 selects high cost cellular access networks if they assure QoS support and if there
is no low cost WiFi/WiMAX access network assuring that quality. In the two cases, the buffer outage
is explained by the fact that none of available access networks satisfies the requirements of the user’s
application. In spite of the trade-off between QoS and price, a rational user prefers to pay higher price
for a good quality streaming service rather than to pay lowerprice for poor quality streaming. The
configurationp1 is more suitable thanp2 for users using streaming applications.
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Figure 3.10: Application-aware user prefer-
ences for streaming services
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Figure 3.11: Application-aware user prefer-
ences for data downloading services

In the same network coverage scenario, we assume now that theuser launches a data downloading
application. We observe the cost that the user pays for each Mbit of downloaded data. The averaged
cost per data volume for selection strategyp1 and p2 are presented in Figure 3.11. The results are
obtained for different values of UMTS cost criterion (the UMTS cost is unchanged during each simu-
lation). In this case, strategyp2 is more cost-effective than strategyp1. The gain of downloading speed
is very small compared to the cost to pay. Consequently, it appears that preferences configurationp2

is more suitable for non real time applications thanp1. The simulation results confirm effectively a
need of having an application-aware network selection to best suit the diversity of QoS requirements
of application classes.
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3.4.2 Situation-aware network selection

Generally, if the user is at home, he does not need to care about power-saving. If he is in his office,
he should select his secured enterprise networks for connectivity. Also, high-speed users should not
select small-cell-size access networks such as micro-cells or WiFi cells since their terminal will quickly
handover to another access network. Such strategies are indeed situation-aware network selections.

We consider two different situation profiles: at home and notat home. In the home environment,
most of the time, the home WiFi networks provide a good QoS support and importantly a low-cost
broadband access. Two user preferences configurations:p1 = [3,0,1,2,3] and p2 = [2,2,1,2,3] are
considered. In the first configuration, the user does not careabout power-saving issues and he sets high
priority preferences for the cost and QoS-related criteria. Intuitively, this preferences configuration
is suitable for the at-home situation. In the second configuration, the power consumption criteria
are taken into account in network selection and the cost is set to a medium priority. As we aim to
investigate the performance of streaming applications in this simulation, the QoS-related criteria in
both configurations are intentionally set to high priority.
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Figure 3.12: Streaming application performance in at-homenetwork situation

First, we simulate a user who runs a streaming application inhis home environment. The ratios of
the interruption time length to the streaming session duration for the two considered user preferences
configurations are presented in Figure 3.12. The interruption time of preferences configurationp2 is
much higher than that ofp1. The streaming quality of preferencesp1 is almost seamless. In fact, the
network selection with preferencesp1 results in selecting most of time the home WiFi access network.
Some small breaks occur when the playback rate is high since the simulated data rate of WiFi can
be below the playback rate and no other access network offer better QoS. In the case of preferences
strategyp2, when the quality of the WiFi access is slightly degraded, the UMTS or WiMAX access
networks will be selected instead. However, the quality of WiFi access network may be still better than
UMTS or WiMAX access networks. The power consumption gain ofUMTS and WiMAX interfaces
contributes a significant factor in the aggregate utility evaluation, which leads to such a decision. That
explains the difference between the outages of the streaming in the two network selection strategies.
Consequently, the preference configuration should take into account the user situation to fulfill the
user’s requirement.

Second, we investigate the use of the preference configurations p1 and p2 when the user is not in
his home environment (not at home situation). The user runs the same streaming application. The
ratio of the interruption time length to the total simulation duration is monitored and presented in
Figure 3.13. The preferences strategyp2 yields better results in terms of streaming quality. In fact,
the network selection using preferencesp1 promotes low cost access networks (like free public WiFi)
which sometimes do not have good enough QoS support. As preferences strategyp2 does not focus on
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Figure 3.13: Streaming application performance in not-at-home network situation

the cost factor, such low cost access networks will not be selected. The result confirms that preferences
strategyp1 which is suitable for the home situation does not perform well in the not-at-home situation.
Therefore, a preferences configuration specified for a particular situation will not be appropriate for
use in another situation profile. The user preferences configuration should be situation profile-aware.

We have shown the need of an application-aware and situation-aware preferences configuration. The
user preferences plays indeed an important weight in the selection decision. In the same network cov-
erage, two different preferences configurations lead to twodifferent selection results. An adequate user
preferences configuration thus becomes an important step inthe network selection design in hetero-
geneous network environments. However, the user preferences are user-specific as its name indicates.
There is no optimal preference setting. The preference setting should provide different modes, one for
novice users with default setting parameters and one for experts who can tune properly the parameters.

3.4.3 Power consumption efficiency

In this section, we evaluate the power-aware preferences configuration offered by the proposed net-
work selection scheme and the efficiency of the proposed power-saving interface management policy.
We consider a business man who takes a two-hour journey back home. During this long journey,
he takes a train, gets on a bus, stops at a shopping mall and then walks to home. He runs a real
time application (e.g., voice conversation and streaming video) on his terminal most of the time and
wants to optimize the use of the terminal’s battery in order to be always-on until arriving home. The
user therefore sets the highest priority preference for thepower consumption gain criterion from the
network selection’s GUI. The power-aware preferences configuration isp = [1,3,1,2,1]. We will
compare this power-aware preferences configuration with a non-power-aware preferences configura-
tion p′ = [2,0,1,2,1]. The user preferences configurationp and p′ are kept unchanged during the
simulation.

We consider the three following strategies: non-power-aware network selection (NS)withoutPower-
Saving Interface Management (PSIM), power-aware NSwithout PSIM, and power-aware NSwith
PSIM. The terminal’s lifetime in function of the remaining battery capacity for these three cases is
depicted in Figure 3.14. The device’s lifetime is computed from the beginning of the simulation until
the instant when the device runs out of battery. The results show that the power-aware preferences
strategies (two upper curves of Figure 3.14) make it possible to elongate the device’s lifetime sig-
nificantly compared to the non-power-aware configuration (the bottom curve). In fact, between two
alternatives with approximately the same quality, the power-aware strategy prefers the access network
that has lower energy consumption gain.
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Figure 3.15: Portable device’s lifetime forp1 =
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When the power-saving interface management policy rules asdescribed in Section 3.3.2 are imple-
mented, the device’s lifetime is clearly extended. From Figure 3.14, the network selection combined
with PSIM (the asterisk curve) allows the user to remain connected until reaching his home with a
smaller battery capacity usage(3Wh) compared to the network selection without PSIM(> 4Wh) (the
stared curve). In fact, the proposed interface management prevents users from selecting high power-
consumption interfaces if the remaining battery lifetime becomes low. These interfaces will be pow-
ered off to elongate the device’s lifetime. Also, the WiFi and WiMAX interfaces are powered off if the
mobile terminal’s velocity matches the pre-defined turning-off thresholds (see Rule 4 in Section 3.3.2).

In order to confirm the advantage of the proposed PSIM, we conduct some simulations with random
user preferences configurations. For each preferences configuration, we analyze the power efficiency
of the NS combined with PSIM (NS+PSIM) and the NS without PSIM(NS w/o PSIM). The results are
presented in Figure 3.15 for two preferences configurationsp1 = [3,2,1,1,1] andp2 = [3,1,1,1,1]. It
is clear that the NS combined with PSIM can reduce the wasteful power consumption and thus elongate
the device’s lifetime.

Furthermore, the PSIM can also reduce significantly the energy consumed during the idle communi-
cation mode. If we keep all three radio interfaces in standbystate, the total consumed power due to the
RF communication isPidle = τ(esb

umts+esb
wlan+esb

wimax) whereτ is the idle time duration andesb
i is the en-

ergy consumption rate of interfacei in standby state. If our interface management is used, the WiFi and
WiMAX interfaces are powered off. We can therefore minimize∆P = τ(esb

wlan + esb
wimax). The amount

of saved energy∆P is noticeable since the idle communication duration is normally greater than the
active one and the energy consumption rate in standby state of WiFi and WiMAX is considerable. For
example, ifτ = 5h, ∆P= 0.45W h(esb

wlan = 0.06W andesb
wimax= 0.03W), the amount of saved energy∆P

is significant compared to the total battery capacity of normal portable devices (e.g., around 6.66Wh
for Lithium-ion battery 1800mAh/3.7V). In short, the proposed power-saving interface management
provides an efficient solution to optimize the power consumption and elongate the device’s lifetime.

3.5 Summary

Existing mobility management solutions in heterogeneous networks require more improvements be-
fore they can be successfully deployed. The main challengesseem related to the business relationship
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between access network operators and also the capital investment in network infrastructure modifica-
tion. Accordingly, in this chapter we proposed a fully terminal-controlled mobility solution across het-
erogeneous networks without architectural changes in network operators’ infrastructure. We described
a user-centric approach for vertical handover management.We proposed in this work the user-centric
network selection, the power-saving interface managementand the adaptive handover initiation algo-
rithm at the terminal to support seamless terminal-initiated and terminal-controlled vertical handover.
The proposed access network selection is situation profile-based and application-aware (context-aware)
to suit different communication contexts. It enables terminals to select the most suitable access net-
work according to various access network characteristics.Multiple wireless interfaces of a terminal
device are handled in both idle and active communication modes to optimize the power consumption.
Interface management also serves as a complement to the network selection scheme by turning off
inappropriate interfaces according to the terminal velocity and the remaining battery lifetime. The
interface management solution optimizes the power consumption of battery-limited portable devices.
We also address an adaptive handover initiation scheme to assist the service continuity. The solution is
realistic and not much complex to implement in current mobile devices and networks.

In this chapter, we have shown that a seamless handover over avery loose coupling interworking
can be possible thanks to the help of adaptive handover initiation threshold. However, the handover
management is based on the fact that the terminal has multiple radio interfaces and the cell overlap is
enough large. In the next Chapter 4, we address a terminal-controlled solution to seamless handover
(for streaming users) in the case where the terminal is equipped with a single SDR interface as well as
in the case where the cell overlap is not enough large to support the above multi-interface handover.
Regarding the minimum required cell overlap condition for seamless handover of an SDR-enabled
terminal, a thorough analysis is given in Chapter 6.

∼∼4♥4∼∼



Chapter 4

Handover Prediction-Assisted Seamless
Media Streaming

[...the wireless communications environment is not readily conducive to streaming video. On one hand,
high-quality streaming video is no easy task. It involves downloading, decoding and playing video and
audio simultaneously, and with no or very limited re-buffering taking place. On the other hand, the
wireless environment is fraught with challenges like interference, multipath fading, bit stream errors
and mobile terminal devices that are moving targets, darting in and out of areas that may have different
transmission speeds as well as other characteristics....]

extracted from "Bringing Streaming Video to Wireless Handheld Devices" [112]

Among the challenges mentioned above, handover of mobile users is one of the important aspects
that we address in this chapter. In one-way streaming media applications, the pre-buffering at the
terminal-side is a well-known technique to overcome the shortage of media contents in the client’s
buffer. However, due to the limited memory at the terminal-side and the impairments of wireless
channel, the media content in the buffer suffers from drastic fluctuations. In this chapter, we ad-
dress a terminal-controlled adaptive pre-buffering policy based on handover prediction to support the
high-quality seamless media streaming to mobile users. Thehandover prediction will be thoroughly
analyzed.

4.1 Introduction

The increasing availability of wireless broadband networks has accelerated the widespread use of
multimedia services. Wireless technologies have been evolving towards high data rates and high QoS
support to ensure high-quality video streaming and video ondemand services. The capabilities of
portable devices continue to proliferate to accommodate future mobile multimedia services. However,
ensuring seamless streaming over heterogeneous wireless access networks for mobile users remains a
challenging task.

When one decides to bring video streaming applications to mobile devices, a set of challenges ap-
pears. One of them is the limited memory of portable devices.In a streaming application, the media
content at the client is stored in a buffer. Basically, such abuffer is an area of memory used for tem-
porary storage of data when a program or hardware device needs an uninterrupted flow of information.
Buffers are typically created in Random Access Memory (RAM)rather than on the hard disk, as fetch-
ing data from RAM is faster than retrieving it from the platter technology used in conventional hard
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drives [113, 114]. Hereinafter, the term "memory" is referred to as RAM. The good-quality seamless
streaming service requires maintaining terminal-side buffer of proper size with media contents to en-
sure the continuity of the multimedia session. Without use of a buffer, one would either have to wait for
the entire video to load to the local machine before playing,or endure playback with breaks and jumps
in the data stream. In order to smooth the streaming playback, some may suggest configuring the buffer
size to be very large. The problem is, the bigger the buffer, the less system RAM available for other
tasks. More particularly, today’s portable devices are increasingly multi-purpose and equipped with
multiple peripheral devices like camera, music player...but their RAM memory is limited. Hence, the
efficient utilization of the RAM memory in portable devices should be carefully considered, especially
while managing the streaming buffer.

The buffer size affects the amount of startup latency because a client usually does not start playing a
stream until the buffer is full. The conventional startup latency of 5 seconds is still frustrating for users
so that several enhancements, called advanced fast start, have recently been proposed in new released
media streaming clients to reduce such a delay [115]. The main idea is to start rendering content
when media player receives a minimum amount of data. At the same time, the data are streamed at an
accelerated rate, a rate that is faster than the encoded bit rate of the content, until the buffer is full. This
provides an instant-on, always-on streaming experience byeffectively eliminating buffering time.

Another well-known issue for streaming over wireless environment is the wireless network resource
fluctuation which induces packet losses, delay, jitter and breaks during the video streaming. Besides
variations of the wireless channel quality, the interruption during the handover process is also one of
important sources of discontinuity. While the former issuecan be resolved by intelligent streaming
with the content adaptation [115], the later has not been sufficiently addressed in the literature. It
represents the main target of this chapter.

The future 4G networks will provide users with facilities tomove across different networks as men-
tioned in previous chapters. Basically, when an MN roams to aforeign network, it suffers a blackout
period caused by handover. For the intra-system mobility between two WLAN APs for instance, the
MN can communicate with only one AP at a time. Thus, it cannot communicate with a new target AP
before stopping the communication with the old one. In fact,the MN must carry out the measurement,
selection, authentication and association processes withthe target AP. It also spends time on config-
uring a new CoA and then registering its CoA with its HA and itsCN. The overall handover process
induces a latency which causes packet losses and thereby streaming breaks. The same issue will hap-
pen if the MN uses an SDR-based reconfigurable interface [85][84] for the vertical handover between
two different wireless access systems.

Even if the MN is equipped with multiple radio interfaces to realize asoft inter-system handover
(i.e., two communications at a time: one with the old access node and one with the new access node
during the handover execution), handover interruption maystill occur. If the cell overlap region is
small, the MN may move out of the old radio coverage before thehandover procedure is completed.
The communication is therefore interrupted, which impliesthe shortage of the streaming buffer.

In this chapter, we propose a terminal-controlled pre-buffering adjustment policy, running at the
terminal to maintain the appropriate amount of media content in the buffer. The main idea is to stream
data at accelerated rates when necessary to fill the buffer toprevent the content shortage after taking
through bad wireless channel experiences or prior to handover executions. To do so, we propose a
practical handover prediction which assists the pre-buffering management.

4.2 Related work

In recent years, many techniques have been proposed to address the network resource fluctuation
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for the multimedia streaming over fluctuating bandwidth andbest-effort wireless networks. The source
coding community has proposed a scalable video bit stream [116] in such a way to enable the server to
adapt the video bit rate to the current available bandwidth.Other adaptive media streaming solutions
that could adapt the stream quality with respect to variations of the transmission channel or the conges-
tion state were studied in [117, 118]. In addition to the quality adaptation perspective, error-resilient
coding and channel coding techniques [119, 120] were also used to mitigate packet losses and long
delay in data transmission.

In an MIP-enabled wireless environment, different improvements were introduced to reduce the
handover latency and packet loss caused by MIP handovers like the fast MIP [28], the hierarchical
MIP [27] and the smooth handover scheme [121]. Yet, the packet loss is still present due to the small
cell overlap region or due to the ineligible handover latency which may be up to few seconds. Although
the pre-buffering techniques have been already used to overcome the possible shortage of media buffer,
few studies address the seamless streaming considering theblackout of handover. As the media buffer
size is limited, the pre-buffering operation should be adaptively handled. The inaccurate pre-buffering
decision can lead to the shortage of the media buffer. As the pre-buffering at an accelerated speed
implies the additional load on the server side as well as on the wireless link, it should be properly
triggered when needed and when suitable. An accurate handover prediction combined with an accurate
available bandwidth is thus crucial to determine the suitable pre-buffering initiation instant.

The available bandwidth estimation is an active area of research in its own right [122–125]. Usu-
ally, the available bandwidth estimation is based on the useof probing techniques, i.e., observing the
behavior of the probe packets exchanged between the server and the client. The end-to-end available
bandwidth corresponds to the available bandwidth of the wireless radio link since the radio link usu-
ally acts as a bottleneck for data transmission. If the server is cooperative for the available bandwidth
measurement (i.e., sending probe packets to the client), techniquePathload[122] or Pathchirp [123]
can be used. In fact,PathloadandPathchirpuse the time dispersion at the client of the received probe
packets through a bottleneck radio link to deduce the available bandwidth. Otherwise, the technique
Spruce[125], which consists of forcing an uncooperative server tosend the probe packets to the client,
can be employed. These techniques give satisfactory results; therefore we suppose that this information
will be given by any of these methods. However, we will focus on the handover prediction aspect in
the following.

In the literature, most of the handover prediction can be achieved by estimating the current posi-
tion or matching the usual movement patterns of mobile users. A dynamic Gauss-Markov or hidden
Markov model applied to historical and current movement information has been used to predict the
user’s location or user’s speed [126] [127]. Such information is coupled with the knowledge of access
network deployment maps to predict imminent handovers. Also, the handover prediction based on tra-
jectories followed in the recent past and movement habits ofmobile users was introduced in [128] and
references therein. These solutions are not feasible in reality since user mobility behaviors as well as
wireless network topologies change in an irregular manner.Accordingly, maintaining such a database
of user movements and network topologies is very costly and difficult to implement in a large-scale
real network environment.

A more pragmatic handover prediction based on the RSS was exploited in [129–132]. The expected
amount of time before a connection to be lost has been calculated using a linear prediction from two
consecutive averaged RSS values [129]. Such a linear prediction is not accurate as the RSS values
are highly fluctuating due to fading and shadowing effects. The first-order Grey Model (GM) has
been shown as an efficient solution to mitigate the noise in RSS values and to predict the future RSS
values, which makes it possible to help the handover decision [130] [131]. Recently, the GM has
been used to predict handover probability regions (low, medium or high) for an adaptive buffering
to avoid the streaming interruption during handover in WLANnetworks [132]. However, the given
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buffering scheme does not take into account the achievable data rate of current streaming connections,
the network resource availability and the handover latency. This solution does not show how the
terminal can achieve the required pre-buffering data to overcome the handover interruption. It only
informs about the necessity to pre-buffer. Besides, in [133] [134], an estimation of handover latency
and transient packet losses was exploited to calculate the adaptive required buffer size. However, these
solutions did not determine the pre-buffering initiation instant and required a cooperation between
client and streaming server. Contrary to the existing solutions, based on the handover prediction (i.e.,
remaining time before handover or remaining time before moving out of the serving cell) and the
available bandwidth, terminal devices will control the pre-buffering operation to ensure the seamless
streaming.

4.3 Client-side adaptive pre-buffering management

We focus on providing an efficient terminal-controlled pre-buffering management scheme to prevent
from streaming interruptions during handover. The proposed solution does not require any changes to
the network infrastructure as well as to the handover procedure. We assume that the streaming buffer
at the terminal is already set to an appropriate size to avoidnetwork fluctuations as well as handover
blackouts. The buffer size may be fixed but the media content in the buffer is variable. To achieve the
seamless streaming, we focus on handling the amount of mediacontent in the buffer by managing the
pre-buffering operation. In fact, we force the media content to be streamed at an accelerated speed to
fill the buffer at suitable instants. The pre-buffering scheme is managed and controlled by the terminal
itself without any additional cooperation with the streaming server. No change is required at the server
side, which makes our approach feasible.

When the User Datagram Protocol (UDP) is used to carry multimedia streams, the average data rate
of UDP session should be equal to the playback rateRr of the streaming application (i.e., encoded
bit rate) in normal network conditions. In order to fill the buffer at an accelerated speed, the client
can adjust its current connection data rate if the server supports data rate negotiation. Otherwise, the
client needs to openn = d∆R/Rre (∆R is the possible increased data rate which is constrained by the
available bandwidth) supplementary connections ofRr to fill the buffer in time. Hereafter, we assume
that the server streams the data to the client at a steady datarate ofRr for each UDP connection. As
opening new UDP connection to increase the streaming speed will generate the additional load at the
access network side and also at the server side, it is preferable to do it only when needed. We propose
a pre-buffering policy at the terminal as follows:

• Rule 1: If the data in the buffer is less than a pre-defined thresholdb[t] ≤ bmin, open a supple-
mentary UDP connection to fill the buffer duringbmax−b[t]

Rr+∆R wherebmax is the maximum size of the
buffer,b[t] is the current amount of data in the buffer and∆R is the streaming speed of the addi-
tional connection. Usually, it is equal to the encoded bit rate, i.e.,∆R= Rr . In fact, the streaming
speed of the additional connection is constrained by the maximum available bandwidth at the
radio link Rmax, that is(Rr + ∆R≤ Rmax). The thresholdbmin can be determined as a minimum
amount of data necessary for rendering media stream. The value of bmin can be set to 2− 3
seconds of playing-out video. This condition may happen dueto the handover execution or the
wireless network resource fluctuation.

• Rule 2: If the available bandwidth is high (for exampleRmax > 2Rr) and the buffer is not full,
open a supplementary UDP connection to fill the buffer.



4.3. Client-side adaptive pre-buffering management 77

• Rule 3: If the handover is predicted to be imminent and the buffer is not full, trigger the pre-
buffering operations. This is the main focus of this work to avoid streaming interruptions during
handover. The details according to different handover scenarios are presented in the following.
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Figure 4.1: Horizontal and vertical handover model

To effectively manage the adaptive pre-buffering rule prior to the handover, the mobile terminal
should predict the handover indicators like remaining timebefore handover and remaining time before
moving out of the serving cell. Next, this information will be coupled with the knowledge of the
handover blackout period and the available bandwidth on thecurrent link to make the suitable decision
about the pre-buffering. The blackout period will be the handover latency in the case of horizontal
handover via the same radio interface (see Figure 4.1). For vertical handover using two different
radio interfaces, the blackout period is the difference between handover latencyτho and time before
moving out of the serving cellTbmo (see Figure 4.1). The handover latencyτho depends on target
access technologies. It corresponds to the delay for establishing the connection to a new access point
and updating MIP bindings. The handover latency estimate was studied in [133]. For the sake of
simplicity, a predefined well-known per-access technologyhandover latency value is assumed.

4.3.1 WLAN horizontal handover

The horizontal handover between two WLAN APs using one radiointerface is difficult to achieve
seamlessly. Similarly, the hard handover between two WiMAXcells or the vertical handover between
two different technologies using an SDR-enabled device always suffers a blackout period during the
switching from the serving BS to the target BS. Recall that the blackout period in this case corresponds
to the handover latency,τbo = τho. To achieve a seamless streaming over such a handover, we propose
a pre-buffering scheme as follows:

Step 1 - Calculate the time before handover:When the terminal receives a good RSS from a neigh-
boring AP, the remaining time before handoverTbho is predicted for each new pair of measured RSS
values from serving and neighboring APs. The details of the prediction are presented in Section 4.4.2.

Step 2 -Calculate the required advance time:The required advance time constraintTad at instantτ to
fill the buffer if the MN opens one supplementary connection of an allowable data rate∆R is computed
as:

Tad[τ] = Tcon+
(min{bmax,Rrτbo}−b[τ])

∆R
(4.1)

whereTcon is the time required to establish the additional UDP connection andb[τ] is the amount of
data already in the buffer at instantτ. The increased data rate depends strongly on the available band-
width constraint, i.e.,∆R= min(Rmax[τ]−Rr ,Rr) whereRmax[τ] is the maximum available bandwidth
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at instantτ. It should be noted that the advance timeTad will not be changed every measurement sample
due to the large time-scales fluctuation of the available bandwidth. Also, if bmax< Rrτbo, the terminal
can allocate more memory for the media buffer (setbmax= Rrτbo) if possible to avoid streaming breaks
during handover.

Step 3 - Pre-buffering triggering condition tuning:The advance timeTad is a constraint for the
pre-buffering initiation decision. On one hand, in order tosuccessfully pre-buffer the required amount
of streaming contents, the pre-buffering operation shouldbe triggered under the following condition
Tbho[m] ≥ Tad[m]. On the other hand, the pre-buffering should not be triggered too early since the
user may change its movement direction and the handover may not occur. If the terminal keeps its
movement pace (i.e., direction and velocity) andTbho[m] drops below(Tad + ∆T) (where∆T is the
measurement interval), the next valueTbho[m+ 1] is probably less than or equal toTad. A priori,
the triggering condition should satisfyTbho[m] ≤ Tad + ∆T. To avoid the overestimation effect of the
handover prediction, we suggest adding a hysteresis marginγ to the upper bound triggering condition.
The choice ofγ will be based on the confidence interval of the reliable predicted handover instant (i.e.,
those predicted when the MN is close to the handover instant). The pre-buffering is triggered at instant
m if:

Tbho[m]≤ Tad[m]+ ∆T + γ (4.2)

The additional connection will endure until the buffer is fulfilled or until the handover occurs. One
may note that ifTbho[m] < Tad[m], opening one supplementary connection is not enough to fill the buffer
in time. In this case, we need a pre-buffering recovery step as described below.

Step 4: Pre-buffering recovery:During the pre-buffering operation, a severe drop of the time before
handover estimation values at instantj > m may occur. This may be due to an abrupt change of user
movement pace. Therefore, during the pre-buffering procedure, we monitor the following condition:

min{bmax,Rrτbo}−b[ j] > ∆RTbho[ j] (4.3)

If (4.3) occurs, it means that the time duration to fill the buffer is greater thanTbho. If Tbho[ j] > Tcon

(i.e., the remaining time before handover is large enough toestablish a new connection), initiate new
supplementary UDP connections of streaming speed∆R′. The value of∆R′ is:

∆R′ =
min{bmax,Rrτbo}− (b[ j]+ ∆RTcon)

Tbho[ j]−Tcon
−∆R (4.4)

In other words, the number of new supplementary UDP connections to compensate the abrupt
change ofTbho during the pre-buffering procedure isn′ = d∆R′

Rr
e. Consequently, the total number of

additional connections becomes(1+n′).

4.3.2 Multi-interface vertical handover

In vertical handover using two different radio interfaces,the terminal can use a target radio interface
to establish the connection with the target access network while its communication is still on-going
via the serving radio interface. If the cell overlap is largeenough and the handover instant is correctly
decided, the terminal will finalize its handover procedure via the new interface before moving out of
the old radio coverage. The session continuity is thus seamlessly maintained. When the cell overlap is
too small, the mobile terminal’s velocity is very high or both, even if the terminal initiates a handover
as soon as it enters the overlap region, the blackout period will not be negligible. Note again that we do
not aim at modifying the existing vertical handover decision algorithm. Once the handover is initiated,
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we decide whether or not to trigger a pre-buffering. In fact,the pre-buffering decision is based on the
estimate of the blackout period. That is:

τbo[i] = τho− (i− th)∆T−Tbmo[i] for ∀i ≥ th (4.5)

whereth is the handover initiation instant,Tbmo is the remaining time before moving-out of the serving
cell andτho− (i− th)∆T is the remaining time before the handover completion. The details of pre-
buffering scheme are as follows:

Step 1 - Calculate the time before moving-out of the serving cell: When the vertical handover is
initiated, MN starts predictingTbmo. Based on the RSS values from the serving BS, the MN predicts
the instant where the RSS drops belowθborder, the received signal strength at the cell border. The
later is the minimum RSS value where the radio link can be hold. Accordingly, the value ofTbmo is
predicted. The details ofTbmo prediction are presented in Section 4.4.3.

Step 2 - Pre-buffering triggering condition tuning:Basically, the pre-buffering operation is triggered
if τbo[th] > b[th]

Rr
. It means that we need pre-buffering if the current bufferedmedia is not enough to

play out during the handover blackout. In order to take into account the prediction overestimation,
we suggest adding a hysteresis marginγ in the triggering condition like in the case of the horizontal
handover. That is to say, if(τbo[th] + γ) > b[th]

Rr
, initiate the pre-buffering process with the required

accelerated data rate∆Rwhich is given by:

∆R=
min{bmax,Rrτbo[th]}−b[th]

Tbmo[th]−Tcon
(4.6)

The pre-buffering procedure can be successfully achieved if ∆R≤ (Rmax[th]−Rr). The number of
supplementary connections is:

n = d∆R
Rr
e< dRmax[th]

Rr
−1e (4.7)

These connections will endure until the handover occurs or the buffer is fulfilled.

Step 3 - Pre-buffering recovery:To overcome the uncertainties of the user movement pace change,
we suggest monitoring the following condition during the pre-buffering operation at each instantj > th:

min{bmax,Rrτbo[ j]}−b[ j] > ∆RTbmo[ j] (4.8)

If (4.8) occurs, new supplementary UDP connections of increased streaming speed∆R′ are required
to be established ifTbmo[ j] > Tcon. In addition ton supplementary connections, we need to initiate
n′ = d∆R′

Rr
e new ones to boost the pre-buffering, where

∆R′ =
min{bmax,Rrτbo[ j]}− (b[ j]+nRrTcon)

Tbmo[ j]−Tcon
−nRr (4.9)

4.4 Handover prediction

The handover prediction plays a crucial role in the previously proposed pre-buffering scheme. Two
important parameters are the time before handover and the time before moving-out of the serving cell.
To predict these two parameters, we employ the first-order Grey Model GM(1,1) filter. In fact, the grey
prediction establishes a grey model extending from the pastinformation to the future one based on the
past and present known information (the measured RSS values). The GM method is chosen because of
its efficiency and its low computational power [135].
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4.4.1 Overview of GM(1,1)

The main feature of GM(1,1) is to build up a first-order ordinary differential equation from discrete
sequence of measured RSS values. The RSS value at a distanced from an AP is computed using the
COST-231 model [136]:Pr [dB] = K1−K2log(d)+Xσ whereK1 depends on transmission and reception
antenna gains, the antenna height, the center frequency andthe signal’s wavelength, andK2 represents
the path loss factor.Xσ is an independently and identically distributed zero mean stationary Gaussian
random process modeling shadow fading.

Given a set of RSS from one visible AP at the terminalX(0) = {X(0)[1],X(0)[2], . . . ,X(0)[n]} where
X(0)[i] is the RSS at discrete timei, the accumulated generating sequence dataX(1) = {X(1)[1],X(1)[2], . . . ,X(1)[n]}
are computed asX(1)[k] = ∑k

i=1 X(0)[i]. The first-order ordinary differential grey model is formulated
as [137]:

dX(1)[k]
dk

+aX(1)[k] = b (4.10)

where[a,b] are the parameters to be determined. By using the Least Square Error Method,[a b]T =
(BTB)−1BTYn where

B =











−0.5(X(1)[0]+X(1)[1]) 1
−0.5(X(1)[1]+X(1)[2]) 1

...
...

−0.5(X(1)[n−1]+X(1)[n]) 1











andYn = [X(0)[2],X(0)[3], . . . ,X(0)[n]]T . The filtered and predicted RSŜX(0)[k] values are therefore
given by:

X̂(0)[k+1] = (X(0)[1]− b
a
)(1−ea)e−ak for k≥ 1 (4.11)

4.4.2 Time before handover prediction

The time before handover is a key indicator for an adaptive buffering streaming to overcome the
blackout period during the horizontal or vertical handoverusing one radio interface. For example, the
horizontal handover between two WLAN APs is initiated basedon the RSS values. During the commu-
nication with the serving cell, the MN measures the RSS from both serving and potential neighboring
cells. The handover will be triggered if̂Ps+ δh ≤ P̂n whereP̂s, P̂n are the filtered RSS values from
serving and neighboring cells respectively, andδh is a hysteresis margin used to avoid handover ping-
pong effects. After the handover initiation, the communication may be interrupted during the blackout
period as illustrated in Figure 4.1. If the handover triggering instant (or the remaining time before han-
dover) can be predicted, the pre-buffering mechanism can beeffectively handled to achieve a seamless
streaming.

When the mobile terminal receives the good signal from a neighboring access node, it employs the
GM(1,1) filter to predict the future RSS from serving and potential neighboring access nodes. Let
us denotePs[i] and Pn[i] the RSS values of serving and neighboring access nodes (i ≤ m wherem
is the index of the last RSS measurement sample). While the handover does not occur, computêPs

and P̂n, the predicted RSS values ofPs andPn. We predict the future handover instantk > m where
P̂s[k]+ δh < P̂n[k]. Consequently, the time before handover is:

Tbho = (k−m)∆T (4.12)

where∆T is the RSS measurement sampling interval. In the case of the WLAN, for instance,∆T is
equal to the beacon broadcast period of 100ms.
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The handover prediction accuracy depends on the number of actual RSS samples{P[m−N],P[m−
N +1], . . . ,P[m]} employed as inputs in the GM(1,1) filter. Usually, the input sequence data sizeN is
rather small since only two parameters are needed to be identified in (4.10). However, due to the RSS
fluctuation, the longer the finite sequence data sizeN, the more regular the RSS predicted valuesP̂. As
the predicted valueŝP[k] (k > m) are computed on the measured values until instantm, the accuracy
of P̂[k], hence the accuracy ofTbho, is a decreasing function of(k−m). The predicted valuesTbho

are obtained under the assumption that the future RSS evolution would follow the fitting-curve (4.11).
In other words, the terminal movement direction and its velocity are assumed to be unchanged from
instant(m−N) to instantk. Consequently, we cannot predict the time before handover too much in
advance.
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Handover Prediction
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Figure 4.2: Handover prediction scheme

It is interesting to have a rough idea about the value ofTbho beyond which a pre-buffering will be
triggered. From (4.2), the handover instant is required to be predicted at leastTad seconds in advance.
From (4.1), if we replace the increased data speed by∆R = Rr , we haveTad ≤ Tcon+ τbo. Connec-
tion establishment durationTcon is indeed equal to several Round-Trip-Time (RTT) for exchanging
signaling control messages between the client and the server. The value ofTcon is around hundreds of
milliseconds. Handover blackoutτbo between two WLAN APs may be up to few seconds. Therefore,
our prediction scheme is required to be able to forecast the handover instant a few seconds in advance.

As mentioned earlier, the handover prediction accuracy depends on the regularity of the RSS evolu-
tion. An abrupt change of the user’s movement direction, theuser’s velocity, or both may cause errors
in the handover prediction. The error due to a movement change will be completely removed afterN
measurement samples. In order to mitigate very soon the movement change effect, we suggest using
a change detection mechanism in the handover prediction scheme (see Figure 4.2). The basic idea of
the change detection mechanism is to detect as soon as possible a movement direction change, a brutal
velocity change or both in order to adjust the GM(1,1) filter inputs.

A change in the movement direction or in the velocity does notinduce an abrupt change in the RSS
evolution. In fact, the latter is a function of the distance between the mobile user and the BS. Hence, it
is challenging to detect immediately such a change. As the RSS sequence does not contain any explicit
deterministic component, we cannot detect a change in the RSS evolution which is subsequently caused
by a change in the movement pace. That explains why we employ achange detection after the GM(1,1)
filter application. The change detection mechanism observes the evolution of the predicted handover
instantyt = k which is a deterministic component. An abrupt fluctuation ofyt implies a change in the
user movement pace.

The most successful algorithm of the sequential change detection is Page’s Cumulative Sum (CUSUM)
[138]. We employ the CUSUM Recursive Least Square (RLS) filter, which combines adaptive filters
with the CUSUM test as a change detector, to detect changes inthe sequenceyt . The CUSUM RLS
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algorithm is described as follows:

θ̂t = λθ̂t−1 +(1−λ)yt (4.13)

εt = yt − θ̂t−1 (4.14)

g1
t = max(g1

t−1 + εt−ν,0) (4.15)

g2
t = max(g2

t−1− εt−ν,0) (4.16)

The formula (4.13) yields the RLS estimate whereλ is referred to as a forgetting factor. A large
value of the forgetting factor (λ = 0.9) is intensionally selected to reduce the estimation noise. In
(4.14),εt is the prediction error used as a distance measure for detecting a change. The test statistic
g1

t (g2
t ) sums up its inputεt , with the idea to trigger an alarm when the sum exceeds a threshold h. If

the residualεt is a white noise sequence (no change occurs), the test statistic will drift away similar
to a random walk. A subtraction of a small driftν and a resetting to zero operation (oncegt becomes
negative) are used to prevent false alarms and to prevent a long detection delay after a change. Since
a change can result in an increase or a decrease of the handover instantyt , we use two parallel testsg1

t
andg2

t for detecting the increase or decrease in its mean value. When a change is detected at instant
ka = t (i.e.,g1

t > h or g2
t > h), resetg1

t = 0, g2
t = 0, andθ̂t = yt .

The two design parameters of the CUSUM test are driftν and thresholdh. According to [138], drift
ν is usually set to one half of the expected changeν = 0.5|θka−θka−1| whereas thresholdh depends on
the signal sequence characteristics and is usually determined by experience or by using a training set of
data [139]. In the literature, different methods for choosing h based on a false alarm probability and a
suitable delay for detecting a change (change detection delay) were proposed in [138] [140]. However,
the formulation is asymptotic and difficult to apply in practice.

The outputs of the change detection algorithm are the estimator of the handover instantk̂= [θ̂t ] (with
[x] denoting the nearest integer ofx) and the change instantka. Accordingly, we haveTbho= (k̂−m)∆T.
At the beginning of the prediction scheme,ka is set to 0. Once a change is detected, a new value ofka

is thus updated and reported in the RSS input sequences. If nochange is detected, the GM(1,1) filter
uses the lastN RSS values as inputs. Otherwise, recent RSS values associated with a new movement
pace is used rather than allN last RSS values. Once a change is detected at instantka, such change
probably occurs at instant(ka−M) whereM is a change detection delay. In general,M is less than one
half of input data sequence size(M ≤ N/2).

The choice of input sizeN is a trade-off between the prediction regularity and the change detection
delay. If N is large, the change detection delay is too long. Otherwise,a small value ofN implies
significant fluctuations ofTbho. As the radio signal strength is spatially correlated [141], it is preferable
to use the RSS sequence measured within a correlation distance. In urban environment, a correlation
distance of 20m is widely adopted [142]. Hence, the value ofN and M are determined from the
measurement interval and the supportable movement velocity.

4.4.3 Time before moving out of the serving cell prediction

Contrary to the prediction ofTbho, the prediction ofTbmo is based only on the RSS of serving access
nodePs[i]. The main idea is to forecast the future instantl when the user moves out of the serving cell
(hereafter the moving-out instant). At this instant,P̂s[l ] becomes inferior toθborder (i.e.,P̂s[l ] < θborder).
It is the signal strength threshold below which the communication could not be maintained.

The prediction scheme forTbmo is also illustrated in Fig. 4.2. The prediction scheme uses the
available data sequence{Ps[m−N],Ps[m−N+ 1], . . . ,P[m]}. Similarly to theTbho prediction scheme
described above, in order to mitigate the effect due to movement change, we use a CUSUM RLS filter
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to detect the movement change and to smooth the predicted moving-out instant. The change detection
mechanism monitors the evolution of the predicted moving-out instantyt = l . If a movement change is
detected atka, the GM(1,1) filter input will be updated accordingly. The choice of data sequence size
N and CUSUM design parameters(h, ν) are identical to those used in theTbho prediction scheme. The
predicted moving-out instantl̂ = [θ̂t ] (θ̂t is the filtered value of predicted moving-out instantyt ) is used
to computeTbmo:

Tbmo= (l̂ −m)∆T (4.17)

wherem is the last measurement instant and∆T is the time length between two consecutive RSS
samples used in the prediction scheme.

4.5 Performance evaluation

The goal of this section is to validate and evaluate the effectiveness of the proposed handover pre-
diction scheme by investigating different user movement scenarios. To this end, we focus only on
the proposed pre-buffering policy involving the handover (rule 3 in Section 4.3) by assuming that the
buffer is not full before the handover.

We simulate a user movement between two neighboring APs. Forpedestrian users with the maxi-
mum velocity of 2m/s and measurement interval of 100ms, we specifyN = 100 (i.e., the RSS values
measured within a correlation distance of 20m). After having examined different movement change
direction scenarios, we see thatν = 15 andh = 2000 are a suitable choice for the change detection
design parameters. By doing so, a change is detected after a maximum change detection delay of 40
samples. As a results, we setM = 40 throughout the simulations.
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Figure 4.3:Tbho prediction and pre-buffering management

First, the user moves from AP1 to AP2 without change of direction and velocity. The RSS evolution
from the two APs and the predictedTbho result according toδh = 0 are depicted in Figure 4.3. We
can observe that the prediction result is more fluctuating when the user is far away from the handover
instant and well coincided with real values (the realTbho values are deduced from the handover instant)
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when the user is close to the handover instant. The result shows that the proposed handover prediction
makes it possible to predict the handover more than 10s in advance. We repeat this simulation many
times and observe the fluctuation ofTbho at 10s and 5s before the handover instant. The confidence
interval [143] ofTbho is computed as:

P(|Tbho−Tbho| ≤
tn,α/2σm√

S
) = 1−α wheren = S−1 (4.18)

whereSis the number of simulations,Tbho is the mean ofTbho overSsimulations andσm is its standard
deviation. In the above equation,(1−α) is the confidence level andtn;α/2 is the percentage point
of Student’s distribution such thatP(|tn| > tn;α/2) = α. It means that we are(1−α)100% sure that

the predicted time before handover varies fromTlower = (Tbho−
σmtn,α/2√

S
) to Tupper = (Tbho+

σmtn,α/2√
S

).
According to our simulation results, with the confidence level of 90%, the confidence interval ofTbho at
10s and 5s before handover (through 100 simulation repetitions) is(10.57±0.33)s and(5.24±0.19)s
respectively.

The results confirm the reliability of our predictedTbho and the overestimation tendency of the
predicted values compared to real values. The later is due tothe GM(1,1) filter nature and has been
well-known recorded in the literature [131] [132]. The results show the necessity of adding a hysteresis
γ in the pre-buffering triggering condition (4.2) to avoid the unexpected fluctuation and overestimation.
In this case,γ of around 0.4s should be appropriate. We assume thatτbo = τho = 2s, Rr = 500KB/s,
Tcon = 0.1s, γ = 0.4s, the buffered media before the handover is maintained around 600KB andbmax≥
Rrτbo. By applying the proposed buffering scheme, the evolution of the media in the buffer is illustrated
in the bottom of Figure 4.3. The results show that the streaming delivery is seamlessly achieved
throughout the handover interruption period.
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Figure 4.4:Tbmo prediction and pre-buffering management

In the same simulation, we use now the RSS sequence from AP1 totest theTbmo prediction scheme.
Assuming thatθborder = 10dB, the predictedTbmo is shown in Figure 4.4 (i.e., the moving-out instant is
tl = 1733). We observe that the predictedTbmo is very close to the realTbmo. With the confidence level of
90%, the confidence interval ofTbmoat 10sand 5sbefore the moving-out instant is(10.88±0.37)s and
(5.33±0.17)s respectively. The results confirm the effectiveness and reliability of the Tbmo prediction
scheme. They also stipulate the introduction of hysteresismargin γ in the pre-buffering triggering
condition. We assume thatγ = 0.3s, τho = 3s, handover instantth = 1717,Rr = 500KB/s, Tcon = 0.1s
and the buffered media before the handover is maintained around 600KB. By applying the proposed
pre-buffering scheme, the evolution of the buffered media is represented in Figure 4.4. The result
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confirms the effectiveness of the proposed handover prediction and the proposed re-buffering policy.
In the following, we will focus on theTbho prediction scheme since the same results can be found in
the case of theTbmo prediction scheme.

Secondly, the user follows the same trajectory described above but his velocity is varied. The change
of velocity influences slightly the regular evolution of theRSS sequence and thereby the predictedTbho

as illustrated in Figure 4.5. We see a rapid decrease ofTbho aroundt = 400. It is due to an abrupt
increase of the terminal’s velocity. Otherwise, minor changes to the terminal’s velocity do not affect
the prediction ofTbho. The result shows that the prediction scheme performs well even in the case of
the velocity fluctuation and that it provides a reliableTbho for the pre-buffering policy. The evolution
of the buffered media in Figure 4.5 is obtained with the same simulation parameters as described in the
first simulation. We can conclude that our solution is robustagainst the velocity fluctuation.

Thirdly, we investigate the performance of our prediction scheme against the movement direc-
tion change. Two types of movement change can be distinguished: from very-soon-handover to no-
handover situation and from no-handover to very-soon-handover one. The former is not a critical
situation since the predicted handover, which does not occur due to the movement change, may induce
a pre-buffering operation but does not affect the performance of the streaming application. On the
contrary, the latter is critical sinceTbho drops from an infinity value to a small value right after the
movement change. We select this latter case to test our handover prediction scheme. Basically, the
handover prediction should be able to detect such a change with an acceptable delay to adjust theTbho

and therefore to initiate correctly the pre-buffering operation. In this simulation, a movement direction
change happens at instantt = 1000 and the handover occurs at instantt = 1150. The terminal’s velocity
v = 1m/s is kept unchanged.

We compare our proposed prediction scheme with two others: one without change detection mech-
anism and one with capability to detect immediately the movement change. Such an immediate detec-
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Figure 4.5: Performance evaluation for the variable movement velocity case
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Figure 4.6: Performance evaluation for movement directionchange

tion is impossible in reality. The time before handover prediction results from the three above schemes
are presented in Figure 4.6. We see that the proposed prediction scheme yields a better result compared
to the two others. If a change detection is not used, the errorof Tbho is significant and such an error can
be mitigated only afterN time samples. If a movement change is immediately detected,the predicted
valuesTbho right after the change instant fluctuates due to the small size of the input RSS set used in
the GM(1,1) filter. We can see that the suitability of the pre-buffering policy since the streaming is
seamlessly achieved. The results prove the rationality of our proposed handover prediction scheme and
the efficiency of the proposed pre-buffering scheme.

Real streaming experiments implementing our proposed handover prediction and streaming buffer-
ing policies have been tested in our lab1. The VideoLAN code has been modified to launch automati-
cally required supplementary connections with the server to boost the download of the media content.
The results show that the streaming is maintained seamlessly while a mobile terminal (laptop) is roam-
ing among the WiFi APs. This result is a part of my colleague’swork and is not presented here.

4.6 Summary

In this chapter, we presented a handover prediction scheme based on the received signal strength
level using Grey-Model filter. We proposed to use the CUSUM statistics to detect the movement pace
changes inside the handover prediction. More precisely, based only on the signal strength measure-
ment, we estimate the remaining time before handover and theremaining time before moving-out of
the serving cell. We have verified that our scheme is efficientand pragmatic to predict the handover.
The predicted information is crucial for the handover preparation management. We have specified a
terminal-controlled adaptive pre-buffering management using the handover prediction results at the
terminal side. The solution aims at delivering seamlessly multimedia services to mobile users during
both horizontal and vertical handovers. The solution is envisioned for handovers using reconfigurable

1The experiment and test-bed were set up and realized by my colleague Mehdi Nafa.
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interface terminals and multi-interface terminals. It does not require modifications to current network
infrastructures and the mobility management procedure. The proposed pre-buffering policies serve as
a complement to the terminal-controlled mobility management proposed in Chapter 3 to offer mobile
users the seamless streaming without any break.

One more time, we explore how the terminal can assist users tomanage and to enhance the service
quality and mobility performance. In the second part of thisthesis, we will explore the control of the
network side to improve the mobility management.

∼∼4♥4∼∼





Part II

Network-Controlled Approach

In the first part of this thesis, we explored the user-controlled mobility management approach over
heterogeneous wireless environments. Such approach provides users with facilities to personalize and
customize their mobility services. However, the terminal might not have the possibility or capability
to gather all information related to neighboring cells as well as available resources of the surround-
ing access networks to effectively handle the mobility management. In any case, the control from the
network side is still primary from the operators’ perspective. The concept of network-controlled han-
dovers, commonly used in cellular technologies, becomes essential for distributing radio resources
optimally and fairly, and for allowing each mobile user to take full advantage of the multi-access
multi-technology capability.
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Chapter 5

Interworking Architecture Design

Interworking: The act of working in together; interweaving
Webster’s Revised Unabridged Dictionary

In addition to the very loose-coupling architecture described in Chapter 3, we propose in this chap-
ter i) an interworking architecture between UMTS and WiMAX systems, andii) an interworking and
roaming architecture between 3GPP and non-3GPP systems using an RII functional entity. The integra-
tion of the RII into the on-going 3GPP LTE architecture to support interworking and roaming among
different access systems, considering different service level agreements among operators, is presented.
The signaling message sequence charts of different handover scenarios are detailed.

5.1 Introduction

A research trend which aims to integrate 3GPP/UMTS and WLAN to benefit the high data rate
and low cost of WLAN has much attracted research community and standardization bodies for the
last few years. Different interworking approaches have been summarized and discussed in Chapter 1.
Initial study about interworking between 3GPP system and WiMAX has been achieved within WiMAX
Forum [144] and for the moment it does not consider the real inter-system handover: it is based on
reuse of the 3GPP-WLAN interworking model proposed by 3GPP.Accordingly, in Section 5.2 of this
chapter, we propose a possible UMTS-WiMAX interworking architecture based on the 3GPP standards
and present the corresponding handover procedures.

In heterogeneous networks, interworking and roaming can encompass a large number of possible
scenarios and network configurations. In general, a roamingagreement is required to allow subscribers
of one operator to gain access to networks of other operators. The agreement deals with technical and
commercial aspects related to the roaming procedure, particularly how costs and earnings are divided.
On the road to design the roaming between different networks, a third party roaming intermediary has
been introduced [145–148]. The intermediary can enable theroaming between two networks without
any direct agreements between operators of these networks.While the number of hot-spot operators has
been rapidly increased, the roaming capability without direct agreement becomes crucial. Besides the
roaming intermediaries among hot-spot operators, the roaming broker facilitating the roaming between
mobile and hot-spot operators is also proposed [145]. It is responsible for providing the information
of user’s home services to the visited domain, taking care ofthe evolving relationship and determin-
ing signaling and accounting procedures. Unlike a broker, clearinghouse [147] does not resale the
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WLAN access, instead provides a trusted intermediary for implementing roaming agreements. Most
of the current solutions are proprietary ones. The mobilitybetween the home and visited networks has
not been addressed in any of the above solutions. In other words, they could not maintain on-going
sessions while users roam between home and visited networks. In our work, we extend the roaming
intermediary concept to deal with not only the roaming but also the interworking issue, called Roaming
Interworking Intermediary (RII). Importantly, the proposed RII will enable the secure handover across
different access systems and different operator domains without service interruption. Such a solution
is presented in Section 5.3 of this chapter.

5.2 UMTS-WiMAX interworking architecture

One should take into account the differences between UMTS-WLAN interworking and UMTS-
WiMAX interworking when designing the mobility management. The WLAN in hot-spot areas forms
the micro-cells within the UMTS macro-cells. The mobility between UMTS and WLAN can be re-
ferred to fully overlapping handover. The long delay for switching from UMTS to WLAN connection
does not much affect the performance. When the mobile terminal is connected to WLAN, it can main-
tain simultaneously the PDP context of UMTS so that it can reconnect immediately to UMTS without
need of PDP context re-activation. On the contrary, the mobility between UMTS and WiMAX is re-
ferred to partially overlapping handover since the coverage of UMTS and WiMAX is approximately
the same.

5.2.1 Proposed interworking architecture

5.2.1.1 Architecture description

The proposed architecture for UMTS-WiMAX interworking is depicted in Figure 5.1. The UE is
an SDR-enabled mobile node that can communicate with both UMTS and WiMAX networks. SDR
devices can reprogram to operate in different radio interface standards, allowing the efficient use of
radio spectrum and power. They make it possible both to improve performance and customize radio
devices to individual needs [149] [150]. The market for SDR-enabled handsets is expected to grow
significantly over the next few years (i.e., 200M units by 2014) [151]. However, it can connect to
only one access network at a time and the handover between UMTS-WiMAX is not easy to handle
seamlessly. That represents the motivation for our work in this chapter.

The WiMAX Access Network provides the WiMAX access services. The mobility inside WiMAX
network is managed by the WiMAX HA located between the AccessService Network Gateway (ASN GW)
and the WAG. The WiMAX HA is not necessarily included in the 3GPP core network to keep its inde-
pendence from the 3GPP system. The FA located in the ASN GW is the local FA in the interworking
architecture. The WiMAX AN is connected to the UMTS network via a WAG and to the 3GPP AAA
server for the WiMAX authentication process. The WAG is a gateway through which the data from/to
the WiMAX AN is routed to provide the UE with 3GPP services. The WAG’s functionalities include
enforcing routing of packets through the PDG, performing accounting information and filtering out
packets. The main functions of the PDG are to route the packets received from/sent to the PDN to/from
the UE and to perform an FA. The mobility within the UMTS network is managed by its own mobility
mechanism and the FA functions implemented in the GGSN. In order to enable the vertical handover
between these two technologies, the HA is placed in the PDN and manages FAs of both WiMAX and
UMTS networks.
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Figure 5.1: UMTS-WiMAX Mobile IP based interworking architecture

5.2.1.2 IP address management

In the WiMAX network, each time the UE changes its ASN GW, it will obtain a new local IP address
through the Dynamic Host Configuration Protocol (DHCP) server. The ASN GW can learn this new
local IP address and ask the DHCP server the WiMAX HA’s address since it plays the role of the
DHCP relay agent. The ASN GW informs the serving BS the UE’s new local IP address and sends the
MIP registration to the WiMAX HA. A generic IP-in-IP tunnel such as Generic Routing Encapsulation
(GRE) [152] [153] may be used to transport IP packets betweenthe WiMAX HA and the FA.

Each time the UE switches to a UMTS cell, it will initiate the PDP context activation procedure. No
IP address is allocated to the UE at the PDP context activation. The remote address provided by the
HA (or an external entity in the PDN) will be kept unchanged and will be informed to the GGSN via
the PDP context activation. The remote IP address is a globalhome address. It may be a static address
or a dynamic address attributed when the UE first time connects to the network, discovers and registers
with the HA. The PDG/GGSN is responsible for relaying the allocated remote IP address to the UE.

5.2.2 Handover sequence chart

The mobility between two access networks is achieved by the MIP mechanism at the network layer.
To reduce the interruption time during handover, before leaving the serving network, the UE prepares
a new attachment in the target network. To reduce the packet loss, the old FA notifies the HA about
the handover so that the HA can buffer inbound packets and forward them to the UE as soon as the HA
receives the MIP registration update from the UE.

5.2.2.1 Handover from WiMAX access network to UTRAN

The handover scheme from a WiMAX cell to a UMTS cell is depicted in Figure 5.2.

1. During the communication, the WiMAX BS sends periodically a topology advertisement mes-
sage to inform the UE of neighboring WiMAX BSs and Node Bs. Alternatively, the UE can scan
different channels to discover the neighboring access networks.

2. The UE performs the synchronization and measurement. TheWiMAX-UMTS inter-system mea-
surement is fully addressed in the Chapter 6.
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Figure 5.2: Handover scheme from WiMAX to UTRAN

3. After the measurement step, the UE sends the measurement report to the WiMAX BS. The report
contains the signal quality level of each candidate UMTS cell.

4. If the triggering conditions for vertical handovers to the UMTS are met, the WiMAX BS initi-
ates the handover procedure by notifying the potential target UMTS via handover (HO) request
message routed through the core network. The message is sentto the PDG. The latter performs
a DNS request to know the addresses of GGSNs which serve the current UE’s Access Point
Name (APN). The PDG selects one GGSN and sends the HO request to it. If the PDG does not
receive any response from the GGSN for a certain time, it willselect another GGSN in the list
and resend the HO request message.

5. The GGSN sends the HO request message to the SGSNs who serveindicated Node Bs. In
order to retrieve the address of the SGSN that serves a specific Node B, the Domain Name
Server (DNS) server or the HLR is assumed to store this routing information.

6. The target RAN establishes a radio bearer resource for theUE.

7. The Node Bs which support the handover with the required QoS send a HO support message to
the ASN GW.

8. Upon receiving the HO support messages, the ASN GW selectsthe best target UMTS cell and
returns a HO command to the UE. This message includes the recommended target Node B and
all the required information for setting up a new connection. The above exchange may require
a large amount of information and add more latency to handover, it is therefore preferable to
use a pre-configuration mechanism (a reference number to a pre-defined set of UMTS Terrestrial
Radio Access (UTRA) parameters) [154]. This provides a temporary connection during which
the UE can reconfigure the connection to the suitable one.

9. The ASN GW sends the handover confirmation including the target Node B identifier to the
PDG/FA. The allocated resources in the WiMAX network will bereleased

10. Upon reception of the handover confirmation message, thePDG/FA sends a MIP update message
to the HA to notify the UE’s movement. The HA stops sending packets to the UE via this
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PDG/FA and buffers inbound packets until it receives the MIPregistration update from the target
UMTS network.

11. The UE performs the GPRS attachment procedure to the UTRAN. The GPRS attachment pro-
cedure consists of accessing to the SGSN, authenticating with the AAA server and updating the
location.

12. The UE starts the PDP context activation through which the UE informs its remote IP address to
the GGSN.

13. After the connection is established between a new GGSN/FA and the UE, the GGSN/FA will
perform the MIP registration with the HA including the UE’s remote IP address and its CoA. The
data will be transmitted to the UE via the new Node B and the handover procedure is completed.

5.2.2.2 Handover from UTRAN to WiMAX access network

The handover scheme from a UMTS cell to a WiMAX cell is depicted in Figure 5.3.
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Figure 5.3: Handover scheme from UTRAN to WiMAX

1. During the communication in the UMTS FDD mode, the UTRAN sends the measurement control
message to the UE including the neighboring WiMAX cell information, the compressed mode
pattern...to help UE to discover neighboring cells.

2. The UE performs the signal strength measurement on the neighboring cells. The details of this
inter-system measurement are fully addressed in Chapter 6.
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3. After the measurement step, the UE sends the measurement report to the network. The report
contains link quality indicators of the neighboring WiMAX BSs.

4. If the vertical handover to WiMAX conditions are met, the RNC initiates the handover procedure
by notifying the potential target WiMAX BSs via a HO request message. This message includes
the UE’s APN, the candidate BS identifiers, the required QoS of UE’s current applications. The
message is sent to the GGSN. The latter performs the DNS request to learn the addresses of
the PDGs which serve the UE’s current APN. The GGSN selects one PDG in the result list
and forwards the HO request message to the selected PDG. If the GGSN does not receive any
response from the PDG after a certain time, it will send the HOrequest to another PDG in the
list. The HO request message is transmitted to potential WiMAX BSs based on the routing
information at the PDG.

5. The WiMAX BSs which support the handover with required QoSreturn a HO support to the
RNC.

6. The RNC selects the best target WiMAX BS and sends a HO command to the UE. This message
includes all the required information for setting up the connection to the selected target WiMAX
BS.

7. Right after that the RNC sends a HO confirmation to the GGSN/FA. The UE disconnects from
the UMTS network and starts the connection setup to the target WiMAX BS.

8. Upon receiving the handover confirmation, the GGSN/FA sends a MIP update message to the
HA to notify the UE’s movement. The HA stops sending packets to the UE via this GGSN/FA
and buffers inbound packets until it receives a MIP registration update from the target WiMAX
network.

9. Based on the information included in the HO request message, the WiMAX BS can provide a
non-contention based initial-ranging opportunity to the UE by placing a fast ranging information
element in the UL_MAP [155, 156]. This information will helpthe UE in the RAN connection
setup. If not, the UE must perform the normal ranging procedure which takes more time.

10. The UE initiates the connection setup by exchanging Ranging Request (RNG-REQ)/ Ranging
Response (RNG-RSP) with the target WiMAX BS. The details of network entry can be found
in [156].

11. In the WiMAX access network, the UE performs a DHCP request to obtain a new local IP ad-
dress. If IPv6 is used, the local address can be allocated by Stateless Address Autoconfiguration
mechanism without DHCP server. During this step, the ASN GW learns the WiMAX HA’s
address for the MIP registration.

12. The UE performs a MIP registration to associate the UE’s local address with its CoA.

13. The UE performs a DNS resolution to learn addresses of PDGs. The UE uses the APN to indicate
the network service it wants to access. The DNS request is relayed to the ASN GW which relays
the request to the DNS server. The UE selects one suitable PDGamong the list of PDGs given
in the DNS response. The selected PDG here may be different from the PDG selected by the
GGSN during HO request/support step.

14. The UE establishes an end-to-end tunnel with the selected PDG using IKEv2 [25]. The UE
informs the PDG about its local and remote IP address. Each time the UE changes its ANS
network, it obtains a new local IP address and therefore a newtunnel should be correctly config-
ured. For inter-WiMAX mobility, the time required for setting up a new IPSec tunnel may be too
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long that the seamless handover cannot be achieved. To speedup this IPSec tunnel relocation,
we suggest using the MOBIKE mechanism [23].

15. The PDG performs the MIP registration with the HA as soon as it is notified the UE’s remote
IP address. The data will be transmitted to the UE through theWiMAX access network. The
handover is completed.

5.3 Interworking & Roaming architecture using RII

5.3.1 Overview of 3GPP LTE architecture

The main objective of 3G LTE architecture is to provide a higher data-rate, lower-latency and packet-
optimized system that supports multiple RANs. In order to meet the requirements on high data rates
with large transmission bandwidth and flexible spectrum allocation, OFDM and MIMO techniques
have been chosen for Evolved-RAN [1]. The logical high levelarchitecture of the evolved 3G is illus-
trated in Figure 5.4 (the left figure). A detailed architecture is presented in Figure 1.9 in Chapter 1 . The
intra-LTE access system mobility is managed by two entities: Mobility Management Entity (MME)
and User Plane Entity (UPE). The MME manages user contexts such as permanent and temporary iden-
tities, mobility states, location areas and user security parameters. The corresponding 2G/3G MME is
SGSN. The UPE manages IP bearer service parameters and routing information. It is also responsible
for triggering the paging when downlink data arrive for users. The corresponding 2G/3G UPE is the
SGSN or SGSN+GGSN. The 3GPP Anchor is a functional entity that anchors the user plane to support
mobility between 2G/3G and LTE access systems. The SAE Anchor manages the user plane to support
mobility between 3GPP and non-3GPP access systems. The 3GPPanchor can be co-located with the
MME/UPE or SAE Anchor or both.

The current 3G LTE architecture aims at developing an evolved 3GPP radio access and core net-
works to enhance the system performance. For the inter-system mobility management, the 3GPP cares
much about the interworking between 2G/3G and 3G LTE while the interworking between 3GPP and
non-3GPP access systems has not been adequately addressed.

5.3.2 Generic roaming & interworking architecture

We introduce a novel RII entity to facilitate the interworking & roaming in multi-operator environ-
ment among different access technologies and to enable the inter-system handover. The major differ-
ence between existing solutions and our proposed one is thatboth roaming and handover aspects
are addressed. Our proposed architecture takes into consideration different contractual relationships
between operators. If the operators have close SLAs, the roaming can be done directly between two
involved networks. In this case, the RII will ease the roaming management and enhance the service
continuity. On the other hand, if the operators have no agreement, the roaming will be handled with
help of the RII entity. The interworking & roaming architecture among the 3GPP, WiMAX and WLAN
networks is illustrated in Figure 5.4. The presented 3GPP network architecture is the 3GPP LTE [1].
Though our solution is in line with the 3GPP LTE architecture, this does not preclude the implementa-
tion of RIIs in the current cellular 2G/3G network systems.

Specifically, in order to support different interworking/roaming scenarios, we introduce three kinds
of RII: local RII, core RII and global RII:
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• Local RII is a control agent and a signaling gateway of a non-3GPP access system in the in-
terworking/roaming architecture. The local RII can be implemented as a separate entity or inte-
grated with an access gateway (e.g., ASN GW or WAC).

• Core RII is located in the 3GPP core network and served as a control agent and a signaling
gateway between 3GPP and non-3GPP systems. The core RII performs as a local RII in respect
of the global RII and as a global RII for different local RIIs under its control.

• Global RII is an intermediary for interconnecting access networks of different independent op-
erators. It is an independent entity located outside the 3GPP core network and can be deployed
by a Mobile Virtual Network Operator (MVNO). The global RII is a higher-tier RII that inter-
connects different core RIIs and local RIIs.

This architecture takes into account the different contractual relationships between operators while
designing the interworking & roaming among different access systems. The WiMAX/WLAN ac-
cess network can be owned by a Mobile Network Operator (MNO) or by a Wireless Internet Service
Provider (WISP). In a multi-operator environment, different interworking/roaming scenarios can co-
exist:

• An MNO can deploy WLAN and WiMAX access technologies as an extension of its 3GPP
network to best utilize its existing infrastructure and best serve its subscribers. In this case, in
order to facilitate the inter-system mobility, the operator can implement a core RII in the 3GPP
packet core network and a local RII for each non-3GPP access network. The local RII will be
connected directly to the core RII (e.g., interworking between WLAN and 3G within the same
MNO in Figure 5.4).

• An MNO can interwork with other WiMAX/WLAN operators if theyhave a close SLA (e.g.,
interworking between MNO and WiMAX WISP A in Figure 5.4).
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• Importantly, our architecture allows the mobility betweenoperators that have no direct SLA. The
inter-system mobility is achieved through the global RII (e.g., interworking between MNO and
WISP B or roaming between two 3GPP systems in Figure 5.4). By connecting the local/core RII
to the global RII, the corresponding access system can benefit the roaming service to any other
operators connected to the global RII.

5.3.3 Functionalities of RII

The RII consists of four different components: Mobility Management (MM), Security Management
(SM), Network Selection (NS) and Presence Management (PM).Within an RII entity, the MM is a
centralized component that interworks with three other components as illustrated in Figure 5.5a. In
the global interworking and roaming architecture, the coordination between two interconnected RIIs
is shown in Figure 5.5b. We can distinguish three kinds of information exchanged between RIIs:
provisioning information between the NS components, security context between the SM components
and all information related to handover and roaming betweenMM components. The details of such
coordination will be presented through the handover procedure. Here we describe the functionalities
of these four components.
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Figure 5.5: (a) Generic RII component interactions, (b) Information flows between two RIIs

• Mobility Management: The MM is responsible for preparing the handover by triggering the
network selection (i.e., interaction between the MM and theNS), routing the handover prepa-
ration request based on the information from the PM component, checking the QoS support in
candidate target access networks and assigning the connection setup information for an immi-
nent handover terminal. It makes the handover decision and notifies the handover to the data
plane anchor for handover execution preparation. The security context transfer between two in-
volved systems is triggered by the MM (i.e., interaction between the MM and the SM). Once the
handover is complete, the MM initiates the presence update (i.e., interaction between the MM
and the PM) and the resource release in the old access network.

The mobility within each access network is managed by its ownmobility solution. The inter-
system mobility is managed by MIP-based global mobility protocols. The MM in a local RII
acts as an FA or a Proxy MIP client whereas the MM in a global RIIcan implement a HA for
its own subscribers. There is no need to implement the FA/HA in the MM component if it has
been already deployed in another entity within the same administrative domain. In addition to
above functionalities, the MM of a global RII contains the operator database which stores the
information like policy, SLA, accounting... of the operators that connect to it.

• Security Management: The SM is responsible for handling authentication, authorization and
billing issues for roaming users. The SM encompasses the AAAfunctionalities defined in [14].
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In addition, the SM can manage and communicate the user’s security context (authentication
identity, user identity, certificates, authorization and encryption keys) [157] for the roaming and
inter-system handover preparation. It is in charge of authenticating and authorizing users based
on subscriber profiles retrieved from the Home Subscriber Server (HSS) or from the security con-
text transferred by the users’ serving/home network. The SMin a core RII and in a local/global
RII having its own subscribers acts as an AAA server. The SM ina global RII plays the role of a
mediator for the roaming contract establishment and for themobility context transfer to optimize
the handover latency caused by the re-authentication procedure.

• Network Selection: The NS provides the provisioning information to serving users. Once the
MM receives a list of candidate target networks from the UE during the handover preparation,
the MM communicates with the NS to eliminate undesirable access networks.

• Presence Management:The PM stores and manages the presence information of users which
describes how to reach them. The presence information specifies the serving access network,
the serving RII and the location of users. Whenever a user roams to a different access network,
at the end of the handover procedure, the user’s presence information is updated in the RIIs
involved. The paging mechanism is included in the PM to wake up standby users. The PM may
also provide functionalities of a presence server.

5.3.4 Mobility management

5.3.4.1 Hierarchical mobility management

The proposed architecture allows users to roam among different access systems while maintaining
on-going communication sessions. When a UE moves within WLAN/WiMAX systems, the handover
will be managed by the WAC/ASN GW and the local RII. Similarly, the handover within 3GPP access
systems is managed by the SGSN/MME and the core RII. When the handover occurs between two
different access technologies or two different operator domains, the procedure will depend on their
contractual relationship. Hence, the hierarchical mobility concept becomes a crucial tool for handover
management.
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(3GPP domain)
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Figure 5.6: Hierarchical mobility management scheme

An example of hierarchical RII-based mobility management is represented in Figure 5.6. If the
handover occurs between two indirectly interconnected access networks, handover signalings will go
through intermediaries. For example, if the handover occurs between access network (4) and (5) (case
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1), the core RII (1) will play the role of a mediator. If the handover occurs between two access systems
that have no direct roaming agreement, case 2 in Figure 5.6 for instance, the handover is achieved
with help of the global RII. The service continuity during roaming between two operators that have no
existing agreement is one of the relevant advantages of our proposed solution.

5.3.4.2 Generic inter-system handover procedure

The main steps of a generic inter-system handover procedureis depicted in Figure 5.7. If we replace
the global RII in Figure 5.7 by the core RII, the sequence chart becomes the handover procedure
between two non-3GPP access networks that are tightly coupled with the same 3GPP access systems
(case 1 of Figure 5.6). If we remove the global RII, the sequence chart corresponds to the handover
procedure between two access systems of the same operator ortwo cooperative operators (handover
between access network (1) and (4)). The details of each stepis as follows:

UE serving RAN target RAN target RII serving RII Global RII

(1) Information provisioning

(2) Access network discovery & measurement

(3)Vertical HO     initiation
(4)HO preparation in target network (via global RII)

(5a) HO command from serving RII

(6) Security context transfer

(7) Attachment & re-authentication 

(9a) HO complete

(5b) HO indication

(8) Data tunnel setup (MIP registration)

(9a)
(9b) resource release

(4a)

(4b)

Figure 5.7: Generic Inter-system handover procedure

� Step 1: During the communication, the serving RAN sends the provisioning information to the
UE to indicate the radio information of available neighboring cells. Such information helps
the UE to synchronize with the neighboring cells and to monitor their signal strength. The NS
component of the serving/home RII can provide the UE the information such as preferable or
undesirable access networks and charging information of access networks for the UE’s access
network selection.

� Step 2: The UE selects preferred available access networks for the measurement purpose. The
UE measures their link quality and send the measurement report to the network either period-
ically or event-based. The UE can also perform the scanning to discover new available access
networks.
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� Step 3: The handover can be initiated by the terminal or the network.An inter-system handover
is triggered wheni) the coverage of the same access system is not available,ii) the current
system is heavily loaded oriii) the current system cannot satisfy user preferences or application
requirements.

� Step 4: Once the vertical handover is initiated, the serving RAN will perform the handover
preparation: checking whether the candidate target accessnetwork can support the imminent
handover and performing the resource reservation in advance. The HO preparation request (mes-
sage 4a) including potential target identities (ID) and therequired QoS is sent to the serving RII
which performs a network selection to eliminate undesired IDs. The request is then routed to the
indicated target IDs via the global RII if needed. If the target RAN can allocate successfully the
resource, the target RII will return a HO support (message 4b) to the serving RII. This message
includes connection setup information.

� Step 5:The serving RII sends the UE a HO command (message 5a) including the recommended
target IDs associated with their corresponding connectionsetup information. The serving RII
may select one target cell, and send a strict HO command including only one selected target cell
to the UE. If the UE receives a list of recommended IDs, it willselect a suitable one and send a
handover indication (message 5b) to notify its choice to serving RII for the handover execution
preparation. The solution for access network selection is addressed in Chapter 2 & 3. Upon
receiving the indication from the UE or after sending the strict handover command, the serving
RII will send a HO notification to the user plane anchor point (e.g., SAE Anchor or HA) for the
traffic redirection. Some techniques to minimize packet loss such as bi-casting and buffering can
be used.

� Step 6: The serving RII sends the user’s security context to the target RII to support the fast
re-authentication. By transferring old security context from the serving network to the target
network and reusing it with necessary adaptation, in this way a full security context creation
is avoided. It reduces the handover latency which is significant in a roaming scenario between
independent operators.

� Step 7: The UE performs attachment and re-authentication with the target access system. Based
on the security context information, the target RII authenticates the UE without need to commu-
nicate with its home network.

� Step 8: Once the connection to the target RAN is successfully achieved, the UE sends the MIP
registration to the HA to update the data plane path. The datatunnel is established to route the
packets to the UE.

� Step 9: After the handover completion is notified (message 9a), resources in the old access
network will be released (message 9b) and the presence information will be updated in the RIIs
involved .

5.3.4.3 Detailed handover sequence charts

In this section, the vertical handover between UMTS and WLANis presented in details. The mes-
sage sequence chart for handover between UMTS and WiMAX basically follows the same principles
except some following points. The ASN GW will replace the WACin the handover solution and all
handover decisions in the WiMAX side is done by this entity. The handover attachment in a target
WiMAX access network will follow the procedure specified in the IEEE 802.16 standard [155, 156].
The specified handover sequences remain valid for both an SDR-enabled UE and a multi-interface UE
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cases. However, the handover interruption time is different for the two cases: an SDR-enabled UE can-
not maintain the serving communication while setting up theconnection with the target access network
whereas the multi-interface UE can.

5.3.4.3.1 Scenario 1: Tight-coupling using core RII

We consider a scenario where an MNO deploys the WiMAX or WLAN access network as an ex-
tension to their existing infrastructure. In this case, theASN GW or the WAC emulates the role of the
RNC. The scenario corresponds also to the case where an MNO interworks with a WLAN or WiMAX
operators. This scenario refers to a tight-coupling interworking within the same administrative do-
main. Handover between UTRAN and WLAN/WiMAX is performed asa forward handover, i.e., the
resources and address allocation are prepared in the targetnetwork before the UE is ordered to han-
dover. The handover preparation is carried out by the core RII and the local WLAN/WiMAX RII.
Some enhancements such as security context transfer and packet forwarding are used to reduce the
interruption time during the handover.

Handover from UTRAN to WLAN access network (Figure 5.8):
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Figure 5.8: Handover from UTRAN to WLAN RAN

↪→ 1) During the communication, the RNC sends thetopology advertisement(or measurement con-
trol message) to the UE to indicate the radio information of its neighboring cells. The message
includes the information which allows the UE to quickly synchronize with the neighboring cells.

↪→ 2) The NS component in the core RII sends theprovisioning informationto the UE which may
include the preferable (or undesirable) access network list and the charging information of certain
access networks. Based on the topology advertisement and the provisioning information, the UE
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filters available access networks for the measurement purpose. The NS component in the UE
notifies the MM the selected neighboring cells for measurement.

↪→ 3-4) The UE performs themeasurement procedureon neighboring cells and sends themeasure-
ment reportto the RNC.

↪→ 5) Based on the measurement report, the RNC decides whether to make horizontal or vertical
handover. If the handover to a non-3GPP access network is made, the RNC will send theHO
required messageto the core RII, including potential target IDs and the required QoS of the
current running application. Otherwise, the intra-3GPP handover signalings do not reach to the
core RII. Upon receiving the HO required message, the core RII may make thenetwork selection
to eliminate undesirable target IDs based on its policy and its preferences. The core RII learns the
address of the target RII by consulting its presence database (theRII localization query/response
between the MM and the PM).

↪→ 6) The core RII sends theHO preparation requestto the local WLAN RII which in turn sends
this preparation message to the WAC that controls the indicated target IDs.

↪→ 7) The WAC sends back theHO confirm to the local WLAN RII if the WAC can reserve the
required resource for the handing-over UE. The local WLAN RII adds the local assigned IP
address within the HO confirm message and forwards it to the core RII. The local address IP is
used by the UE to establish the IP connection in the WLAN access network. By doing so, the UE
avoids the IP address allocation (by DHCP) while attaching to the target WLAN access network.

↪→ 8) The core RII sends theHO command messageback to the UE. It may send the UE a strict HO
command including only one selected target cell.

↪→ 9) The UE sends theHO indication including its choice of target cell to the RNC and the core
RII. Next, the MM component in the core RII notifies the SM component to transfer the security
context to the local WLAN RII (thesecurity triggeringmessage).

↪→ 10) The RNC sends theHO notificationto the SAE Anchor for traffic redirection.

↪→ 11) The SAE Anchor stops sending packets to the UE via the 3GPPAnchor and starts toforward
the packetsto the WAC that controls the target cell. The WAC address can be retrieved by the
DNS request from the target ID. The WAC buffers packets and waits for the UE attachment.

↪→ 12-13) The core RII sends theuser mobility contextand the user security contextto the local
WLAN RII to assist the connection setup and the re-authentication process.

↪→ 14-15-16-17-18) TheExtensible Authentication Protocol (EAP)-based re-authentication proce-
dure between the UE and the local WLAN RII is performed.

↪→ 19) Data tunnelsare established: one between the UE and the WAC and one between the WAC
and the SAE Anchor using the IKEv2 protocol [25].

↪→ 20) TheHO completeis sent from the target AP to the WAC, from the WAC to the local WLAN
RII and then from the local WLAN RII to the core RII.

↪→ 21) Thedata communicationis exchanged via the WLAN access network.

↪→ 22) Resources are releasedin the UTRAN side. The local WLAN RII and the core RIIupdate
the presenceinformation of the UE.

Handover from WLAN access network to UTRAN (Figure 5.9):
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Figure 5.9: Handover from WLAN RAN to UTRAN

←↩ 1) During the communication, the WAC sends theadvertisementto the UE to indicate the radio
information of its neighboring cells. This information helps the UE to quickly synchronize with
the neighboring cells.

←↩ 2) The NS in the local WLAN RII sends theprovisioning informationto the UE including the
preferable (or undesirable) access network list and the charging information of certain access
networks. The UE makes a preliminary network selection.

←↩ 3-4) The UE performs themeasurement procedureand sends themeasurement reportto the
WAC. If the WAC does not have the control function, the UE willdecide the handover initiation
without sending the measurement report to the WAC.

←↩ 5) If a vertical handover to a 3GPP access network is decided,theHO required messageincluding
the potential target IDs and the required QoS is sent to the local WLAN RII. The local WLAN
RII may make the network selection and the RII localization query/response to learn the address
of the target RII.

←↩ 6) The local WLAN RII sends theHO preparation requestto the core RII which in turn sends it
to the RNC that controls the indicated target IDs.

←↩ 7) The RNC sends back theHO confirm to the core RII if the RNC can reserve the required
resource for the handing-over UE. 7a) the core RII inserts the reconfiguration information (a
reference number to a pre-defined set of UTRA parameters) forradio setup in the HO confirm
message.

←↩ 8) The local WLAN RII sends theHO commandmessage to the UE including the recommended
target IDs and their corresponding pre-configuration reference.
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←↩ 9-10-11) The UE sends theHO indication including its choice of the target cell to the WAC and
then to the local WLAN RII. The WAC sends HO notification to theSAE Anchor. The SAE
stops sending packets to the UE via the WAC and forwards the packets to the 3GPP Anchor or
even the SGSN/RNC that controls the target cell.

←↩ 12-13) The local RII sends the user mobility and security context to the core RII.

←↩ 14-15-16-17) The UE performs the GPRS attachment in the UTRAN to setup the connection
with the target Node B and performs the PDP context activation.

←↩ 18-19) TheHO completeis sent from the Node B to the local WLAN RII and the resources
allocated in the WLAN access network are released. The localWLAN RII and the core RII
update the presence information of the UE.

5.3.4.3.2 Scenario 2: Roaming using global RII

This scenario describes the roaming between an MNO and a WiMAX/WLAN operator. The han-
dover preparation is achieved through the global RII. The message sequence chart in Figure 5.10 and
Figure 5.11 illustrates the handover procedure.

Handover from UTRAN to WLAN access network (Figure 5.10):
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Figure 5.10: Handover from UTRAN to WLAN RAN via global RII

↪→ 1-2-3-4-5) see the description of message 1-2-3-4-5 in Figure 5.8.

↪→ 6) As the 3GPP network does not have a direct roaming agreement with the candidate access
networks, the core RII sends theHO preparation requestto the global RII. The global RII routes
the HO preparation message to the WAC via the local WLAN RII. The global RII learns the
address of the target local WLAN RII by consulting its presence database.
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↪→ 7-8-9-10) see the description of message 8-9-10 in Figure 5.8. Note that in the message 10, the
HO notificationwill be sent to the Data Anchor (HA) instead of the SAE Anchor.

↪→ 11) The HA stops sending packets to the UE via the SAE Anchor and forwards the packets to
the WAC. The WAC address can be retrieved by the DNS request from the target ID. The WAC
buffers the packets and waits for the UE attachment.

↪→ 12-13-14-15-16-17) see description of message 12-13-14-15-16-17 in Figure 5.8.

↪→ 18) TheMIP registration is performed between the UE and the WAC/FA, between the WAC/FA
and the local HA implemented in the local WLAN RII, and between the local HA and the Data
Anchor Point.

↪→ 19-20-21)Thedata communicationis exchanged via the WLAN access network. TheHO com-
plete is sent from the target AP to the global RII and then from the global RII to the core RII.
The resources are released in the UTRAN. The local WLAN RII, the core RII and the global RII
update the presence information of the UE.

Handover from WLAN AN to UTRAN (Figure 5.11):

The messages sequence of the handover procedure from WLAN ANto UTRAN via the global RII
is illustrated in Figure 5.11. Compared to the message sequence chart in Figure 5.9, the signaling
between the local WLAN RII and the core RII will be exchanged via the global RII. The details of
these messages are omitted.
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Figure 5.11: Handover from WLAN AN to UTRAN via the global RII
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5.3.5 Advantages of RII solution

In this section, we qualitatively evaluate and compare the RII-based architecture with other existing
solutions for interworking & roaming in multi-operator environments.

Seamless mobility:Most of third party intermediary solutions like broker, clearinghouse [145–148]
have focused on the authentication, authorization and billing when users move outside their subscribed
network and connect to a visited network. These solutions care about guaranteeing the access in the
visited network rather than maintaining on-going communications. Despite much research effort has
been done in designing the interworking solution between WLAN/WiMAX and 3GPP cellular net-
works, there is no solution for handover between two access systems of two independent operators.
One of the disruptive advantages of the RII-based architecture is to enable the handover across dif-
ferent access systems without need of pre-existing agreement between operators. Compared to ex-
isting tight-coupling schemes, the RII-based interworking does not require many changes to access
system architectures. Compared to existing loose-coupling solutions, the RII-based architecture sup-
ports make-before-break mobility even between access systems of two independent operators.

Secure and transparent mobility: The RII provides a secure mechanism for exchanging handover
signalings among different access systems. We have extended the EAP protocol to carry the signalling
exchanges between the RII entities in a secure manner. The details of such specification are given
in [158]. The secure roaming agreement and billing control are established in an automatic manner
based on user preferences and policy thank to the ontology method [159]. The roaming dealing is
completely transparent to users. The security context is transferred from the serving access network to
the target access network to enable the fast re-authentication.

Scalability: The RII can be used to integrate different access systems deployed by the same operator
or different operators that may not necessarily have directSLAs among them. The RII can be employed
in a hierarchical structure to integrate access networks through first tier-RIIs, and then interconnect the
first tier-RIIs through second tier-RIIs and so on to enable the global roaming. By establishing an
SLA with the global RII, an operator can benefit the global roaming service to any other operators that
connect to this global RII. Therefore, the wireless system interoperability using RII is scalable and
flexible. Additionally, the load on the RII is limited since the latter is only involved in control signaling
exchanges.

Feasibility: Though the solution is in line with the 3GPP LTE architecture, it does not preclude the
implementation of RIIs in the current network environment for integration among 2G/3G and WLAN
systems. The solution is feasible and economical since it does not require many changes in the existing
network infrastructure. An operator that wants to benefit from such interworking and roaming facilities
only needs to implement the local/core RII functionalitiesin its access gateway by software upgrad-
ing. Virtual operators have much interest to implement the global RII to provide third party roaming
services. The feasibility of the proposed RII architectureand the handover sequence chart has been
demonstrated through a test-bed which is described in details in [158].

Profitability: With the adoption of the proposed RII architecture, the network availability will be
widely extended. First, users will have great interest since they can connect to any available access
network. Second, the network infrastructure utilization will increase, which will give opportunities to
operators to improve their profitability.

5.4 Summary

In this chapter, we first addressed a short-term solution forinterworking between UMTS and WiMAX
networks. The handover procedure with detailed message sequence exchanges was given. Secondly,
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we presented a novel roaming and interworking intermediary(RII) which offers a flexible means for
interworking and roaming among different access systems. The RII support all combinations of differ-
ent radio technologies in a multi-operator environment with different contractual agreements among
operators. Most importantly, the proposed RII solution allows users to freely and securely move across
different access systems without need of a pre-existing subscription. Anyway, a direct or indirect SLA
between two access networks’ owners is always required. To enable the secure and seamless mobil-
ity, network-controlled operations such as on-line roaming agreement dealing, network provisioning,
mobility and security context transfer...are specified. Wespecified in details the signaling control mes-
sages between all the network entities involved in the different vertical handover scenarios: between
two tightly-coupled access networks and between two loosely-coupled access networks of independent
operators.

On the top of this interworking architecture, we address in the next chapters the inter-system mea-
surement, the required cell overlap to support seamless handovers and the radio resource management
over heterogeneous networks.

∼∼4♥4∼∼





Chapter 6

Inter-system Measurement and Required
Cell Overlap

Now, these two (WiMAX and UMTS/HSDPA) are definitely complementary - there are lots of ways
that they can feed of each other very synergistically to deliver services to make things better for

operators and users.
Rupert Baines, Vice President of Marketing of PicoChip

In the precedent chapter, we proposed the interworking and roaming architecture between 3GPP
cellular and non-3GPP systems. In this chapter, we focus on the interworking between UMTS/HSDPA
and WiMAX systems by addressing the inter-system measurement and the required cell overlap anal-
ysis. They are two primary conditions necessary to achieve the inter-system handover. We investigate
the feasibility of the UMTS-WiMAX inter-system measurement through reconfigurable radio-enabled
terminals. We analyze the minimum cell overlap required forseamless handovers between two adjacent
cells within the same technology and between different technologies in UMTS-WiMAX systems.

6.1 Introduction and Motivation

In heterogeneous environments, vertical handovers between different technologies can be performed
either with multiple radio interfaces [11, 14, 17, 160] or with one unified Software-Defined Radio
(SDR) interface [84, 85, 149]. Multiple radio interfaces often need application-specific integrated cir-
cuit (ASIC) devices and separate transceivers [150]. Hardware integration and power consumption
are important issues since portable devices are limited by their batteries. But SDR devices can repro-
gram to operate in different radio interface standards, allowing the efficient use of radio spectrum and
power. They make it possible both to improve performance andto customize devices to individual
needs [149] [150]. In this chapter, we anticipate portable devices equipped with one reconfigurable
radio interface. In order to perform inter-system measurement, an SDR-enabled device has to recon-
figure its radio interface so that it can measure the signal strength from the non-serving technology.
The key issues are (a) whether this inter-system measurement is possible without affecting on-going
sessions and (b) whether the results are reliable enough foruse in the handover decision. One of the
goals of this chapter is therefore to explore UMTS-WiMAX inter-system measurement procedures.

The cell overlap area is also important for network planningand vertical handover management.
The overlap area cannot be too large since this increases thenumber of Base Stations (BS) needed

111
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and consequently the cost for operators. But the overlap distance should be large enough for seamless
handover. This means that mobile terminals must have enoughtime to prepare handover (detecting
neighboring cells, carrying out the measurement, initiating the handover and establishing the connec-
tion with the target cell) before losing the connectivity with the attached BS. If the cell overlap area
is too small, the network’s connection loss ratio is increased because mobile terminals at the edge of
a cell cannot receive support from neighboring cells in timeto prepare the handover. Cell overlap
therefore depends greatly on signal strength and the measurement reporting period. The main focus
of this chapter is to assist network planning by examining the cell overlap required to ensure seamless
handover and optimize the deployment costs.

Radio cell planning consists of three phases: nominal planning, detailed planning, and network
optimization [161]. The purpose of the nominal phase is to estimate the approximate number of cells
and network elements. The detailed planning phase uses network planning tools to estimate the location
of BS sites. This is done by considering real site locations and the propagation conditions calculated on
digital maps and real user distributions. Once the network is deployed, field test measurements adjust
and optimize the planning. In the detailed planning phase, the handover is considered in terms of signal
threshold and network capacity, not the minimum cell overlap required for uninterrupted handovers.
The handover operation is usually verified in the optimization phase. Our proposed method computes
the minimum required cell overlap to be used as a constraint during the detailed planning phase. This
gives network designers an additional tool in planning the location of cell sites. The computation can
also be used to analyze the seamless handover capability of an existing or upgraded mobile network
infrastructure.

6.2 Background knowledge

6.2.1 Overview of measurement and handover decision

When a mobile terminal moves from one BS in a network to another, it measures the signal strength
of neighboring BSs and decides on the most suitable target for the handover. The measurement is
imperfect because of a number of effects such as fast fading,short-term shadowing and multi-path
distortion [162] [105]. At the mobile terminal, the signal is first averaged through a low-pass filter
to eliminate high frequency components (Rayleigh fading) before measurement reports are sent to
the network. Before the handover decision is made, the signal strength values are filtered through a
linear averaging window or an exponential moving averagingwindow to smooth out shadowing effects
on the network side [155, 163]. The measurement results and the reporting period are important in
the handover decision. While the measurement mechanism within the 3GPP system [164] has been
carefully studied, the UMTS-WiMAX inter-system measurement of an SDR-enabled terminal has not.
We do so before moving to the analysis of cell overlap.

When the UE is at distancesd1 andd2 respectively from BS A and BS B (two adjacent cells), the
average received signal levels from BS AµA and from BS BµB are:

µA(d1)[dB] = K1−K2log(d1) (6.1)

µB(d2)[dB] = K1−K2log(d2) (6.2)

whereK1 represents the transmission and reception antenna gains and the signal’s wavelength whereas
K2 represents the path loss factor. In the above formulae, the signal fluctuation parts due to fading are
already smoothed out at the terminal side. A handover from BSA (serving) to BS B (target) occurs if
the average received signal level from the serving BS A dropsbelow that of the neighboring BS B. Due
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to the uncertainty arising from fluctuations of the physicalchannel, the handover is initiated if and only
if ∆µ= µB−µA≥ h−σ, whereh is a hysteresis margin andσ is the standard deviation of the received
signal.
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Figure 6.1: Measurement and signal strength-based handover decision

In the literature, most research has focused on handover decision algorithms. While these algorithms
in homogeneous networks are mainly based on the strength of the signal received, a number of metrics
are involved in heterogeneous networks. They include radiolink quality, service cost, network load and
power consumption. Yet the received signal strength is still vital in identifying the radio link state and
the required cell overlap. The effects of channel impairments on handover decision algorithms have
been addressed in [165–168] and references therein. However, the overlap area between adjacent cells
has not been adequately addressed. Recently, in [168], celloverlap has been briefly discussed but only
in the simple case of a user moving in a straight line between two WiFi access points. The proposed
overlap formula cannot be used in other, less specific, cases. In this work, we discuss an accurate
method of estimating the minimum cell overlap required to handle all possible movement directions.

6.2.2 Handover measurement in UMTS

The UMTS system encompasses two duplex transmission modes:FDD and TDD. In general, FDD
is used to provide wide area coverage whereas the TDD usage islimited to complement FDD in hot
spots or inside buildings [169]. We consider the UMTS FDD mode since it is widely commercially
deployed. In UMTS-FDD networks, we can distinguish three types of measurement: intra-frequency,
inter-frequency and inter-system measurement. The inter-system measurement is the most difficult pro-
cedure. Major challenges of inter-frequency/inter-system measurement are (i) to synchronize in time
and in frequency with neighboring cells and then (ii ) to measure the signal strength on the Common
Pilot Channel (CPICH) on the frequency that is different from that of the on-going communication.

The UE in UMTS-FDD mode is continuously receiving on the downlink carrier and transmitting on
the uplink carrier and thus there are no idle time slots for measuring on another frequency. In order
to perform the inter-frequency measurements without having a dual receiver terminal, the compressed
mode technique [170–172] is needed. The compressed mode means that the transmission and reception
are halted for a short time to perform the measurement on other frequencies. The intention is not to
lose any data but rather to compress the data transmission inthe time domain. By using the compressed
mode, the transmission gap length for measurement can vary from 3 to 14 slots located on one or two
consecutive frames as illustrated in Figure 6.2. The instantaneous transmission power is increased in
the compressed frame in order to keep the quality unaffected.

In the UMTS FDD measurement, in order to satisfy the requiredmeasurement accuracy, the intra-
frequency measurement period (i.e., periodic reporting interval) is specified to 200mswhereas the
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TGL (on 1 frame) TGL (on 2 frames)

Figure 6.2: Compressed mode transmission

inter-frequency measurement period with the help of the compressed mode is given by [164]:

∆Tinter f req = Max{480,
Tbasic_inter×480

Tinter
Nf} (6.3)

whereTinter is the minimum available time for inter-frequency measurement during 480ms, Tbasic_inter =
50msis the basic inter-frequency measurement time period andNf is the number of FDD frequencies to
be measured. The value ofTinter depends highly on the compressed mode pattern configuration[170].
In short, the time for inter-frequency measurement is at least equal to 480ms.

6.2.3 Handover measurement in WiMAX

With the completion of IEEE 802.16e-2005 standard [156] andthe recent inclusion of WiMAX
into the IMT-2000 family of technologies, the mobile WiMAX system has been attracting a very high
level of interest. In this paper, we consider the mobile WiMAX operating in the frequency band of 3.4-
3.8Ghz with the channel bandwidth of 5Mhz as specified in [4].Until now, all mobile WiMAX profiles
are based on TDD mode and use scalable OFDMA as the physical layer. As illustrated in Figure 6.3,
each OFDMA frame is divided into downlink (DL) and uplink (UL) subframes separated by Trans-
mit/Receive and Receive/Transmit Transition Gaps (TTG andRTG respectively). Each frame starts
with a preamble, transmitted by one symbol over all subchannels with a specific Pseudo Noise code.
The synchronization, equalization and signal strength measurement are performed on the preamble.
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Figure 6.3: OFDMA frame structure for the channel bandwidthof 5MHz

During the communication the UE can ask the serving BS for a suitable scanning interval, where no



6.3. WiMAX measurement period analysis 115

data transfer is scheduled between the UE and the BS, for seeking and measuring the signal strength of
the neighboring BSs. For real time applications such as voice over WiMAX or video streaming which
require a low latency, the allocation of a scanning intervalmay degrade the quality. Another solution
for measurement in OFDMA systems is to use the idle slots in the downlink subframe. Indeed, data
transmission from the serving BS to the UE is carried out onlyin some slots, known as data burst
composed of some OFDMA symbols and some subchannels. For example, the MS1 in Figure 6.3 can
communicate with the BS1 and then measure the signal strength from the neighboring BS2 without
need of the scanning interval allocation.

6.3 WiMAX measurement period analysis

In this section we endeavor to quantify the required measurement report period in a mobile WiMAX
system. Since a radio signal in wireless environments suffers from different effects such as multiple
reflections, obstructions and noise, the received signal atthe mobile terminal is the sum of a large
number of scattered waves [105, 162]. The signal measured oneach preamble fluctuates due to the
fast fading effects. The terminal thus has to average the signal strength over a number of measurement
samples before reporting the result to the upper layer or theserving BS. Assume that(Xi)i=1..S is a set
of S samples of the measured RSS. Under the fast fading effects and the non-line of sight (NLOS)
propagation environment,(Xi)i follows the Chi-Square distribution [162] [105] given by (6.4):

p(X) =
1

2σ2
r
exp(− X

2σ2
r
) (6.4)

where 2σ2
r = E(X) is the average signal power. The value of the measured signalstrength is computed

as:

X̄ =
1
S

S

∑
i=1

Xi (6.5)

And the standard deviation of the measured signal strength is

σ2
m =

1
S−1

S

∑
i=1

(X̄−Xi)
2 (6.6)

The confidence interval [143] for our estimator follows

P(|µ− X̄| ≤
σmtn;α/2√

S
) = 1−α wheren = S−1 (6.7)

In the above equation,µ = E(X) is the theoretical power signal value,(1−α) is the confidence
coefficient or confidence level, andtn;α/2 is the percentage point of the Student’s distribution such that
P(|tn| > tn;α/2) = α. In other words, we are(1−α)100% sure that the measured value varies from

L1 = (X̄− σmtn;α/2√
S

) to L2 = (X̄ +
σmtn;α/2√

S
).

Hence, the absolute accuracy of the RSS measurement is:

E1[dB] = 10log10L1−10log10µ= 10log10
L1

µ
(6.8)

and

E2[dB] = 10log10
L2

µ
(6.9)
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According to the standard, the absolute accuracy should be±4dB [155]. Besides the propagation
phenomena in the wireless channel, the measurement error can be caused by an additive noise in the
receiver equipment which is generally assumed to be about±2dB by the RF system designers. Thus,
theE1 andE2 must vary from−2dB to 2dB to satisfy the previous conditions.

S 10 20 30 40 50 60 70

E1[dB] -6.2 -2.9 -2.1 -1.75 -1.51 -1.29 -1.15

E2[dB] 2.21 1.58 1.28 1.14 1.03 1.00 0.96

Table 6.1: Absolute accuracy with confidence level of 95%

To estimateS, we generateXi =−2σ2
r lnU(0,1) following the Chi-Square distribution, whereU(0,1)

is a uniform random variable on the interval[0,1]. Following the process described above, we calculate
the absolute accuracy corresponding to different values ofS. When the confidence level is 95%, the
absolute accuracy is obtained as Table 6.1. We see that giventhe confidence level of 95%, at least 40
samples are needed to satisfy the measurement accuracy requirements. If the confidence level is 98%,
the number of samples is at least 50. However, in most cases a 90%-95% level of confidence is largely
sufficient for signal strength measurement in wireless cellular networks [173] [174]. As each signal
sample from the serving BS is measured every 5ms-WiMAX frameduration (all WiMAX equipment
will initially support only 5ms frames [4]), a time length of200ms is needed to collect 40 measure-
ment samples. If the UE can measure one signal sample from each neighboring cell every 2 frames
(i.e., 20 samples per 200ms), the required absolute measurement accuracy on neighboring cells will be
maintained with a confidence level of 90%. A WiMAX measurement reporting period of 200ms(i.e.,
40 frames) is therefore considered.

6.4 UMTS-WiMAX inter-system measurement

A seamless vertical handover between UMTS and WiMAX systemsis possible only if the inter-
system measurement through an SDR-enabled device is feasible and the required cell overlap is large
enough. As the analysis of cell overlap is mainly based on signal strength, this section examines the
UMTS-WiMAX inter-system measurement.

In homogenous UMTS or WiMAX networks, the neighboring cell information (such as cell identity,
carrier frequency and scrambling code...) is provided to the UE via Radio Resource Control (RRC)
messages or neighboring advertisement (MOB_NBR-ADV) messages respectively. This information
helps the UE to synchronize with neighboring cells and measure their signal strength. In inter-system
measurement, where the carrier frequencies of adjacent UMTS and WiMAX BSs are different, without
the provisioning information, it takes time for the UE to discover neighboring cells in the other tech-
nology. In this work, we assume that the UMTS and WiMAX accessnetworks are deployed by the
same operator or by two operators with specific roaming agreements. Each access node is upgraded
so that it is able to broadcast the neighboring cell information of other technologies as well as its own.
This facilitates the discovery of neighboring cells in the other system. If the networks are operated
by two different operators without this kind of agreement, inter-system measurement remains an open
issue.

When the same technology coverage is not available, inter-system handover is required to maintain
connectivity. Inter-system handover is also needed to balance the load between UMTS and WiMAX
networks. If the currently connected network does not support the application’s QoS, the UE may be
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forced to trigger a vertical handover to another complementary technology. Inter-system measurement
is therefore initiated only when a vertical handover is needed.

6.4.1 WiMAX to UMTS inter-system measurement

When the UE has a consistent communication with a serving WiMAX BS, it can allocate a scanning
interval from that BS for inter-system measurement [155]. However, if the UE is running delay-critical,
real-time applications, the scanning interval cannot be employed. In these cases, the UE has to use
remaining idle slots during the downlink communication formeasurements. This is possible since not
all OFDMA symbols are addressed to the UE during the downlinksubframe.

20 ms voice packet
Encode with G.711 (64 Kbps)

40 octet header 160 octet data

48 bits 400 bits 48 bits 400 bits 48 bits 48 bits 400 bits

Service Data Unit (SDU)

400 bits
MAC header

RTP/UDP/IP header

QPSK +FEC 1/2
480 symbols

2 sub-channels
10 OFDMA symbols
~1.008ms

or

data region

1 OFDM symbol time
=100.8µs

Figure 6.4: Voice over WiMAX transmission process

Let us now analyze the WiMAX to UMTS inter-system measurement in the case where the most
delay-critical VoIP applications are used. We assume that the voice codec G.711 with the data rate
of 64Kbps, used for high rate voice services, is employed here [4]. The data transformation and
encapsulation from the application layer to the physical layer is illustrated in Figure 6.4. After having
been encoded and then the RTP/UDP/IP header added, a 20ms packet of voice generates 200 octets of
data to be transmitted at the MAC layer. The data must be transmitted during 20ms to maintain the
voice quality (i.e., small delay and small jitter). Therefore, they will be divided into 4 Service Data
Units (SDU) and each will be transmitted during one 5ms frame. As the handover usually occurs at the
border of a cell, the most robust Quadrature Phase-Shift Keying (QPSK) modulation combined with
a coding rate of 1/2 is considered. At the end, we have 480 modulation symbols to be transmitted by
each 5ms frame.

In the OFDMA structure, one slot is composed of one subchannel by one OFDMA symbol which
can carry 48 modulation symbols (i.e., each subchannel contains 48 data subcarriers). Accordingly, 10
slots are required in the downlink frame from the BS to the UE to ensure the above VoIP applications.
The data region of these 10 slots can be formed by 10 OFDMA symbols over 1 subchannel or 5
OFDMA symbols over 2 subchannels as depicted in Figure 6.4. For any data region configuration,
the time duration for the data reception in the downlink is less than 1.008ms (i.e., the duration of
each OFDMA symbol is 100.8µs). Similarly, if the UE runs a video streaming application with a data
rate of 512Kbps, the downlink data region in each frame must be composed of 56 slots. In this case,
the downlink data region can be formed by 7 OFDMA symbols over8 subchannels. The downlink
reception time is thus only 7∗0.1008= 0.7056ms. Given that the DL subframe duration is not less
than 2.5ms(half of a frame duration), the UE that uses the most criticalapplication in terms of delay
like VoIP or video streaming still has enough idle time in theDL subframe to measure the neighboring
UMTS cells.
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The WiMAX to UMTS inter-system measurement is somewhat similar to the inter-frequency mea-
surement in UMTS. The minimal measurement reporting periodin UMTS is∆Tinter f req= 480ms[164]
when the UE can reserve 50msevery 480ms for inter-frequency measurement. As analyzed above,
the UE in the WiMAX communication mode can also reserve around 50msfor UMTS measurements
during 480ms (e.g., 5 OFDMA symbol duration (0.504ms) every 5ms-WiMAX frame). To keep it
compatible with the GSM to UMTS inter-system measurement [164], we set the minimal WiMAX to
UMTS measurement report period to4Tw→u = 480ms. Similar to∆Tinter f req,4Tw→u varies according
to the allocated measurement time period and the number of UMTS carrier frequencies to be measured
Nu:

∆Tw→u = max{480,
Tw

basic_inter×480

Tw
inter

Nu} (ms) (6.10)

whereTw
inter is the available time scheduled for measurement during 480msof the WiMAX communi-

cation mode andTw
basic_inter = 50ms. The valueTw

inter depends on the number of idle slots allocated for
measurement in each downlink subframe.

6.4.2 UMTS to WiMAX inter-system measurement

When the UE has an ongoing communication with a serving UMTS Node B, it has to enter the
compressed mode [171, 172] in order to perform inter-systemmeasurement on neighboring WiMAX
cells. Since the compressed mode affects the capacity performance as well as the coverage of the
UMTS system, it is activated only when necessary. The measurement period is sufficient if every
3rd frame (one transmission gap every 30ms) is compressed for inter-frequency measurement. In this
case, the capacity degradation is around 19% [172]. If the UEcan measure one signal sample from
a WiMAX neighboring cell every scheduled transmission gap (in order to achieve 20 measurement
samples as mentioned above), the measurement duration is∆Tu→w = 30× 20= 600ms. This can be
considered a basic measurement reporting period.

Similarly, the UMTS to WiMAX measurement period4Tu→w depends on the compressed mode
pattern and the number of inter-frequency WiMAX cells to be measuredNw. That is,

∆Tu→w = max{600,
Tu

basic_inter×600

Tu
inter

Nw} (ms) (6.11)

whereTu
basic_inter = 62.5msis the basic inter-frequency measurement time period during each 600msof

the UMTS communication mode. This is becauseTu
basic_inter = 50msevery 480ms[164]) andTu

inter is
the available time for WiMAX measurement during 600ms.

6.5 Required cell overlap analysis

Cell overlap depends first on mobile terminal velocity. If the terminal velocity is too high, the
time taken to cross the overlap area may be shorter than is required for handover preparation. For a
given velocity, the required minimum cell overlap depends also on the handover delay (i.e. handover
measurement).
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6.5.1 Overlap in homogeneous UMTS or WiMAX networks

6.5.1.1 Cell overlap and crossing distance definitions

We consider three adjacent cells of the same radiusR (as shown in Figure 6.5 ) and a UE moving
from BS A to BS B with a constant velocityv. We assume constant velocity because, if cell overlap can
support the movement of constant velocityv, it can support all non-constant movements whose velocity
is less than or equal tov. If the distance between two BSs isD and the overlap distance between two
cells A and B isDco, we haveDco = 2R−D. The main focus of this section is the estimation of the
minimum required cell overlap distanceDcomin, or, in other words, the distance threshold below which
the handover cannot be seamlessly achieved.

DD
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II
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Figure 6.5: Overlapping model

We considerI the common vertices of three hexagons A, B and C and a straightline a going through
the pointI and parallel to AB. Based on the hexagon property, the distance H between the linea and
AB is H = D

√
3

6 . When the UE moves from BS A to BS B along a straight line, the distance between
the point where the UE enters cell B and the point where it moves out of cell A is defined as a crossing
distance. For example, if UE moves along the linea, the crossing distance isdo. By the Pythagoras’s
theorem, we have:

do = 2
√

R2−H2−D = 2

√

R2− D2

12
−D (6.12)

The minimum crossing distance between two adjacent cells ofradiusRwhose centers are separated
by distanceD is do. The proof is as follows: First, any move from BS A to BS B that does not follow
a straight line results in a travelling distance that is longer than a straight line movement. Second, all
straight line movements that do not cross the segment IJ (seeFigure 6.5) are not part of the movement
from BS A to BS B. For all the straight lines crossing K, a particular point in segment IJ, the line
parallel to AB results in the smallest crossing distance. Ofall lines parallel to AB, the line going
throughI or J gives the smallest crossing distance. Therefore,do, given by (6.12), is the minimum
crossing distance between any two adjacent cells.

For seamless handover at link layer (L2) via a single radio interface, the UE generally has to be
capable of triggering handover and starting a new connection with the target BS before it moves out of
the radio coverage of its serving BS. The time from the instant when the UE arrives at the positionI (or
J) to the instant when the UE makes the handover decision is called handover delay, usually referred
to as L2 handover delay. However, to achieve seamless handover at the application layer, other issues
such as IP address assignment, security and session redirection should be considered. The minimum
required cell overlapDcomin depends only on the L2 handover delay and should be computed when the
UE follows the minimum crossing distance. In fact, half the minimum crossing distancedo/2 has to be
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at least as large as the distance travelled by the UE within the handover delay. The necessary condition
is satisfied only if:

do/2≥ δv (6.13)

wherev is the mobile terminal velocity andδ is the handover delay.

6.5.1.2 Handover delay

From the instant when the handover decision is made by the network to the instant when the UE
stops communicating with the serving BS to launch the handover process, the delay is very small
compared to the measurement delay. Handover delay is definedas the sum of the averaging delay and
the hysteresis delay [165,167,168]. Below, handover delayis analyzed where the UE moves along the
line a (see Figure 6.5).

At instantτ, we assume∆µ(τ) = µB(τ)−µA(τ) = 0. This corresponds to the instant when UE is
at point I . Because of the network’s averaging process, two filtered signals are equalized at instant
(τ + δav), i.e. ∆µ̂(τ + δav) = 0 whereδav is the averaging delay. If a linear averaging window is used,
the last reported signal is averaged over theN last reported values. The averaging window time is
T = N4T where∆T is the measurement reporting period. The averaging delay isδav = T/2 = N

2 ∆T
since each average value has been made from theN past samples.

If an exponential moving averaging (EMA) window is used, thelast reported signalµ[k] at instantk
is smoothed by

µ̂[k] = (1−α)µ̂[k−1]+ αµ[k] (6.14)

where 0≤ α ≤ 1 is a forgetting factor. The averaging delay can be estimated by finding the instantl
where∆µ̂[k+ l ]≥ 0. From (6.1) and (6.2), we have

∆µ[k] =
K2

2
log

d2
1

d2
2

(6.15)

By the Pythagoras’s theorem (see Figure 6.5) and replacingH = D
√

3
6 , we have

∆µ[k] =
K2

2
log

(

1+12(x/D)2

1+12[1− (x/D)]2

)

(6.16)

For all values of separation distanceD, x/D is a variable bounded between 0 and 1.∆µ[k] varies in
function of y = x/D rather thenD itself. Hence, the averaging delay only depends on the forgetting
factor α, i.e. δav = g(α)∆T (for exampleg(0.05) = 19 or g(0.01) = 84). The equivalence between
N/2 andg(α) in the averaging delay formula can be seen in the two averaging window cases. Where
we do not distinguish between linear and exponential averaging processes, we useNα as a common
notation for bothN andg(α).

Due to the uncertainty arising from fluctuations of the physical channel, the handover is initiated
only if µB−µA ≥ h−σ, whereh is a hysteresis margin andσ is the standard deviation of the received
signal. A hysteresis of(h−σ) dB shifts the handover decision point from the instant whenµB(d2)−
µA(d1) = 0 (i.e. d1 = d2) to the instant whenµB(d2)−µA(d1) = h−σ. This kind of delay is referred to
as hysteresis delayδhyst and corresponds to the travelling distance∆d as illustrated in Figure 6.5. From



6.5. Required cell overlap analysis 121

(6.1) and (6.2), the hysteresis margin is obtained as:

h−σ = K2 log
d1

d2
(6.17)

Substitutingd2
1 = H2+(D/2+ ∆d)2, d2

2 = H2+(D/2−∆d)2 andH = D
√

3
6 in (6.17), we have

D2/3+(D/2+ ∆d)2

D2/3+(D/2−∆d)2 = 10
2(h−σ)

K2 (6.18)

The value of∆d is obtained by solving this equation and eliminating the solution greater thanD.
The hysteresis delayδhyst is therefore given by:

δhyst =
∆d
v

=
D
v

3(1+A)−
√

3(−1+14A−A2)

6(A−1)
(6.19)

whereA = 10
2(h−σ)

K2 . If we denoteC =
3(1+A)−

√
3(−1+14A−A2)

6(A−1) , the total handover delay becomes:

δ = δav+
D
v

C (6.20)

6.5.1.3 Overlap distance

The minimum cell overlap required for seamless handover corresponds to the maximal allowable
value of separation distanceD. From (6.12), (6.13) and (6.20), we have the following inequality:

2

√

R2− D2

12
≥ 2δavv+(2C+1)D (6.21)

Solving the inequality, we obtain

0≤ D≤
√

48R2(3C2 +3C+1)−12δ2
avv2−6δavv(2C+1)

4(3C2 +3C+1)
(6.22)

Therefore, the minimum required cell overlap is:

Dcomin = 2R−
√

48R2(3C2 +3C+1)−12δ2
avv2

4(3C2 +3C+1)

+
6δavv(2C+1)

4(3C2 +3C+1)
(6.23)

, f (R,v,K2,Nα,4T,σ,h) (6.24)

whereC is a function ofh, σ andK2. The value ofDcomin given in (6.23) is the minimum required
cell overlap corresponding to a specific set of environment parameters (K2, σ), a specific handover
measurement configuration (h, ∆T, Nα) and a terminal velocityv.

Network planning already considers a number of aspects likesupported services, user density, net-
work capacity and mobility support. This theoretical analysis gives network designers another means
of ensuring seamless mobility. In all cases, minimum required cell overlap is a necessary condition
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(not a sufficient condition). Seamless mobility cannot be achieved if the cell overlap is smaller than its
minimum required value.

6.5.2 Overlap in heterogeneous UMTS-WiMAX networks

Handover between WLAN and 2G/3G is described as fully overlapping since the WLAN cell size is
small compared to the cellular cell size [11,160]. Cell overlap between UMTS and WiMAX has to be
addressed since their cell sizes are similar. An overlapping model between UMTS and WiMAX cells
is shown in Figure 6.6. The radio coverage of UMTS and WiMAX cells is assumed to be different.
As the cell organization between heterogeneous and homogeneous cells is not the same, it is impos-
sible to determine the minimum crossing distance as previously described. We therefore compute the
required overlap distance when a UE moves along the straightline AB with constant velocityv. The
crossing distance isPQand the minimum required overlap distance between UMTS and WiMAX cells
is Dcomin(PQ). If the crossing distance is less thanPQ (when the UE moves along a straight line other
than AB), the required cell overlap becomes larger thanDcomin(PQ). As a result,Dcomin(PQ) is a lower
bound of the minimum required cell overlap.

UMTS WiMAX

A B
II

Equivalent 
UMTS

DcoDco

PP
QQ

IQIQPIPI

Figure 6.6: Required overlap between UMTS and WiMAX cells

When the UE moves along AB,Dco(PQ) = PQ= PI + IQ, whereI is the point at which the signal
quality level from the UMTS cell is equal to the level received from the WiMAX cell. If gu is a function
that can translate WiMAX signal strength to UMTS signal strength with equivalent quality, we have
gu(µB(I)) = µA(I) (µ(I) is the received signal strength at the pointI ). Assuming that the UE moves
from the UMTS cell to the WiMAX cell, the handover decision should be made before the UE goes
beyond the pointQ. Therefore,gu(µ̂B(Q))− µ̂A(Q) ≥ hu−σu wherehu−σu is the hysteresis margin
in the UMTS handover decision. In fact, the travelling distance isIQ due to the decision delay caused
by the UMTS to WiMAX inter-system measurement. If the WiMAX cell is replaced by an equivalent
UMTS cell (see Figure 6.6),IQ can be considered to be half of the required overlap between two
inter-frequency UMTS cells. This computation uses the UMTSto WiMAX inter-system measurement
period instead of the inter-frequency measurement period:IQ ≥ 1

2 f (Ru,v,Ku
2 ,Nu

α,4Tu→w,σu,hu) (the
subscript or superscriptu means UMTS-related parameters). Similarly,PI should be larger than or
equal to half of the minimum required overlap between two WiMAX cells, computed using a WiMAX
to UMTS inter-system measurement period instead of a WiMAX measurement period. The required
overlap between UMTS and WiMAX cells is:

Dco(PQ) ≥ 1
2

f (Rw,v,Kw
2 ,Nw

α ,4Tw→u,σw,hw)

+
1
2

f (Ru,v,K
u
2 ,Nu

α,4Tu→w,σu,hu) (6.25)



6.6. Numerical analysis 123

where f is (6.24) and the subscript (superscript)u and w denote the UMTS-related and WiMAX-
related parameters respectively. The lower bound of the minimum required overlap between UMTS
and WiMAX cells is thus given by:

Dcomin =
1
2

f (Rw,v,Kw
2 ,Nw

α ,4Tw→u,σw,hw)

+
1
2

f (Ru,v,K
u
2 ,Nu

α,4Tu→w,σu,hu) (6.26)

In the numerical analysis in Section 6, the designated minimum required overlap between UMTS
and WiMAX cells in fact means its lower bound value. This is asimportant in network planning as the
minimum required cell overlap. If the overlap is less than this lower bound, the handover cannot be
seamlessly achieved.

Table 6.2 summarizes the computation of minimum required cell overlap in four different cases:
intra-frequency UMTS cells, inter-frequency UMTS cells, homogeneous WiMAX cells and heteroge-
neous UMTS-WiMAX cells. The second column indicates the formula used to compute the required
minimum cell overlap value while the last column gives the corresponding measurement reporting
period.

Case Dcomin Measurement report period

Intra-freq. UMTS (6.23) ∆Tintra = 200ms

Inter-freq. UMTS (6.23) ∆Tinter ≥ 480ms

WiMAX-WiMAX (6.23) ∆T = 200ms(Section 6.4.2)

WiMAX-UMTS (6.26) ∆Tw→u≥ 480ms(cf. (6.10))

∆Tu→w≥ 600ms(cf. (6.11))

Table 6.2: Summary on the required cell overlap computation

6.6 Numerical analysis

This section considers the effects of the main parameters: (a) averaging window sizeN, (b) mobile
terminal velocityv and (c) cell sizeR. The analyses are conducted for two cells of the same technology
as well as two cells of different technologies. For simplicity, we discuss only the use of the linear
averaging window. From (6.23), we see that the required celloverlap can be explicitly computed for
the given valuesR,v,K2,∆T,N,handσ. With a long measurement averaging window time, the standard
deviation of the received signalσ is small and vice versa. This relationship betweenσ andN,∆T is as
follows [165]:

σ(N,4T) =

√

σ2
s

N
+

σ2
0

N
[1+2

N

∑
k=1

(1− k
N

)
sin(2πk fm4T)

2πk fm4T
] (6.27)

whereσ0 is the standard deviation of the log-normal shadowing,σs is the standard deviation of the
Rayleigh fading on each measurement report andfm is the shadowing frequency. Since the signal
strength in each measurement report has already been averaged over a number of measurement sam-
ples1, the standard deviation of this averaged value isσs. We therefore prefer to replaceσ by (6.27)

1The sample at instantk is modeled ass[k] = K1−K2 logd[k] + u[k] + 20log(e[k]) whereu is a zero-mean Gaussian
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in order to highlight the effect of the averaging window of size N. In order to avoid unnecessary
handovers, we selecth = 1.82σ [167]. Some of these parameters are taken from standards docu-
ments [4, 155, 172] and some from other research papers [163,164, 175]. They are shown in Table
6.3.

UMTS UMTS WiMAX

Parameters intra-frequency inter-frequency

Frequency band [172] [4] 2GHz 2GHz 3.5GHz

Frame duration [172] [4] 10ms 10ms 5ms

σ0 [163] [175] 10dB 10dB 9dB

fm [167] 0.4Hz 0.4HzdB 0.4Hz

K2 [163] [175] [164] 37.6dB 37.6dB 47dB

∆T(cf. Table 6.2) 200ms 480ms 200ms

Table 6.3: Simulation parameters

6.6.1 Influence of the averaging window size on intra-systemcell overlap

To investigate the effects of the averaging window size on the required cell overlap, we considered
three scenarios: (1) two intra-frequency UMTS cells, (2) two inter-frequency UMTS cells and (3)
two WiMAX cells. We assume that the UE moves at the speed ofv = 100km/h and the UMTS and
WiMAX cell radius areRu = Rw = 4km. For each scenario, the variation of the required cell overlap
by averaging window size is shown in Figure 6.7. The requiredcell overlap is expressed as a ratio
between the overlap distance and the cell diameter (i.e.Dcomin/2R).
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Figure 6.7: Required cell overlap area vs. averaging windowsize

Figure 6.7 shows that the minimum value of the required cell overlap between two adjacent intra-
frequency UMTS cells is 23.45% of the cell diameter (Dcomin = 1876m). This corresponds to an averag-
ing window size ofN = 63 measurement reports (linear averaging window sizeT = 12.6s). However,

random variable with the standard deviationσ0, e is a Rayleigh random variable andd[k] is the distance between the UE and
the BS.



6.6. Numerical analysis 125

N is specified in the handover algorithm of the UE in order to support the mobility management and
optimize the handover procedure. For ease of notation, we use Dcomin as its minimum value according
to the variation ofN. That is:

Dcomin = min
N

f (R,v,K2,N,4T) (6.28)

With two adjacent UMTS cells operating in different frequencies, the minimum required cell overlap
is 24.17% of the cell diameter when other parameters are unchanged. This is larger than between two
intra-frequency cells because the inter-frequency scenario needs a longer measurement report period
and therefore a higher averaging delay and larger cell overlap. Between two adjacent WiMAX cells,
the required overlap area is around 21.6% of the cell diameter, smaller than for UMTS systems.

When the averaging window sizeN is small, the cell overlap needs to be large. WhenN is small, the
standard deviation of the signalσ is significant, implying a large hysteresis delay. The hysteresis delay
becomes an important factor in the overall handover delay and results in a large cell overlap distance.
When the averaging window size increases andσ decreases, the overlap distance decreases until a
minimum value is reached. IfN still increases, the overlap distance then increases. In this case, the
averaging delay is an important factor in the overall handover delay while the hysteresis delay remains
stable. For all defined handover algorithms (the choice of the averaging window size and the hysteresis
margin), network planners should therefore make sure that overlap distance between any two adjacent
cells is not less than itsDcomin if uninterrupted handovers are to occur.

6.6.2 Influence of averaging window size on inter-system cell overlap

The averaging window size used in the UMTS and WiMAX handovermeasurement process is
shown respectively asNu and Nw on the overlap area between cells. As each handover algorithm
can be designed differently, the averaging window size can differ from one system to another. From
Section 6.4, we assume that the WiMAX to UMTS measurement period is4Tw→u = 480msand the
UMTS to WiMAX measurement period is4Tu→w = 600ms.
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Figure 6.8: Required cell overlap area between UMTS and WiMAX cells vs. averaging window size

Considering thatRu = 4km, Rw = 3km andv = 100km/h, the required cell overlap distance is il-
lustrated in Figure 6.8. The minimum value isDcomin = 1770m. This is 22.13% of the UMTS cell
diameter or 29.50% of the WiMAX cell diameter. WithRw = 4km, the required cell overlap area is
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equal to 23.40% of the UMTS/WiMAX cell diameter. For seamless handover,more overlap is required
on the WiMAX side than on the UMTS side. The effect of the averaging window size parameter on
cell overlap is similar with either homogeneous or heterogeneous cells.

The minimum required cell overlap depends significantly on the choice of the averaging window
size. In practice, if the value ofN (or α) is known, we only need to estimate the required cell overlap
that corresponds to this value. In the following section, weconsider that the minimum cell overlap is
implicitly the minimum value with respect to the variation of the averaging window size.

6.6.3 Influence of velocity

The mobile terminal velocity has a direct impact on cell overlap. When the UE moves quickly, cell
overlap must be large enough to allow the UE to perform the necessary measurements. Figure 6.9
shows simulation results that indicate the increase of the cell overlap with increasing mobile terminal
velocity. Results are provided for three scenarios: inter-frequency UMTS, homogeneous WiMAX and
UMTS-WiMAX interworking. The cell radius was fixed toRu = Rw = 4km. In network planning,
the required overlap area should be calculated from the maximum terminal speed that the system can
support.
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Figure 6.9: Required overlap area vs. mobile’s velocity forRu = Rw = 4km

From Figure 6.9, it can be seen that, even when the mobile terminal velocity is close to zero, the
required cell overlap area is not less than 17% in all three scenarios. This is explained by the fact that
the hysteresis delay still plays an important role in the handover decision. The hysteresis margin is
used to avoid the ping-pong effect due to the log-normal shadowing fluctuation. This is directly related
not to the movement but to the signal propagation. The cell overlap area is therefore still important for
seamless handover even for low speed mobile users.

The same figure shows that a minimum overlap area of about 30% of the cell diameter is required
for a maximal velocity of 500km/h in the inter-frequency UMTS network. Similarly, the overlap area
in the WiMAX system is about 26.7%. In the cellular system, overlap of around 20%-30% is normal
2. So the range value of cell overlap to support an extremely high terminal velocity in the UMTS and
WiMAX system is still acceptable.

2See http://www.umtsworld.com/technology/coverage.htm
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6.6.4 Influence of cell size

The radio coverage of a cell depends on radio conditions, thetransmission power of its base station,
the data rates of supportable applications, and the number of connected users. In the future, wireless
mobile networks will support applications with very high data rates. As there will always be a tradeoff
between cell range and transmission data rate, high-speed communication is possible only for the radio
coverage around the BS. This means that the cell sizes will bereduced. In order to avoid service
degradation and to maintain seamless service delivery, therequired overlap between the adjacent cells
must take into account the influence of reduced cell sizes.
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Figure 6.10: Required cell overlap area vs. cell radius forv = 100km/h

Figure 6.10 shows the variation of the required cell overlapaccording to cell radius for three cases:
inter-frequency UMTS, homogeneous WiMAX and UMTS-WiMAX interworking. The required cell
overlap area decreases with the cell size. This does not meanthat the overlap distance decreases;
the decrease is in the ratio between the overlap distance andthe cell diameter. When the cell size is
R= 500m, the cell overlap area is around 29% for the WiMAX system or 33% for the inter-frequency
UMTS system. For a high speed of 500km/h andR= 500m, the required overlap can reach more than
40% (42% for inter-frequency UMTS case). In short, requiredcell overlap must be calculated for the
smallest allowable reduced cell size. Not surprisingly, the handover decision based on the received
signal measurement does not scale well for highly mobile terminals crossing very small cells. The
handover algorithm for small-cell systems (such as picocells or microcells) must be different from the
macro cell system. A dedicated handover management solution should also be designed for extremely
high speed terminals.

6.6.5 Integration of parameters

All the above parameters influence the minimum required celloverlap area. The maximum allow-
able movement velocity, the minimum reduced cell size and the most suitable averaging window size
(the size that which gives the minimum cell overlap value) are then considered together. The results
are shown in Table 6.4.

We chose a maximum supportable velocity of 200km/h for the UMTS system and 100km/h for the
WiMAX or UMTS-WiMAX interworking system. The results show that, for data-intensive and high
speed mobile users, the minimum required overlap in intra-frequency UMTS systems must be at least
35.5% of the cell diameter in order to guarantee seamless handover. The cell overlap area in WiMAX
systems (at least 28.7%) is less than in UMTS systems and in UMTS-WiMAX interworking systems.
The inter-frequency UMTS organization requires the largest overlap (37.4%).
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UMTS UMTS WiMAX UMTS-
intra-frequency inter-frequency WiMAX

v(km/h) 200 200 100 100
R(km) 0.5 0.5 0.5 0.5

Dcomin(%) 35.5 37.4 28.7 31.8

Table 6.4: Overlapping area ratio

Our analysis shows that the required cell overlap for usual values of the mobile terminal velocity
and the cell radius lies mostly between 20%-30% of the cell diameter. For extreme cases, such as very
high movement velocity or significantly reduced cell size, the cell overlap must be considerably larger,
around 40% of the cell diameter. The results also show that the required cell overlap is never less than
17%. In fact, the required overlap between adjacent UMTS andWiMAX cells is about the same as
between two UMTS or WiMAX cells.

Minimum required cell overlap is a useful tool in network planning. It can be used in the detailed
planning phase for seamless handover between any two planned adjacent cell sites. It can also be used
to evaluate the seamless mobility support of an existing network and to determine where additional cell
sites are needed. For example, an operator willing to deployWiMAX cells in addition to an existing
UMTS network to offer higher data applications or to supporthigher speed users can use our solution
to calculate the minimum overlap condition during the nominal and detailed planning phases.

6.6.6 Use cases

In this section we present several examples where our solution can facilitate and assist the network
planning task. As a first example of use, the minimum requiredcell overlap condition can be used to
check the seamless handover possibility between any two planned adjacent cell sites.

Second, we consider a UMTS network upgrade scenario. Assuming that the cell radius of the initial
UMTS system is 1km. Using the environment parameters in Table 6.3, the minimumrequired overlap
between two intra-frequency UMTS cells is 550m (i.e., the maximal allowable separation distance is
D = 2R−Dcomin = 1450m) to support the maximum movement speed of 80km/h. In order to offer
high-data applications, to support a large number of subscribers or both, the cell radius is thus reduced
to, for example, 600m. An operator has a choice between UMTS and WiMAX to upgrade the network.
As the handover between UMTS and WiMAX can be achieved seamlessly; the choice of WiMAX is
more interesting in terms of QoS and building cost.

Assume that the cell radius of WiMAX is the same magnitude order as that of UMTS (Rw = 600m).
Given the maximum movement speed of 80km/h, the maximal allowable separation distance between
UMTS and WiMAX cells is about 845m, and that between two WiMAX (or intra-frequency UMTS)
cells is 875m (or 840m respectively). Taking into account this maximal allowableseparation distance
condition, network designers can determine the prior positions as well as the number of added WiMAX
cells. Figure 6.11 illustrates the position of the added WiMAX cells, taking into account the minimum
required overlap condition with respect to the user movement speed. More precisely, in high-speed
movement regions (main streets), the separation distance between two adjacent cells should not be
greater than the maximal allowable separation distance to ensure seamless mobility. For example, to
achieve seamless mobility betweenU1 andU2, we added a WiMAX cellW1. In the low or zero-speed
movement region (buildings), a small overlap distance is sufficient (e.g., overlap betweenW3 andU6).

Last but not least, we consider the case where an existing UMTS network needs to be upgraded to
ensure service continuity for users on newly deployed high-speed trains (movement speed of 300km/h).
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Figure 6.12: Network upgrade scenario 2

Assuming that the UMTS cell radius is 5km. Before the arrival of high-speed railways, the maximum
movement speed is 100km/h and thus the maximal allowable separation distance is 7700m. To ensure
seamless handover for a movement speed of 300km/h, the separation distance should not be greater
than 7300m. Accordingly, the operator can deploy new WiMAX cells alongthe railway as illustrated
in Figure 6.12. Given the WiMAX cell radius is 4km, a separation distance between UMTS and
WiMAX should be less than 6600m to ensure seamless mobility. Considering this condition, apossible
organization of new added WiMAX sites is determined as in Figure 6.12. For example, to enable the
seamless handover betweenU1 andU5 cells, a WiMAX cellW1 is added.

6.7 Summary

In order to achieve the seamless vertical handover between UMTS and WiMAX systems, we ad-
dressed in this chapter two important aspects: inter-system measurement and required cell overlap.
First, we demonstrated that it is possible to make the UMTS-WiMAX inter-system measurement
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through a single reconfigurable radio interface terminal without affecting on-going sessions. The inter-
system measurement scheme was introduced and the measurement report period was discussed. We
also studied the measurement reporting period for the signal strength measurement in the WiMAX sys-
tem. Second, we analyzed the minimum cell overlap required to support seamless handovers between
two adjacent cells within the same technology or different technologies. More precisely, we focused
on the required overlap area between any two adjacent cells (UMTS - UMTS, WiMAX - WiMAX, and
UMTS - WiMAX). An analytical method of estimating the minimum required overlap between two
adjacent cells of the same or different technologies was proposed. The minimum required cell over-
lap is computed based on measurement and handover parameters, physical channel characteristics and
mobile terminal velocity. The various parameters influencing cell overlap were analyzed to show how
the required overlap can be computed and used to ensure seamless handover as the network is being
planning. This method provides network designers with a useful tool with which to provide seamless
handover as networks are planned or upgraded.

∼∼4♥4∼∼



Chapter 7

Load Balancing over Heterogeneous
Wireless Packet Networks

Load balancing involves the fine tuning of a computer system,network or disk subsystem in order to
more evenly distribute the data and/or processing across available resources.

Computer Desktop Encyclopedia

The ability to balance the load between different access systems is one of the essential motivations
to integrate different access technologies in a converged 4G network. But, it is also a big challenge to
balance the load effectively. Load balancing is an aspect that requires a strong control from the network
side. We address the load balancing in this thesis since it isgreatly related to the mobility management.
Firstly, the load of an access node depends on the access network selection. If many users select the
same access node, this access node probably becomes overloaded. Secondly, to balance the load, the
network has to force some users to carry out the handover. In this chapter, we propose a new approach
to compute the load which can hide the heterogeneity of different access technologies from the load
balancer. The objective of load balancing is also redefined to improve the overall network performance
and to minimize unnecessary load balancing operations.

7.1 Introduction and motivation

Along with the rapid growth in demand for high data rate and high QoS multimedia communications
as well as the scarcity of radio resources, an efficient RadioResource Management (RRM) scheme is
highly required. An operator can deploy different technologies or interwork with other technologies
owned by other operators to enable the global roaming capability through a coordinated heterogeneous
access environment as discussed in Chapter 5. An advanced Common Radio Resource Management
(CRRM) is a motivation for interworking among these networks and also a challenge to overcome.
The stronger the coupling between access networks, the moreefficient the resources can be commonly
utilized. We consider the tight coupling approach where different access technologies are deployed by a
single operator or by cooperative operators. Available radio resources of coupled networks are jointly
managed. We suggest adopting the CRRM architecture introduced by 3GPP [176] and further used
in [177–182]. CRRM is defined as a platform to gather information from the BS of different access
systems, and to control the resource allocation of all BSs tooptimize the overall system performance.

131
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In the joint RRM research area, most of previous work mainly focused on identifying the function-
alities of the CRRM architectural components and designingprotocols for control exchanges between
these components [176–178, 183]. Also, the resource allocation scheme which aims at determining
the amount of resources allocated to each user in such a way tomaximize the operators’ revenue
(briefly addressed in Section 6.3 of Chapter 2) or the users’ satisfaction has been increasingly stud-
ied [184–186]. However, the load balancing between different BSs and different access technologies
has not been sufficiently considered. In fact, the load balancing plays an important role in the CRRM.
The load balancing consists of accepting or denying a new user request and enforcing users connected
to a heavily loaded BS to handover to a lightly loaded one. Although the load balancing is much related
to the resource allocation, they are two separable aspects.The load balancing can be considered on the
one hand as an objective of the resource allocation scheme and on the other hand as a constraint for the
resource allocation optimization. In this work, we only focus on the load balancing issue.

An adaptive threshold for load balancing based handover enforcement initiation was introduced
in [187]. Although this approach makes it possible to detectthe need of initiating a handover, the
suitable target access network is not addressed. Another solution for RRM algorithm based on fuzzy
logic and reinforcement learning was presented in [180] [181]. However, the admission control is just
an initial step in the load balancing process as it only dealswith the arriving communications. Even
if an efficient admission control algorithm [180,181,188] is used, overload situations might still occur
due to the mobility of high-rate data users or the inherent fluctuation of the transmission channel.

All the load balancing solutions have been based on a fundamental resource unit notion, calledload.
The load metric represents the occupation ratio of a BS. The load of a cellular network is usually
computed through the received power and the interference level [189] whereas the load of a WLAN
is simply computed through the number of users connected to an AP [180] [181]. The load can be
computed in different manners for different systems. As a result, the same load value for two different
systems does not mean the same load situation. As such a comparison is the basis of any cross-system
load balancing solution, having a same semantic of the load metric is mandatory. Furthermore, the
existing load computation methods, which are based on the interference [189] or the throughput [190],
do not allow the load variation anticipation prior to the situation where a user moves into/out of a cell.
In fact, the estimation of future interference or throughput values is really challenging. Accordingly,
we cannot be able to make the right decision to achieve an efficient resource balancing.

In this chapter, we introduce a new approach to quantify the load in wireless packet networks and a
novel load balancing algorithm to improve the above limitations. A new load metric and new balancing
index are proposed in Section 7.2. Section 7.3 is devoted to discuss the load balancing algorithm.

7.2 Load metric & balancing index

7.2.1 Load metric definition

Along with the increase of multimedia and data-intensive applications, future 4G networks will ex-
perience an extremely high load. We present here only the cross-system downlink load balancing.
However, the solution is still valid for uplink load balancing. Traditionally, the load metric correspond-
ing to the resource occupation ratio varies from 0 to 1. In wireless packet networks, the channel access
is dynamically assigned to mobile users by a scheduler [191]running in the BS (see Figure 7.1). The
scheduler decides which packets are transmitted to their corresponding destinations at an instant (de-
pending on the required QoS of each user and radio link quality between the user and the BS). Contrary
to a fixed resource allocation in circuit networks, the resource allocation in packet networks is much
more dynamic. An overload situation will cause a delay or packet loss to some specific connections,
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but not necessarily an outage of connections. It is thus interesting to be able to estimate the overload
degree. The way to balance the load in packet networks is thusdifferent from circuit networks.
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Figure 7.1: Scheduler in a base station

The packet scheduling is an active research area. Generally, based on the transmission channel
estimation, the BS will adapt the modulation and coding scheme to transmit packets in such a way to
maximize the throughput and minimize the packet error rate.Recently, the QoS priority has been also
taken into account in the packet scheduling [191]. Comparedto the load balancing, a global strategy
involving all the BSs in the system, the packet scheduling isjust a local strategy at each individual BS.
We can see that if the total requesting resource (i.e., packet arrival rate mapped with the modulation
and coding rate) is higher than the capacity of the BS (i.e., symbol departure rate at physical layer),
some users will not get their required QoS. In other words, the BS is overloaded.

We define loadρ as the ratio of the required resources to the total resources. If the amount of the
required resources of all users connected to a BS is greater than or equal to its total resources, this BS
is considered as overloaded. In differentiated QoS wireless networks, the objective of the scheduler is
to guarantee the QoS required by the non-best-effort users.Hence, the required resources information
used for load computation is the guaranteed bit rateη required by running applications of non-best-
effort users. Alternatively, the required resources of a communication is its data arrival rate at the BS.
As a First In First Out (FIFO) buffer is implemented at the BS for each connection, the packet arrival
rate can be easily retrieved. In the following, for simplicity, each communication is assumed to have a
guaranteed bit rateη(Kbps). At the physical layer, multiple transmission modes comprising of a pair
of modulation scheme and Forward Error Control (FEC), as in IEEE802.11/15/16, 3GPP and 3GPP2
standards, are available to each user. Given the modulationand coding rate ofRmc(bits/symbol), the
packet ofNp bits is mapped to a block ofNp/Rmc symbols after modulated and coded. Hence, the
required resources of a communication can be expressed asη

Rmc
(Ksymbol/s).

The total resources of a BS can be referred to as the number of data symbols that the BS can trans-
mit in downlink during one second, i.e., data symbol rateRs. For example, in HSDPA system [192],
the channel multiplexing is in time domain where each Transmission Time Interval (TTI) consist-
ing of three slots (or 2ms) can carry 480 data symbols. Withineach TTI, a maximum of 15 parallel
codes can be assigned to one user or shared between several ones. Hence, the total resources be-
come 15× 480symbols/(2ms) = 3.6Msymbols/s. In an OFDM system like WiMAX, 3G LTE, or
IEEE802.11a/g, the resources consist of OFDM symbols in time domain and sub-carriers in frequency
domain. The downlink data symbol rate is equal to(number of downlink OFDM symbols)×(number
of data sub-carriers)/(frame duration). Meanwhile, in the direct-sequence CDMA system like UMTS,
CDMA2000 or IEEE 802.11b, the symbol rate depends on the spreading factor1 SF(chips/symbol)

1Direct Sequence spreading process is done by directly combining the baseband information to high chip rate binary code.
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of the used code. For instance, the symbol rate of 802.11b corresponding to the use of Baker code or
Complementary Code Keying (CCK) is equal to 1Msymbol/s or 1.375Msymbol/s respectively [193].
As the chip rateRc = Rs×SF (chip/s) is a fixed quantity, we choose it as the total resources parameter.

Now letM denote the number of currently connected users at a BS of total resourceRc. Each useri is
characterized by a required guaranteed bit rateηi , a modulation and coding rateRi

mc and an associated
spreading factorSFi. If SF does not exist, we setSFi = 1. The load of a BS is thus given by:

ρ =
1
Rc

M

∑
i=1

ηiSFi

Ri
mc

(7.1)

This load metric definition takes into account not only the user’s required resource but also the radio
link quality between the user and the BS. If the link quality is so poor to guarantee the connection or
the user is outside the corresponding BS’s radio coverage, the corresponding modulation and coding
rateRmc will be set to 0. If the BS accepts this user request, its load becomes infinity. Thus, the load
balancing algorithm should refuse the connection or force this user to handover to another neighboring
access network. Using this definition, the resources heterogeneity among different access systems
will be hidden from the load balancing problem. In other words, the balancing scheme is based only
on the load values of different access nodes regardless of underlying technologies and underlying
scheduling schemes. The load balancing over heterogeneousnetworks is somewhat similar to that over
a homogeneous network.

7.2.2 Load balancing index

One of the key elements in the load balancing is the balance index used to measure the balance of
resources in a system. Such an index was first introduced in [194] and recently used in [190]. It is
defined as:

ξ1 =
(∑i ρi)

2

K ∑i ρ2
i

(7.2)

whereK is the number of neighboring BSs over which the load can be distributed. In fact,ξ1 is
a correlation factor between the load vector[ρ1, . . . ,ρK ] and the vector[1, . . . ,1]. If all BSs have the
same load level, thenξ1 = 1. The load balancing target is to maximizeξ1. However, this balance index
has serious limitations. Consider a scenario where a new user at the overlapped zone of three BSs as
depicted in Figure 7.2(a) wants to initiate a communication. Given that{ρA = 0.8,ρB = 0.4,ρC = 0.3}
are the current load of BS A, B and C respectively and{∆ρA = 0.1,∆ρB = 0.2,∆ρC = 0.7} are the
added load if the new user attaches to BS A, B and C, respectively. By using objective functionξ1,
the new user attaches to BS C as it results in the highest balance indexξ1 = 0.89. Unfortunately, the
BS C becomes overloaded (ρC = 1). As the same connection will generate different added loads when
connecting to different access nodes, it becomes difficult to maintain all BSs at the same load value.
Also, in a heavily loaded system, the balancing objectiveξ1 tries to evenly distribute the load to all
BSs, which leads to a situation where all BSs will be overloaded. It may be better to degrade the QoS
of only a set of users instead of all users. When the load between the BSs has not been balanced yet but
all the BSs are not in the imminent overloaded situation, it is not necessary to maximizeξ1 by forcing
the users to attach to another BS. To resolve the overload situation in the exemplary scenario, one may
suggest adding a constraint likeρi < 1 ∀i while trying to maximizeξ1. It seems to be a good solution
in a lightly loaded system. But, this constraint is never satisfied in a heavily loaded system. In fact, the
objective of load balancing algorithm is to minimize the effect of overload situation and not to avoid
the overload situation (because it is not always guaranteedin a finite capacity system).

The Spreading Factor is the ratio of the chips (UMTS = 3.84Mchips/s) to baseband information rate.



7.3. Load balancing algorithm 135

A B

C

?
ρρρρn=0.8 ρρρρo=0.4

ρρρρp=0.3 0

1δδδδ ξ2ξ2

ρ1 ρ2 ρKρi

......

(a) (b)

Figure 7.2: (a) Problem of usingξ1; (b) Load balancing indexξ2 computation

In order to improve the revealed limitations, the objectiveof our load balancing scheme is to reduce
overloading situation in access networks. The idea is to detect imminent overload situations and start
to redistribute the load from heavily loaded access nodes tolightly loaded ones. A system is considered
as load-balanced if all BSs have a load below a specific threshold 0< δ < 1. It is motivated by the
avoidance of unnecessary load balancing operations which waste the resource and cause undesired
handover overheads. Usually, in a load control strategy, operators reserve an amount of resources
(1− δ), known also asguard channelratio, for handing over users as well as for system redundancy.
The choice of thresholdδ can be inspired by the research on guard channel optimization in [195] and
we do not address such a choice in this work. Accordingly, we propose a new balance indexξ2 (see
the illustration in Figure 7.2(b)):

ξ2 =
K

∑
i=1

(ρi −δ)+ (7.3)

wherea+ , max(a,0). If ∃ρi > δ, thenξ2 > 0. The greater indexξ2, the closer to an overload situation
the network is. Note however thatξ2 > 0 does not mean an overload situation sinceξ2 may be greater
than 0 butρi < 1∀i. The objective of the load balancing is now to minimizeξ2. In the previous scenario,
the overload situation does not occur while usingξ2 as an objective function sinceξ2(C) (that is the
value ofξ2 while network C is selected) is clearly greater than max{ξ2(A),ξ2(B)} for any chosenδ. In
fact, we haveξ2(C) = 1−δ, ξ2(B) = (0.6−δ)+ andξ2(A) = (0.9−δ)+.

7.3 Load balancing algorithm

7.3.1 Optimal algorithm

7.3.1.1 Optimization formulation

We provide here a formulation of an optimal load balancing algorithm. Assuming that at a given
instant our system consists ofM currently connected users andK BSs of different access technologies.
Let us denoteW = (wi j ), i = 1..M, j = 1..K as a generated load matrix wherewi j is the load generated
at BS j while useri attaches to it. If useri is not in the radio coverage of BSj, thenwi j = ∞. The
balancing algorithm will be triggered upon the imminent overload situation. Results of the algorithm
should come out with an assignmentσ = (σi j ), whereσi j = 1 if useri is assigned to attach to BSj and
σi j = 0 otherwise. The assignmentsσ? are given as

σ? = argmin
σ

K

∑
j=1

(ρ j −δ)+ whereρ j =
M

∑
i=1

wi j σi j (7.4)
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subject to the following conditions:σi j = 0 if wi j = ∞ and only one elementσi j in each rowi of
matrix σ is non-zero. We assume that if user MSi is in coverage of a particular BS then MSi will be
allocated the resource (∃ j : σi j = 1). In other words,

∃ j : wi j 6= ∞⇒
K

∑
j=1

σi j 1{wi j 6=∞} = 1 (7.5)

One may note that the constraint on binary integer variablesσi j makes our optimization problem
non-convex, and therefore far more difficult to solve. In theworst case where any user can connect
to any BS, by using potentially exhaustive search, we need tocompute the values ofξ2 for KM possi-
bilities of σ to find outσ?. The optimal algorithm is impractical for implementation since it requires
an exponential computation time, especially in a large wireless network with thousands of users and
BSs. Also, such an assignment may lead to a reallocation of resources for all users which implies a
significant amount of handovers and overheads.

In a lightly loaded system, there may exist many possible solutions σ? for problem (7.4). In this
case, even if the system is load-balanced, the resource utilization may not be optimized. We therefore
define a second optimization objective based on the total user satisfaction index to enhance the load
balancing operations.

Assume that each user MSi requires a guaranteed bandwidthηi and the SNR of the radio link
between MSi and BS j is γi j . Inspired by [82], the achievable throughput of MSi if it connects to BS
j can be estimated as

Ti j =
ηi

ρ j
g(γi j ) =

ηi

ρ j

L
M

[1−0.5exp(−vγi j )]
M (7.6)

whereM is the block size,L is the number of data bit within the block sizeM andv is the specified
constant depending on the considered technology andρ j = ∑M

i=1 wi j σi j is the load of BSj. In fact,
g(γi j ) is the probability that the radio frame of sizeM is transmitted without errors. Andηi

ρ j
represents

the achievable data rate if user MSi connects to BSj. Shortly, for a given vectorη, given SNR
matrix (γi j ), given elementary load matrix(wi j ) and a selected assignmentσ, we can easily deduce
the achievable throughput matrix(Ti j ). According to a particular assignmentσ, we can rewrite the
achievable throughput of MSi as follows:

Ti(σ) = ∑
j

ηi

ρ j
g(γi j )1{σi j =1} (7.7)

Inspired by the utility function form proposed in Chapter 2,we use the modified Sigmoid form to
model the user satisfaction degree based on its estimated achievable throughput:

ui(Ti) =















(
Ti−ηmin

i
ηi−ηmin

i
)ζ

1+(
Ti−ηmin

i
ηi−ηmin

i
)ζ

Ti ≥ ηmin
i

0 otherwise

(7.8)

whereηmin
i is the minimum acceptable bandwidth threshold of MSi. The parameterζ is the tuned

steepness parameter that followsζ≥ 2. As a result, the second optimization objective is to find out an
assignmentσ† that maximizes the total user satisfaction:
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σ† = argmax
σ?

M

∑
i=1

ui(Ti(σ?)) (7.9)

whereσ? are the assignments that satisfy the load balancing condition (7.4). Obviously, the second
optimization objective is used only when the load balancingindex ξ2 = 0 is obtained and more than
one assignmentσ? are found.

7.3.1.2 Illustration example

Let us consider the following networks composed of 3 BSs and 6MSs (as depicted in Figure 7.3).

BS1 BS2

BS3

2

1

3

4
5

6

Figure 7.3: An illustration example

The generated load matrix of 6 MSs are assumed as follows:

W =

















0.4 0.3 ∞
0.5 ∞ 0.6
∞ 0.3 0.5

0.2 0.3 0.4
0.3 0.2 0.4
0.4 0.2 0.3

















Recall thatw13 = ∞ for instance indicates that the MS1 is not in the radio coverage of BS3. Given
δ = 0.95 (the threshold in the load balancing index), there are 80 different solutionsσ? that satisfy
the load balancing condition (7.4). These assignments are found using Matlab. Here is one of these
solutions:

σ?
1 =

















1 0 0
1 0 0
0 0 1
0 0 1
0 1 0
0 1 0

















In this solution, the MS1 and MS2 connect to BS1; MS3 and MS4 connect to BS3; MS5 and
MS6 connect to BS2. In this case, the load of the three BSs isρ = [0.9 0.4 0.9] and clearly
ξ2 = 0. Now, we assume thatη =

[

200 200 200 200 200 200
]

is the required guaranteed
bandwidth vector of the six users. For each solution, we compute the achievable bandwidthTi for
each MS (assuming thatg(γ) = 1, ηmin

i = 0 andζ = 3). According to the assignmentσ?
1, we have

T =
[

222 222 222 222 500 500
]

and the total user satisfaction of the six MSs isU = 4.193.
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Taking into account the second optimization objective, thebest assignment that maximizes the total
user satisfaction is:

σ† =

















1 0 0
0 0 1
0 1 0
1 0 0
0 1 0
0 1 0

















This assignment results in a total user satisfaction level of U = 4.701 (the achievable throughput
is T=[333.33 333.33 285.71 333.33 285.71 285.71]). This example shows how the optimal solution
can be used to distribute and balance the load over a lightly loaded system to reach the best resource
utilization. Though the second optimization does not require much computation time, the complexity
of the first optimization remains high and thus hard to solve.

7.3.2 Proposed on-line load balancing algorithm

Our aim is to design a feasible and suboptimal solution for load balancing to minimize the resource
rearrangement and the computation effort. When a user initiates a connection, its terminal selects a
suitable access network among available ones using the network selection mechanism given in Chapter
2 and 3. The load value of each access node will be used in the network selection evaluation if the
terminal has access to this information. The user will be able to not select the heavily loaded access
node. Otherwise, the access node may refuse the user’s connection request based on its admission
control policy if it is heavily loaded. Despite the use of an admission control, the overload of an access
node may still happen due to the transmission channel fluctuation or user’s volume data rate changes.
To handle the load balancing, on-going communications willbe transferred from an access network to
another by triggering a handover. The two main targets of ourproposed algorithm are the admission
control and the network-initiated handover.

7.3.2.1 Admission control

The admission control is employed to admit or reject a new originating communication in order
to avoid overload situations. A connection request to a specific BS will be accepted if the BS’s load,
including the contribution of the incoming communication,is below an admission thresholdδAC, that is
ρ≤ δAC. Otherwise, the new incoming communication will be redirected to the least loaded overlapped
access network. If all BSs in the coverage area could not accommodate the new communication, the
connection request is rejected. If the incoming communication is a handing-over one, the admission
threshold is greater than the one used for a new originating communication. It is generally preferable
to allocate resources to on-going communications rather than to new initiating ones. In our solution,
we propose to always accept the handing-over users.

It is noteworthy that a number of previous publications [180,181] [188] have considered the admis-
sion control as a means to achieve load balancing. However, the admission control is just a first step
in the load balancing process as it only deals with incoming communications and it does not treat the
load fluctuation of on-going ones. Moreover, trying to redirect an originating communication to a less
loaded access system (redirect from one technology to another) may not be possible if the communica-
tion is initiated from a single-mode terminal. In this case,it may be better to force a multi-mode user to
make a vertical handover to a coordinated access system and accommodate the originating single-mode
user. That motivates the need to use handover enforcement toeffectively distribute the load over the
heterogeneous systems.
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7.3.2.2 Handover enforcement

In addition to the admission control, it is essential to havea mechanism to detect and handle immi-
nent overload situations. Such a mechanism is known as a handover enforcement since its main role
is to selectsuitableusers in a heavily loaded access network and force them to handover tosuitable
lightly loaded overlapped ones. The main output of the handover enforcement is to determine a set of
pairs,suitableuser andsuitabletarget access network, for the handover execution.
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…
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Figure 7.4: Illustration of load balancing algorithm

Let M = {M1,M2, . . . ,Mm} denote a set of mobile users currently connected to a heavilyloaded
BS0 that needs to be unloaded. The load ofBS0 is ρ0 > δ. The set of neighboring BSs overlapped
with BS0 is denoted byB = {BS1,BS2 . . . ,BSk} and the current load of each of the neighboring BSs is
℘= {ρ1, ...,ρk}. The load balancing model is illustrated in Figure 7.4. While the load ofBS0 is still
greater thanδ and the load balance indexξ2 can still be decreased, then identify a pair(I ,J) of suitable
user and suitable BS for load balancing handover.(I ,J) is given by

(I ,J) = argmin
(i, j)

ξ2(i, j) (7.10)

ξ2(i, j) = (ρ0−wi0−δ)+ +(ρ j +wi j −δ)+ + ∑
l 6={0, j}

(ρl −δ)+ (7.11)

wherewi j is the load contribution of userMi at BSj while Mi connects toBSj . Also, wi j = ∞ if Mi is
not in the radio coverage ofBSj . The proposed algorithm to achieve this goal is as follows:

If ρ0 > δ then
Initiate k:=0 and cond:=true
Calculateξ2[k]
Whileξ2[k] 6= 0 & cond=true do

Find (I,J) that minimizesξ2(i, j)
k:=k+1
If ξ2[k]≤ ξ2[k−1] then

cond:=false
end

end
end

Instead of balancing the resources of the overall system as described in the optimal algorithm, our
proposed solution aims at redistributing locally the load of a heavily loaded BS around its neighboring
overlapped BSs. In turn, the neighboring BS will redistribute its load to its own neighboring BSs and
so on. By doing so, the load of the overall system will be then balanced. The handover enforcement
will be triggered when the load of a specific BS is greater thanδ. The algorithm execution is continued
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until ξ2 = 0 or we cannot find a handover to improve indexξ2. Also, the decision to makeMi handover
to BSj only relies on the load comparison betweenBS0 andBSj . From (7.11),(i, j) is selected if

(ρ0−wi0−δ)+ +(ρ j +wi j −δ)+ < (ρ0−δ)+ +(ρ j −δ)+ (7.12)

A ping-pong effect whereMi is decided to handover back toBS0 could not happen due to constraint
(7.12). Therefore, our algorithm is ensured to converge.

7.3.3 Performance evaluation

In this section, we first show the effectiveness of our new load balance indexξ2 which is used as
an objective function in our proposed load balancing scheme. Next, the performance of our proposed
solution is compared with the optimal solution and a reference scheme. The chosen reference solution
employs anadvancedadmission control [180] [181] [188], in which a new incomingcommunication
will be redirected to the least loaded BS. This smallest loadvalue includes the load of the new incoming
communication.

MS 1     MS 2      MS i  ….     MS M

BS 1      BS 2       BS j    ….    BS K

users

BS

wwxw
wyxwwwxy wwxz w{xz

w|x}
Figure 7.5: Simulation scenario

We consider a simulation scenario in which users activate and deactivate dynamically their commu-
nication sessions. Each communication is associated with aguaranteed bandwidthη which is randomly
generated in the intervalη∈ [100,1200]Kbps. Assume that a user has only one communication session
at a time and the duration of each communication follows an exponential distribution with a selected
averaged value of 5 minutes. A user has the possibility to connect to a random number of BSs (as illus-
trated in Figure 7.5). As we focus on the load balancing operation, the simulation of the physical and
MAC layers is not necessary in order to observe the load balancing performance. Therefore, the radio
link quality between a user and its reachable BSs (i.e., the modulation and coding rates) are also ran-
domly selected at the beginning of each communication session. The modulation and coding rateRmc

varies from 0 (i.e., radio link is very poor for the connection or user is outside the BS’s radio coverage)
to 4 bits/symbol. The capacity of each BS is randomly selected in the interval[1,10] Msymbol/s.

The performance is evaluated by means of a non-satisfactionindex (NSI) which is the ratio of the
total number of users that are currently connected to the overloaded BSs to the total number of users
in the system. The use of this metric is motivated by the fact that if a BS is overloaded, no matter how
it schedules its users, it will not guarantee the required QoS for all its served users.

7.3.3.1 Validation of the load balancing indexξ2

We employ indexesξ1 andξ2 as load-balancing objectives. Another strategy that consists in mini-
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mizing the total load of all BSs is also examined. The performance of the three strategies is illustrated
in Figure 7.6. In this simulation, the number of BSs in the system is fixed at 10. The value of threshold
δ here is selected asδ = 0.8. Note further that when we change the number of BSs or users in the
system, the whole system configuration (e.g.,Rmc, BS’s capacity,η) is modified. The comparison be-
tweenNSIof these different network configurations is not much relevant. So we do not discuss about
the fluctuation ofNSIbetween different network configurations. Note also that wekeep the same initial
network configuration to test the different load balancing indexes.
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Figure 7.6: Non-satisfaction index vs. load balancing objective function strategies

From Figure 7.6, we observe that theξ2-based strategy gives the best performance compared to the
two other strategies in any simulated network-load contexts. The positive values ofNSI for a small
number of users are explained by the fact that the users connected to the overloaded BS are outside
any overlapped BS. The three strategies give approximatelythe same results for a small number of
users. When the number of users increases (i.e.,M ≥ 30), theξ1 strategy exposes clearly its limitation.
The ξ1 strategy is not suitable since an equalization of all BSs’ load does not lead to a good system
performance. Also, minimizing the total load does not result in an efficient resource utilization either
because minimizing the total load does not mean a minimization of the system overload level. One can
see that the performance of the total load minimization strategy is still better than theξ1-based strategy.
The results confirm the efficiency of theξ2-based load balancing strategy.

7.3.3.2 Performance of the proposed load balancing strategy

We compare the performance of our proposed scheme with the impractical optimal solution (using
only the first optimization objective). As the optimal solution requires a great computation time, the
number of users arriving at a time is limited to 15 and a small number of BSs is considered. However,
each user requires a highη (600≤ η ≤ 1200) to introduce a high load in the system. According
to Figure 7.7, our proposed algorithm performs very well compared to the optimal one. Indeed, the
balance indexesξ2 given by our solution are very close to those of the optimal one. More interestingly,
theNSI of the two solutions is lightly different (18% for the optimal one vs. 20% for our scheme in
the case of 4 BSs) for heavily loaded scenarios (small numberof BSs) and mostly the same for lightly
loaded scenarios.

We compare now our proposed scheme with the reference solution [180, 181, 188] in which a new
communication will be redirected to the least loaded BS computed including the load of the incoming
communication. In practice, we start two separate simulations using the same initial load-balanced
system, the same user arrival process and the same user’s running application scenario. The number
of BSs is set to 10 and the number of users is set to 20. The load variation of the system is due to the
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Figure 7.7: Performance comparison between our solution and the optimal one
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Figure 7.8: Performance comparison between our solution and the reference one (using advanced
admission control)

communications initiation/termination. The NSI of the twosystems, the one managed by our proposed
load balancing scheme and the one managed by the reference scheme, is observed at every instant and
is depicted in Figure 7.8. We observe that the ratio of non-satisfied users in the system managed by our
proposed scheme is smaller than in the system managed by the reference one. In fact, our proposed
scheme uses a simple admission control compared to the advanced admission control of the reference
one. The key of our scheme is based on the handover enforcement process that handles imminent
overload situations. The results show clearly the effectiveness of our solution which is furthermore
feasible for implementation in both homogeneous and coordinated heterogeneous networks.

7.4 Summary

This chapter treated another aspect of the mobility management over heterogeneous networks where
the role of the network control is vital: load balancing. We defined a new load metric which makes
it possible to formulate the load balancing as a classic optimization problem. This novel load metric
for wireless packet networks is based on the packet scheduling and the radio link quality information.
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Thank to this new metric, the heterogeneity of different access technologies can be removed. It also fa-
cilitates the load balancing operations since it allows load variation anticipation. We introduced a new
load balancing index to measure the overload degree of a system. This balancing index leads to min-
imize the overload degree of a system instead of equalizing the load among the access nodes within
a system. We designed a load balancing scheme which consistsof an admission control and a han-
dover enforcement. The proposed iterative algorithm is oneof the feasible suboptimal solutions to the
problem. The solution can be used in on-line system because it requires less computation time and be-
cause it operates in a distributed way instead of a usual centralized way. However, this iterative search
may result in a local optimum solution. To overcome this limitation, some advanced optimization
techniques like Tabu search [196], ant colony optimization[197], particle swarm optimization [198],
genetic algorithm, evolutionary optimization [199]...may be employed. The use of these techniques
are left for future works.

∼∼4♥4∼∼





Conclusions

As foreseen by many researchers and analysts, the next generation wireless mobile communications
(4G) will be based on the heterogeneous underlying infrastructure integrating different wireless access
technologies in a complementary manner. Looking at the portfolio of mobile and fixed operators to-
day, a dominance of access bundles and flat rates, network convergence has become a means to solely
reduce operational cost and maintain competitiveness in a market of flattened subscriber growth and
decreasing per-user revenues. Future mobile users need to enjoy seamless mobility and ubiquitous
access to services in analways best connectedmode. In this context, the inter-system mobility man-
agement is an important and challenging technical issue to be solved. The underlying idea of this
thesis was to optimize the inter-system mobility management and find out solutions to ensure seamless
handovers across a wide range of networks and devices.

The contribution of the thesis was divided into two parts: the handover enhancements controlled
by the user terminal side (user-controlled approach) and those controlled by the network (network-
controlled approach).

The end-users are not anymore passive - they are starting to design their own services and sharing
them in communities. They are increasingly demanding higher quality and more personalized services.
The best way to offer customized services in the context of mobility management is to allow users
to influence and even to control the access network choice, the handover decision and the handover
preparation.

As the terminal can access to information on its inner capabilities, surrounding networks, active ses-
sions and the user preferences, it is in a much better position to select the best access network than the
network side. This real-time information can be gathered bythe terminal but it is not available to the
service platform or network entities. Transferring all gathered information to the network for the han-
dover decision implies the frequent update from every user towards the network, which is not feasible.
In the first part of this thesis, we presented a framework where the mobility management is considered
as a third party service. The user terminal can select the best access network among the available ones
and control a holistic vertical handover procedure. Based on the gathering information, the terminal
determines the adaptive handover threshold in order to ensure seamless handover. Furthermore, the
terminal can predict the handover and initiate some handover preparation techniques like pre-buffering
to assure the seamless user experience during handovers. Last but not least, the terminal-controlled
mobility management makes it possible to optimize the powerconsumption of multiple-radio interface
devices.

In the gathering information phase, it is preferable that the mobile terminal has some provisioning in-
formation elements about its neighboring cells to be able toquickly discover, synchronize and measure
their signal strength. The terminal can detect neighboringcells by naively scanning all the channels,
which may take a long latency. Such ablind scanning can be possible if the terminal is equipped with
multiple radio interfaces. But, in the case of single reconfigurable radio interface device, the long scan-
ning latency implies a large overlap between adjacent cells, a high power consumption and probably

145
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large handover interruption time. In addition to the accessnetwork discovery and the handover mea-
surement, the transfer of user’s mobility and security contexts from the serving network to the target
network to reduce the handover latency requires control from the network. Similarly, the QoS guaran-
tee, radio resource allocation and load balancing are subjects to be controlled by the network. In fact,
only the network has the entire information about the trafficload in the access nodes (i.e., number of
users currently connected to this access node) and its available radio resources.

In the two main parts of the thesis, we have pointed out the advantages and the capabilities to en-
sure seamless handovers of both user control and network control authorities. The vertical handover
procedure can be completed under the full control of the network or the user terminal. However, to
effectively manage the user mobility in heterogeneous networks, the control from both user terminal
and network should be jointly coordinated. One possible question is that what happens if both the
mobile terminal and the network want to control the handoverprocedure, for example, the handover
decision. If the terminal decides to handover to a specific access node, the network can either help
terminal to prepare the handover or not. In the latter case, the terminal prepares and executes the han-
dover itself using a third party mobility service. A seamless handover can be possible if the terminal is
equipped with multiple radio interfaces and it is multi-homed. Otherwise, a seamless handover seems
to be difficult to achieve. Now, if the network forces the terminal to handover to an indicated access
node, the terminal can either obey this recommendation or not. In the latter case, the terminal can con-
sider this command as an access network selection triggering condition. The terminal starts to select
another access node and then makes the handover to its selected access node using terminal-controlled
handover scheme. In short, the coordination of the decisions should reflect the reasonable and dy-
namic compromise between user autonomy and network control. The network can help and guide the
user terminal in the choice of the suitable access network and in the information gathering. The user
terminal is responsible for selecting the best access network according to user preferences, managing
the radio interface activation mode, handover preparation(for example, pre-buffering streaming data)
and triggering the handover when appropriate. The network is responsible for authentication, roaming
establishment if necessary, handover preparation (for example, mobility and security context transfer),
QoS maintenance and load balancing-based handover management.

Contributions of this thesis

Summing up, the major contributions of this work include:

• A novel utility-based access network selection which includes:

– A new sigmoidal function form to best model the utility of each access network character-
istic,

– A new multiplicative aggregate utility function form,

– A context-aware (user situation and application) user preferences configuration.

• A terminal-controlled handover management framework which includes:

– A very-loose coupling interworking architecture,

– A user-centric access network selection scheme,

– A power-saving multiple radio interface management,

– An adaptive handover initiation threshold to ensure seamless mobility.

• A terminal-controlled seamless media streaming scheme which includes:
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– A practical handover prediction scheme based received signal strength measurements using
the Grey-Model filter and CUSUM-based movement detection techniques,

– An adaptive pre-buffering policy to maintain the media content in the buffer for seamless
streaming.

• A UMTS-WiMAX interworking solution which includes:

– A loose-coupling interworking architecture between UMTS and WiMAX systems,

– A scheme for inter-system measurement using an SDR-enabledterminal,

– A required minimum cell overlap for seamless handover in a UMTS/WiMAX system.

• An intermediary platform for interworking and roaming between different access networks in a
multi-operator environment.

• A novel load balancing scheme which includes:

– A novel load metric definition,

– A new load balancing index definition,

– A practical load balancing scheme in heterogeneous wireless packet networks.

Future Work

Mobility management in heterogeneous networks is a complexproblem comprising of a large num-
ber of challenging issues. Regarding the aspects addressedin this thesis, there are still many possible
research areas that the future work may take.

In the access network selection, recently researchers haveconsidered the use of Multi-Attribute
Decision Making (MADM) algorithms [69,70,200]. Though theMADM is much related to the utility
theory, further analysis and comparison between the utility-based and MADM approaches will be
needed to figure out the best one or a possible coordination ofthe two approaches. An automatic user
situation profile update using the information from terminal status, the currently connected networks,
location servers, running services, the sensors integrated in the terminal device and etc. is an interesting
research direction not only for access network selection but also many other application fields.

Another research topic much related to the mobility management and access network selection is the
radio resource management (RRM). The load balancing over heterogeneous networks was addressed
in this work, however further improvements using some advanced optimization techniques may be
envisioned. In an open access heterogeneous networks, two independent operators battle to get user
connections (by allocating an appropriate resource amountto each user) to maximize their resource
utilization and their revenue knowing that users have liberty to select the access network of highest
utility level (according to preferences of each user). The combination between the access network
selection and the resource allocation in this context is a difficult problem that can be modeled and
solved by the game theory.

The terminal-controlled mobility management framework and the inter-system handover coupled
with the roaming establishment between two access network domains having no direct agreement can
be considered as a beginning of more extensive studies, not the final answer. Inspired by the localized
network-based management solution, a new network-basedinter-domainmobility management may
be envisioned to enhance the handover performance.

In heterogeneous networks, the users will be always best connected (ABC) through the best access
network using the best available device. The network operator has to satisfy ABC property for users (or
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aid users to get ABC property) and has to maintain the best possible utility out of its investment. From
the network operators’ perspective, the operators need an environment which fulfils the requirements
for "Always Best Managed" (ABM) infrastructures, networks, and services. An intelligent network
selection and an autonomous mobility management are required to achieve ABC and ABM simulta-
neously. The autonomous mobility management including autonomous handover, autonomous load
balancing and autonomous location management is an enablerfor ABM networks. The autonomous
mobility management in heterogeneous networks becomes oneof future research directions towards
seamless mobility.

In the last few years, the limited available spectrum and theinefficiency in the spectrum usage neces-
sitate a new communication paradigm to exploit the existingwireless spectrum opportunistically [201].
This new networking paradigm is referred to as Dynamic Spectrum Access (DSA) or cognitive radio
networks. The dynamic spectrum access techniques allow cognitive radio users to select thebest avail-
able channelfor the communication. The users can switch from one spectrum hole to another to
maintain the connectivity, which is known asspectrum handover. The purpose of spectrum mobility
management, including best channel selection and spectrumhandover, is to make sure that such tran-
sitions are seamless and as soon as possible such that the applications running on cognitive radio users
perceive minimum performance degradation during a spectrum handover. One can see that the mobility
management should be take into consideration spectrum handover operations to maintain the seamless
service delivery. One interesting future research direction is to study the coordination between the
spectrum mobility management and traditional mobility management in cognitive radio networks.

This dissertation presents the comprehensive and pragmatical improvements on different facets of
the inter-system handover. This research will facilitate the evolution of seamless mobility of the next
generation network.

∼∼4♥4∼∼
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