
Co-Located Workshops Include:

EVT/WOTE ’13: 2013 Electronic Voting Technology 
Workshop/Workshop on Trustworthy Elections
August 12–13, 2013

CSET ’13: 6th Workshop on Cyber Security 
Experimentation and Test
August 12, 2013

HealthTech ’13: 2013 USENIX Workshop 
on Health Information Technologies
Safety, Security, Privacy, and Interoperability 
of Health Information Technologies
August 12, 2013

LEET ’13: 6th USENIX Workshop on Large-Scale 
Exploits and Emergent Threats
August 12, 2013

FOCI ’13: 3rd USENIX Workshop on Free and Open 
Communications on the Internet 
August 13, 2013

HotSec ’13: 2013 USENIX Summit 
on Hot Topics in Security
August 13, 2013

WOOT ’13: 7th USENIX Workshop 
on Offensive Technologies
August 13, 2013

The USENIX Security Symposium brings 
together researchers, practitioners, system 
administrators,  system programmers, and 
others interested in the latest advances in the 
security of computer  systems and networks. 

USENIX Security ’13 will feature:
Keynote Addresses:
“Dr. Felten Goes To Washington: 
Lessons from 18 Months in Government”
Edward W. Felten, Director, Center for 
Information Technology Policy, and Professor of 
Computer Science and Public Aff airs, Princeton 
University; former Chief Technologist, U.S. 
Federal Trade Commission

“The White House’s Priorities for 
Cybersecurity”
Andy Ozment, Senior Director for Cybersecurity, 
White House 

A 3-day Technical Program including:
• Paper presentations on large-scale 

systems security, attacks, mobile 
security, and applied crypto 

• Invited talks by industry leaders
• Poster session
• Rump session
• Birds-of-a-Feather sessions (BoFs)

Register at
www.usenix.org/sec13

  
www.usenix.org/facebook

  
twitter.com/usenixsecurity

  
www.usenix.org/youtube

  
www.usenix.org/linkedin   

www.usenix.org/blog

  
www.usenix.org/gplus
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